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Propositionens huvudsakliga innehall

Regeringen foreslar en ny lag om behandling av personuppgifter i den
verksamhet som Migrationsverket, Polismyndigheten och
utlandsmyndigheterna bedriver enligt utlannings- och
medborgarskapslagstiftningen.

Syftet med lagen &r att ge myndigheterna mojlighet att behandla
personuppgifter pa ett d&ndamalsenligt och effektivt satt och att skydda
manniskor mot att deras personliga integritet kranks vid sadan
behandling. En utgangspunkt ar att skapa en teknikneutral lag som
medger en flexibel tillampning och som innehaller de bestimmelser som
ar av central betydelse for integritetsskyddet. | lagen finns bestdmmelser
om bl.a. andamalen med behandlingen, myndigheters direktatkomst till
Migrationsverkets uppgifter och de begransningar som ska gélla for
behandlingen av vissa uppgifter.

Bland annat med hénsyn till den nuvarande flyktinginstrémningen till
Sverige ar det vidare betydelsefullt att myndigheterna snabbt far de
verktyg som behdvs for att de ska kunna fullgéra sina uppgifter.
Regeringen foresldr darfor att riksdagen beslutar att motionstiden
forkortas till nio dagar.

Den nya lagen foreslas trada i kraft dagen efter den dag da lagen enligt
uppgift pd den kommit ut fran trycket i Svensk forfattningssamling,
vilket med hénsyn till riksdagsbehandlingen berdknas ske i borjan av
februari 2016.
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1 Forslag till riksdagsbeslut

Regeringen foreslar att riksdagen antar regeringens forslag till

1. utlanningsdatalag,

2. lag om &ndring i socialforsékringsbalken,

3. lag om andring i polisdatalagen (2010:361).

Regeringen foreslar vidare att riksdagen beslutar om att forkorta
motionstiden till nio dagar.



2 Lagtext Prop. 2015/16:65

Regeringen har foljande forslag till lagtext.

2.1 Forslag till utlanningsdatalag

Héarigenom foreskrivs foljande.

Lagens syfte

1 8 Syftet med denna lag &r att ge Migrationsverket, Polismyndigheten
och utlandsmyndigheterna majlighet att behandla personuppgifter pa ett
andamalsenligt satt i sin verksamhet enligt utldnnings- och
medborgarskapslagstiftningen och att skydda manniskor mot att deras
personliga integritet krianks vid sddan behandling.

Lagens tillampningsomrade

28 Denna lag galler vid behandling av personuppgifter i
Migrationsverkets och utlandsmyndigheternas verksamhet som rér

1. utlanningars inresa i Sverige, i en stat som ingadr i Europeiska
unionen, i en stat som ar ansluten till Europeiska ekonomiska samarbets-
omradet eller i Schweiz,

2. utldnningars vistelse eller arbete i Sverige och utresa eller
avlagsnande fran Sverige,
. statusforklaring,
. mottagande av asylsdkande och andra utlanningar,
. bistand och stod till utlanningar,
. svenskt medborgarskap,
. statlig ersattning for kostnader for utlanningar,
. boséttning av utlanningar, eller
. utfardande av resehandlingar.

O©CoOoONOO O~ W

38§ Denna lag galler ocksd vid behandling av personuppgifter i
Polismyndighetens verksamhet som rér utlanningars inresa och vistelse i
Sverige och utresa eller avlagsnande fran Sverige om verksamheten inte
utgor brottsbekdmpande verksamhet.

4 8§ Lagen géller endast om behandlingen av personuppgifter enligt 2
eller 3 § &r helt eller delvis automatiserad eller om personuppgifterna
ingdr i eller & avsedda att ingd i en strukturerad samling av
personuppgifter som &r tillgangliga for sokning eller sammanstéllining
enligt sarskilda kriterier.

5 § Denna lag géller inte ndr personuppgifter behandlas med stdd av
1. lagen (2000:344) om Schengens informationssystem,
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2. Europaparlamentets och radets forordning (EG) nr 810/2009 av den
13 juli 2009 om inférande av en gemenskapskodex om viseringar
(viseringskodex), eller

3. Europaparlamentets och radets forordning (EU) nr 603/2013 av den
26 juni 2013 om inrattande av Eurodac foér jamforelse av fingeravtryck
for en effektiv tillampning av férordning (EU) nr 604/2013 om kriterier
och mekanismer for att avgora vilken medlemsstat som ar ansvarig for att
prova en ansbkan om internationellt skydd som en
tredjelandsmedborgare eller en statslés person har lamnat in i nagon
medlemsstat och foér ndr medlemsstaternas  brottsbekdmpande
myndigheter ~ begdr  jamforelser med  Eurodacuppgifter  for
brottsbekdmpande andamal, samt om &ndring av forordning (EU) nr
1077/2011 om inrattande av en Europeisk byra for den operativa
forvaltningen av stora it-system inom omradet frihet, sdkerhet och
rattvisa (omarbetning).

6 8 Nér personuppgifter behandlas med stdd av Europaparlamentets och
radets forordning (EG) nr 767/2008 av den 9 juli 2008 om
informationssystemet for viseringar (VIS) och utbytet mellan
medlemsstaterna av uppgifter om viseringar for kortare vistelse (VIS-
forordningen), géller bestdimmelserna i 28 och 48 88 personuppgiftslagen
(1998:204) om rattelse och skadestand om inte nagot annat foljer av VIS-
forordningen. | 6vrigt &r denna lag inte tillamplig nédr personuppgifter
behandlas med stdd av VIS-férordningen.

Forhallandet till personuppgiftslagen

78 Om inte nigot annat anges i 8 §, géller denna lag i stallet for
personuppgiftslagen (1998:204).

8 8§ Nar personuppgifter behandlas enligt denna lag, eller enligt
foreskrifter som har meddelats i anslutning till lagen, géller féljande
bestdmmelser i personuppgiftslagen (1998:204):
1. 3 § om definitioner,
. 8 § om forhallandet till offentlighetsprincipen,
. 9 § om grundlaggande krav pa behandling av personuppgifter,
. 22 8 om behandling av personnummer,
. 23 och 25-27 88 om information till den registrerade,
. 28 § om réttelse,
. 30 och 31 §8 samt 32 § forsta stycket om sékerheten vid behandling,
. 33-35 8§ om overforing av personuppgifter till tredjeland,
. 38-41 88 om personuppgiftsombud m.m.,
10. 42 8 om upplysningar till alilménheten om vissa behandlingar,
11. 43 och 44 88, 45 § forsta stycket och 47 § om tillsynsmyndighetens
befogenheter,
12. 48 § om skadestand, och
13. 51 § forsta stycket, 52 § forsta stycket och 53 § om dverklagande.
Om personuppgifter ska gallras enligt denna lag, eller enligt
foreskrifter som har meddelats i anslutning till lagen, géller inte 8 8 andra
stycket personuppgiftslagen.
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Forbud enligt 44 eller 45 § personuppgiftslagen far inte forenas med Prop. 2015/16:65
vite.

Personuppgiftsansvar

9 8 Migrationsverket, Polismyndigheten och en utlandsmyndighet &r var
och en personuppgiftsansvarig for den behandling av personuppgifter
som myndigheten utfér. Migrationsverket &r dock personuppgifts-
ansvarigt for utlandsmyndigheternas automatiserade behandling av
personuppgifter.

10 & Migrationsverket och Polismyndigheten ska var och en utse ett eller
flera personuppgiftsombud.

Den personuppgiftsansvarige ska anmadla till tillsynsmyndigheten
enligt personuppgiftslagen (1998:204) nar ett personuppgiftsombud utses
eller entledigas.

Andamal

11 § Migrationsverket, Polismyndigheten och utlandsmyndigheterna far
behandla personuppgifter om det behdvs for

1. handlaggning av arenden eller en myndighets bitrade i sadana
arenden i verksamhet som avses i 2 och 3 8§,

2. kontroll av utlanning i samband med inresa och utresa samt kontroll
under vistelsen i Sverige,

3. utférande av arbetsuppgifter som galler mottagande och bosattning
av asylsokande och andra utlénningar,

4. framstallning av statistik,

5. utférande av testverksamhet, eller

6. fullgérande av en rattslig skyldighet att registrera eller pa annat satt
dokumentera en personuppgift.

12 § Migrationsverket far ocksa behandla personuppgifter om det behdévs
for atersokning av

1. avgoranden, rattsutredningar och annan rattslig information, eller

2. information som ror forhallanden i andra lander.

13 § Personuppgifter som behandlas enligt 11 och 12 8§ far &aven
behandlas nar det ar nodvandigt for att tillhandahalla information till

1. riksdagen eller regeringen,

2. en annan myndighet eller en enskild, om uppgifterna lamnas med
stdd av lag eller férordning, eller

3.en utldandsk myndighet, ett EU-organ eller en mellanfolklig
organisation, om utldmnandet av uppgifterna foljer av Sveriges
medlemskap i Europeiska unionen eller av uppgiftsskyldighet enligt en
internationell konvention som Sverige har tilltratt eller enligt ett av
riksdagen godkant avtal med frdmmande stat eller mellanfolklig
organisation.

| ett enskilt fall far personuppgifter som behandlas enligt 11 och 12 §§
aven behandlas for att tillhandahélla information for ndgot annat andamal
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an de som anges i forsta stycket under forutsattning att andamalet inte ar
oforenligt med det andamal som uppgifterna samlades in for.

Migrationsverkets register dver fingeravtryck
och fotografier

14 § Migrationsverket far fora separata register 6ver fingeravtryck och
fotografier som tas med stéd av 9 kap. 8 § utlanningslagen (2005:716).

Med begransning av de dndamal som annars géller enligt 11 och 13 §§
far uppgifter om fingeravtryck eller fotografier i registren anvandas
endast

1. vid prévning av ansokningar om uppehallstillstand dar skal som
anges i 4 kap. 1-2 a §§ utlanningslagen aberopas,

2. i arenden om avvisning och utvisning,

3. i testverksamhet,

4. om det behovs for att kontrollera identiteten av en person pa ett
fotografi som kommit in till Migrationsverket, eller

5. om det behdvs for att Migrationsverket ska kunna kontrollera ett
fingeravtryck mot det fingeravtrycks- och signalementsregister som
Polismyndigheten for enligt 4 kap. 11 § polisdatalagen (2010:361).

Regeringen kan med stod av 8 kap. 7 8§ regeringsformen meddela

1. ytterligare foreskrifter om vilka uppgifter som far behandlas i
registren dver fingeravtryck och fotografier, och

2. foreskrifter om gallring.

Behandling av kansliga personuppgifter

158 Sadana kinsliga personuppgifter som anges i 13 §
personuppgiftslagen (1998:204) far endast behandlas

1. for de andamal som anges i 11 § 1-4 och 6 samt 13 § om
uppgifterna ar absolut nédvandiga for syftet med behandlingen, eller

2. i I6pande text for det &ndamal som anges i 12 § 2, om uppgifterna ar
absolut nodvandiga for att fullgora arbetsuppgifter i sdan verksamhet
somangesi28§.

Regeringen kan med stdd av 8 kap. 7 8 regeringsformen meddela

1. ytterligare foreskrifter om inskrdnkningar av mdjligheten att
behandla kénsliga personuppgifter, och

2. foreskrifter om gallring.

Tillgangen till personuppgifter

16 § Tillgangen till personuppgifter ska begransas till det som varje
tjinsteman behdver for att kunna fullgéra sina arbetsuppagifter.

Regeringen eller den myndighet som regeringen bestdmmer kan med
stdd av 8 kap. 7 § regeringsformen meddela narmare foreskrifter om
tillgangen till personuppgifter.



Sokbegransningar

17 8 Vid sokning i personuppgifter &r det forbjudet att som sokbegrepp
anvénda uppgifter som avsldjar

. ras eller etniskt ursprung,

. politiska asikter,

. religios eller filosofisk dvertygelse,

. medlemskap i fackfdrening,

. hélsa, eller

. sexualliv.
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18 § Vid behandling av personuppgifter for andamal som anges i 12 § 2
far personuppgifter som direkt pekar ut den registrerade inte anvandas
som sokbegrepp.

Vid sokning i personuppgifter far sadana uppgifter om lag6vertradelser
m.m. som anges i 21 § personuppgiftslagen (1998:204) inte anvandas
som sokbegrepp. Uppgifter om beslut om férvar enligt utlanningslagen
(2005:716) far dock anvandas som sokbegrepp.

Direktatkomst

19 § Direktatkomst till personuppgifter hos Migrationsverket far endast
medges
. Polismyndigheten,
. Sékerhetspolisen,
. utlandsmyndigheterna,
. Forsakringskassan,
. Pensionsmyndigheten,
. Skatteverket, eller
. en part eller en parts ombud eller bitrade.

Direktatkomst enligt forsta stycket 7 far endast avse personuppgifter i
partens &rende.

Regeringen eller den myndighet som regeringen bestdmmer kan med
stdd av 8 kap. 7 8 regeringsformen meddela

1. ytterligare foreskrifter om begransningar av direktatkomst enligt
forsta stycket, och

2. foreskrifter om behdrighet och sikerhet vid sédan atkomst.

~NOoO Ok~ WN

Uppgiftsskyldighet

20 § Polismyndigheten har ratt att ta del av personuppgifter som
Migrationsverket behandlar enligt 11 eller 14 § vid direktatkomst enligt
19 8. Sékerhetspolisen och utlandsmyndigheterna har motsvarande rétt
att vid direktatkomst ta del av uppgifter som Migrationsverket behandlar
enligt 11 8.

Migrationsverket ~ska pa begdran av  Polismyndigheten,
Sékerhetspolisen eller en utlandsmyndighet l&mna ut personuppgifter
som verket behandlar enligt 11 § 1 eller 2. Migrationsverket ska ocksa pa
begdran av Polismyndigheten I&mna ut personuppgifter som verket
behandlar enligt 14 § andra stycket 1, 2 eller 5.

Prop. 2015/16:65
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10

Om det finns skal for det ska Migrationsverket pa eget initiativ [amna
uppgifter som avses i andra stycket andra meningen till
Polismyndigheten.

Overforing av personuppgifter till tredjeland

21 § Trots hanvisningen till 33 § personuppgiftslagen (1998:204) i 8 §
forsta stycket 8 ar det tillatet att dven utan den registrerades samtycke
fora Gver personuppgifter till tredjeland om Overforingen &r absolut
nodvandig for de &ndamal som anges i 11 § 1 och 2 samt 12 § 1, savida
det inte mdter hinder av sekretess enligt offentlighets- och sekretesslagen
(2009:400).

Regeringen eller den myndighet som regeringen bestammer kan med
stdd av 8 kap. 7 8 regeringsformen meddela ytterligare féreskrifter om
begransningar av mojligheten att fora 6ver personuppgifter till tredjeland.

Avskiljande

22 8 Personuppgifter som har behandlats for andamal som anges i 11 §
1—4 och 13 § ska avskiljas sa att tillgdngen till dem begrénsas om de inte
langre behdvs i myndighetens I6pande verksamhet.

Regeringen eller den myndighet som regeringen bestammer kan med
stdd av 8 kap. 7 8 regeringsformen meddela ytterligare foreskrifter om
avskiljande av personuppgifter.

Sakerhetsatgarder

23 § Regeringen eller den myndighet som regeringen bestdimmer kan
med stéd av 8 kap. 7 § regeringsformen meddela foreskrifter om
sakerhetsatgarder till skydd for personuppgifter.

Denna lag trader i kraft dagen efter den dag da lagen enligt uppgift pa
den kommit ut fran trycket i Svensk forfattningssamling.



2.2 Forslag till lag om &ndring i
socialforsakringsbalken

Hérigenom foreskrivs att 114 kap. 17 8 socialforsékringsbalken ska ha
féljande lydelse.

Nuvarande lydelse Foreslagen lydelse

114 kap.
17§

Behorighet for atkomst till socialforsakringsdatabasen ska inom
socialforsékringens administration tilldelas genom en sérskild handling i
enlighet med foreskrifter som meddelas av regeringen eller den
myndighet som regeringen bestdmmer.

Behorighet for atkomst till Behorighet for  atkomst till
socialforsékringsdatabasen ska  socialforsdkringsdatabasen och till
begrénsas till vad som behdvs for  personuppgifter hos Migrations-
att den enskilde ska kunna fullgéra  verket ska begransas till vad som
sina arbetsuppgifter. behovs for att den enskilde

tjanstemannen ska kunna fullgéra
sina arbetsuppgifter.

Denna lag trader i kraft dagen efter den dag da lagen enligt uppgift pa
den kommit ut fran trycket i Svensk forfattningssamling.
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2.3
(2010:361)

Forslag till lag om &ndring i polisdatalagen

Hérigenom foreskrivs att 2 kap. 8 och 18 8§ polisdatalagen (2010:361)

ska ha foljande lydelse.

Nuvarande lydelse

Foreslagen lydelse

2 kap.
8§
Personuppgifter som behandlas enligt 7 § far &ven behandlas nér det &r
nodvandigt for att tillhandahalla information som behdvs i

1. brottsbekdmpande
Ekobrottsmyndigheten,
Kustbevakningen och Skatteverket,

2. brottsbekdmpande verksamhet hos utldndsk myndighet

mellanfolklig organisation,
3.sddan  verksamhet  hos
handréckningsuppdrag,

verksamhet hos

Sékerhetspolisen,

Aklagarmyndigheten, Tullverket,
eller

Polismyndigheten ~ som  avser

4. annan verksamhet som Polismyndigheten ansvarar for, om det finns
sarskilda skal att tillhandahalla informationen,

5. verksamhet hos Kriminal-
varden for att forebygga brott och
uppratthalla sakerheten, eller

6. en myndighets verksamhet

a)om det enligt lag eller
forordning aligger Polis-
myndigheten att bistd myndig-
heten med viss uppgift, eller

b) om informationen tillhanda-
halls inom ramen for myndighets-
Overskridande samverkan — mot
brott.

5. verksamhet hos Kriminal-
varden for att forebygga brott och
uppratthalla sikerheten,

6. verksamhet hos Migrations-
verket for att verket ska kunna
kontrollera  fingeravtryck  som
verket tagit enligt 9 kap. 8 §
utlanningslagen (2005:716) mot
det fingeravtrycks- och
signalementsregister som
Polismyndigheten for enligt 4 kap.
11 §, eller

7. en myndighets verksamhet

a)om det enligt lag eller
forordning aligger Polismyndig-
heten att bistd myndigheten med
viss uppgift, eller

b) om informationen tillhanda-
halls inom ramen for myndighets-
Overskridande samverkan —mot
brott.

Personuppgifter som behandlas enligt 7 § far d&ven behandlas om det &r
nodvandigt for att tillhandahdlla information till riksdagen och
regeringen samt, i den utstrackning skyldighet att 1amna uppgifter foljer

av lag eller férordning, till andra.

! Senaste lydelse 2014:597.



Regeringen meddelar

foreskrifter

om att personuppgifter som

behandlas enligt 7 § och som avser efterlysta personer och avldgsnanden
ur landet far behandlas for att tillhandahalla information till vissa sarskilt

angivha myndigheter och att

uppgifter

som behandlas i en

forundersokning far tillnandahallas konkursforvaltare.

| ett enskilt fall far personuppgifter som behandlas enligt 7 § aven
behandlas for att tillhandahalla information for nagot annat dndamal an
de som anges i forsta—tredje styckena, under forutsattning att andamalet
inte &r oforenligt med det &ndamal for vilket uppgifterna samlades in.

18 §°

Séakerhetspolisen, Ekobrotts-
myndigheten, Tullverket, Kust-
bevakningen och Skatteverket har,
trots sekretess enligt 21 kap. 3 8§
forsta stycket och 35kap. 1 §
offentlighets- och sekretesslagen
(2009:400), ratt att ta del av
personuppgifter som behandlas i
fingeravtrycks- och
signalementsregister enligt 4 kap.
11-17 88, om den mottagande
myndigheten behdver uppgifterna i
sin brottshekdmpande verksamhet.

Sékerhetspolisen, Ekobrotts-
myndigheten, Tullverket, Kust-
bevakningen och Skatteverket har,
trots sekretess enligt 21 kap. 3 8
forsta stycket och 35kap. 1 §
offentlighets- och sekretesslagen
(2009:400), ratt att ta del av
personuppgifter som behandlas i
fingeravtrycks- och
signalementsregister enligt 4 kap.
11-17 88, om den mottagande
myndigheten behdver uppgifterna i
sin brottsbek&mpande verksamhet.
Migrationsverket har motsvarande
ratt att ta del av personuppgifter
som behandlas i fingeravtrycks-
och signalementsregistret, om
verket behover uppgifterna for
kontroll av fingeravtryck som
verket tagit.

Denna lag trader i kraft dagen efter den dag da lagen enligt uppgift péa
den kommit ut fran trycket i Svensk forfattningssamling.

2 Senaste lydelse 2014:597.
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3 Arendet och dess beredning

Regeringen beslutade den 28 maj 2014 att ge en sérskild utredare i
uppdrag att utarbeta ett forslag till en lag om behandlingen av
personuppgifter i verksamhet enligt utlannings- och
medborgarskapslagstiftningen och anpassa forfattningsregleringen pa
omradet till nationella bestammelser och internationella &taganden. |
uppdraget ingick ocksa vissa fragor om Migrationsverkets méjlighet att
registrera uppgifter om vissa offentliga bitrdden, ett effektivare
informationsutbyte mellan Migrationsverket och andra myndigheter samt
skadestandsskyldighet med anledning av kontroll av Schengenviseringar.

Utredningen, som tog namnet 2014 ars utlanningsdatautredning, har
aven behandlat en framstallning fran davarande Rikspolisstyrelsen och
Migrationsverket angéende ratt for Migrationsverket att ta del av
Polismyndighetens fingeravtrycksregister (Ju2014/06091/L4) och en
framstdllning  fran  Migrationsverket  betrdffande  automatiserade
fotojamforelser (Ju20143918/L7).

Den 31 juli 2015 o&verlamnade utredningen  betédnkandet
Personuppgiftsbehandling pa utlannings- och medborgarskapsomradet
(SOU 2015:73). En sammanfattning av betdnkandet finns i bilaga 1.
Utredningens lagforslag finns i bilaga 2.

Betdnkandet  har  remissbehandlats. En  forteckning  Over

remissinstanserna  finns i bilaga 3. En sammanstéllning av
remissyttrandena  finns tillgdnglig i Justitiedepartementet  (dnr
Ju2015/05766/L7).

| propositionen behandlas utredningens forslag till utlanningsdatalag
samt vissa  foljdandringar.  Frdgorna om  registrering  av
kvalitetsomddmen, ett effektivare informationsutbyte vid handlaggning
av  uppehéllstilistind ~ for  arbete  och  arbetstillstind ~ samt
skadestandsskyldighet efter kontroller av Schengenviseringar bereds
vidare i Regeringskansliet.

Enligt 2 kap. 6 § andra stycket regeringsformen &r var och en gentemot
det allmanna skyddad mot betydande intrang i den personliga
integriteten, om det sker utan samtycke och innebdr évervakning eller
kartlaggning av den enskildes personliga forhallanden. Enligt 2 kap. 20 §
forsta stycket 2 samma lag far det skyddet begransas genom lag. Det ar
angeléget att risken for att myndigheterna behandlar personuppgifter pa
ett satt som kan sta i strid med regeringsformen begransas. Med hansyn
till den nuvarande flyktinginstromningen till Sverige ar det vidare
betydelsefullt att Migrationsverket och de andra myndigheter som
bedriver verksamhet enligt utlannings- och medborgarskapslagstiftningen
har de verktyg som behdvs for att fullgbra sina uppgifter. Det &r darfor
viktigt att de lagandringar som foreslas kan borja tillampas sa snart som
majligt. Det foreslas darfor att lagarna ska trada i kraft dagen efter den
dag da de kommit ut fran trycket i Svensk forfattningssamling. Av dessa
skal finns det ocksd anledning for riksdagen att besluta om forkortad
motionstid for foljdmotioner till propositionen.



Lagradet

Regeringen beslutade den 19 november 2015 att inhdmta Lagradets
yttrande Gver det lagforslag som finns i bilaga 4. Lagradets yttrande
finns i bilaga 5. Lagradet lamnade forslaget utan erinran.

Vissa sprakliga andringar har gjorts i férhallande till lagradsremissens
lagforslag.

4 Det grundlaggande skyddet for
personuppgifter

4.1 Regeringsformen

Grundldaggande bestammelser till skydd fér den personliga integriteten
finns i regeringsformen. | malsattningsstadgandet i 1 kap. 2 § forsta
stycket slds det fast att den offentliga makten ska utdvas med respekt
bl.a. for den enskilda ménniskans frihet och i fjarde stycket anges bl.a. att
det allménna ska véarna den enskildes privatliv och familjeliv. Av 2 kap.
6 § andra stycket foljer att var och en gentemot det allménna &r skyddad
mot betydande intrdng i den personliga integriteten, om det sker utan
samtycke och innebar 6vervakning eller kartlaggning av den enskildes
personliga forhallanden. Begransningar av denna fri- och réttighet far
dock under vissa férutsattningar goras i lag (2 kap. 20 och 21 88).

4.2 Internationella konventioner

Europakonventionen

Enligt artikel 8 i den europiska konventionen om skydd for de ménskliga
rattigheterna och de grundladggande friheterna (Europakonventionen) har
var och en ratt till respekt for sitt privat- och familjeliv, sitt hem och sin
korrespondens. En offentlig myndighet far inte inskranka denna rattighet
annat an med stdd av lag och om det i ett demokratiskt samhélle &r
nddvandigt med hénsyn till statens sékerhet, den allménna sékerheten,
landets ekonomiska vélstand eller till forebyggande av oordning eller
brott eller till skydd for hélsa eller moral eller for andra personers fri- och
rattigheter.

N&r det galler laglighetskriteriet krédvs bl.a. att den nationella
forfattningen uppfyller vissa minimikrav i frdga om kvalitet och
tydlighet. Reglerna ska vara tillrackligt tydliga for att tillampningen ska
vara forutsebar och de ska vara allméant tillgdngliga. Kravet att ett
ingripande ska vara nddvandigt i ett demokratiskt samhélle innebér att
det ska finnas ett angelaget samhalleligt behov av atgarden i fraga. | det
ligger bl.a. en begransning som innebdr att atgarden inte far ga langre an
vad som &r nddvandigt med beaktande av proportionalitetsprincipen, dvs.
den ska std i rimlig relation till det intresse atgarden ar avsedd att
tillgodose. Vid denna avvégning har staterna ett visst handlingsutrymme
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att inom rimliga granser avgora vilka atgarder som kan anses nodvandiga
for att tillgodose det efterstravade andamalet.

| artikel 13 i Europakonventionen foéreskrivs att var och en, vars i
konventionen angivna fri- och rattigheter krankts, ska ha tillgang till ett
effektivt rattsmedel infor en nationell myndighet. Detta galler &ven om
krankningen forévats av nagon under utdvning av offentlig myndighet.
Inneborden av artikeln &r att den enskilde ska ha tillgang till en nationell
instans for att kunna fa saken prévad och fa rattelse. Provningen kan
goras av domstol, men &ven prévning av en stats regering eller av en
forvaltningsmyndighet kan vara tillracklig.

Europakonventionen galler som lag i Sverige. Av regeringsformen
framgar att lag eller annan foreskrift inte far meddelas i strid med
Sveriges ataganden pa grund av konventionen (2 kap. 19 §).

Aven i FN:s konvention om medborgerliga och politiska réattigheter
finns en bestdammelse till skydd mot godtyckligt eller olagligt ingripande
i ndgons privat- och familjeliv (artikel 17).

Dataskyddskonventionen

Reglering om automatiserad behandling av personuppgifter finns i bl.a.
Europaradets konvention fran ar 1981 om skydd for enskilda vid
automatisk databehandling av personuppgifter
(Dataskyddskonventionen) och dess tillaggsprotokoll. Konventionen
tradde i kraft den 1 oktober 1985 och Sverige har, i likhet med 6vriga
medlemsstater i EU, anslutit sig till den. Ett arbete med att se Over
konventionen har inletts.

Dataskyddskonventionens syfte ar att sékerstélla den enskildes rétt till
personlig integritet i samband med automatiserad behandling av
personuppgifter. Konventionens innehall kan ses som en precisering av
skyddet for den personliga integriteten som féljer av artikel 8 i
Europakonventionen.

Dataskyddskonventionen innehaller principer for dataskydd som de
konventionsanslutna staterna maste iaktta i sin nationella lagstiftning.
Personuppgifter som &r foremal for automatiserad behandling ska samlas
in och behandlas pa ett korrekt satt for sarskilt angivna andamal. Vidare
maste uppgifterna vara relevanta for &ndamélen med behandlingen och
far inte senare anvindas pa ett sitt som ar ofdrenligt med dessa.
Uppgifterna maste ocksa vara riktiga och aktuella och de fér inte bevaras
langre an vad som ar nodvandigt for andamalen.

Vissa kategorier av personuppgifter far, enligt konventionen, behandlas
endast om den nationella lagstiftningen ger ett andamalsenligt skydd. Till
sddana personuppgifter hor uppgifter som avsléjar ras, politisk
tillhdrighet, religios tro eller dvertygelse i dvrigt, sexualliv och uppgifter
om brott.

For att skydda personuppgifter mot bl.a. oavsiktlig eller otillaten
forstorelse foreskriver konventionen att lampliga skyddsatgarder ska
vidtas. Vidare foreskrivs att den registrerade bl.a. ska ha méjlighet till in-
syn i register och till att fa uppgifter rattade. Under vissa forutsattningar
far undantag goras fran bestimmelserna i konventionen bl.a. i fraga om
uppgifternas beskaffenhet och ratten till insyn. Sadana inskrankningar
forutsatter stéd i den nationella lagstiftningen och att inskrdnkningen ar



nodvandig i ett demokratiskt samhélle for vissa angivna andamal, t.ex.
statens ekonomiska intressen och brottshekdmpning, och for att skydda
enskildas fri- och réattigheter.

4.3 EU-réttslig reglering

Stadgan om de grundlaggande rattigheterna

Lissabonfordraget innebédr att Europeiska unionens stadga om de
grundlaggande rattigheterna ar rattsligt bindande. En referens till stadgan
har inforts i artikel 6.1 i det &ndrade EU-fordraget. | stadgan bekréftas de
rattigheter som har sin grund i medlemsstaternas gemensamma
forfattningstraditioner och internationella  forpliktelser, Europa-
konventionen, unionens och Europaradets sociala stadgor och rattspraxis
vid Europeiska unionens domstol och Europeiska domstolen for de
ménskliga rattigheterna. Stadgans syfte &r att kodifiera de grundlaggande
fri- och rattigheter som EU redan erkénner.

| stadgans artikel 7 foreskrivs att var och en har ratt till respekt for sitt
privatliv och familjeliv, sin bostad och sin korrespondens. Vidare fore-
skrivs i artikel 8 att var och en har rétt till skydd av de personuppgifter
som ror honom eller henne. Personuppgifter ska behandlas lagenligt for
bestamda andamal och pa grundval av den berérda personens samtycke
eller ndgon annan legitim och lagenlig grund. Var och en har ratt att fa
tillgang till insamlade uppgifter som rér honom eller henne och att fa
dem rattade. En oberoende myndighet ska kontrollera att reglerna
efterlevs. Av artikel 51 i stadgan framgar att den riktar sig till verksamhet
som utférs av EU:s egna organ och institutioner och att den blir
tillamplig for medlemsstaterna endast i de fall déar de tillampar EU-réatten.
Stadgan &r féljaktligen inte tillamplig p& nationell lagstiftning inom
omraden dar EU inte har lagstiftningskompetens.

Nar det galler de garanterade réttigheternas rackvidd foljer av artikel
52 i stadgan att varje begransning i utévningen av de rattigheter och
friheter som erkénns i stadgan ska vara foreskriven i lag och vara
forenlig med proportionalitetsprincipen och det vasentliga innehallet i
fri- och rattigheterna. | den mén rattigheterna i stadgan motsvarar
rattigheter som skyddas av Europakonventionen ska de ha samma
innebord och rackvidd som enligt konventionen. Av artikel 53 foljer att
stadgans artiklar inte far tolkas som att de inskranker eller inkraktar pa
rattigheter enligt andra konventioner eller 6verenskommelser om fri- och
rattigheter.

Dataskyddsdirektivet

Europaparlamentets och radets direktiv 95/46/EG om skydd for enskilda
personer med avseende pa behandling av personuppgifter och om det fria
flodet av sddana uppgifter (dataskyddsdirektivet) syftar till att garantera
en hog och i alla medlemsstater likvardig skyddsniva nar det gller
enskilda personers fri- och rattigheter med avseende pa behandling av
personuppgifter och att framja ett fritt flode av personuppgifter mellan
medlemsstaterna i EU. Medlemsstaterna far inom den ram som anges i
direktivet né&rmare precisera Vvillkoren for ndr behandling av
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personuppgifter far forekomma. Sadana preciseringar far dock inte
hindra det fria flodet av personuppgifter inom unionen. Direktivet galler
inte for sddan behandling av personuppgifter som rér allman sakerhet,
forsvar, statens sakerhet och statens verksamhet pa straffrattens omrade.

Dataskyddsdirektivet ar endast tillampligt pa behandling av uppgifter
om fysiska personer och beror saledes inte skyddet for juridiska personer.
Direktivet omfattar inte bara automatiserad behandling, utan ocksé
manuell behandling av personuppgifter som ingar eller kommer att ingé i
ett register. Direktivet omfattar inte behandling av personuppgifter for
privat bruk.

Enligt dataskyddsdirektivet maste all behandling av personuppgifter
vara laglig och korrekt. Uppgifterna maste vara riktiga och, om
nodvéandigt, aktuella samt adekvata, relevanta och nddvandiga med
hansyn till de andamal for vilka de behandlas. Andamalen ska vara
uttryckligt angivna vid tiden for insamling av uppgifterna. De dndamal
for vilka uppgifterna senare behandlas far inte vara oférenliga med de
ursprungliga dndamalen.

Personuppgifter far enligt direktivet behandlas bara i vissa fall. Har kan
namnas att uppgifter far behandlas i forsta hand efter att den registrerade
otvetydigt har lamnat sitt samtycke, men ocksd om det &r nodvandigt for
att fullgora en rattslig forpliktelse som aligger den registeransvarige eller
for att utféra en arbetsuppgift som antingen &r av allmént intresse eller
utgor ett led i myndighetsutévning. Personuppgifter far dven behandlas
om intresset av att den registeransvarige far behandla uppgifterna
dvervager den registrerades intresse av att de inte behandlas.

Vissa sarskilda i direktivet angivna kategorier av uppgifter far inte
behandlas. Det galler uppgifter som avsldjar den enskildes ras eller
etniska ursprung, politiska asikter, religiosa eller filosofiska dvertygelse
eller medlemskap i fackforening och uppgifter som rér hdlsa och
sexualliv. | direktivet gors undantag fran detta forbud i vissa sarskilt
angivna situationer, bl.a. om det finns ett uttryckligt samtycke av den
registrerade. Medlemsstaterna far vidare under forutsattning att lampliga
skyddsatgarder infors och av hansyn till ett viktigt allmant intresse
besluta om undantag fran forbudet.

Dataskyddsdirektivet innehaller vidare regler om bl.a. information till
den registrerade och om ratt for denne att fa sddana personuppgifter som
har behandlats pa ett satt som inte ar i enlighet med direktivet rattade,
utplanade eller blockerade. Direktivet innehaller dven regler om sékerhet
vid behandlingen och éverféring av personuppgifter till tredjeland.

EU-kommissionen presenterade den 25 januari 2012 ett forslag till en
genomgripande reform av EU:s regler om skydd for personuppgifter.
Forslaget innebér bl.a. att dataskyddsdirektivet ska ersdttas av en ny
allman dataskyddsférordning (KOM(2012) 11). Det huvudsakliga syftet
med forslaget &r att ytterligare harmonisera och effektivisera skyddet av
personuppgifter i syfte att forbattra den inre marknadens funktion och
Oka enskildas kontroll éver sina personuppgifter. Férordningsforslaget ar
dock till stor del baserat pd den reglering som redan galler enligt
dataskyddsdirektivet. Forhandlingarna om dataskyddsforordningen
pagar.



Dataskyddsrambeslutet

Radets rambeslut 2008/977/RIF av den 27 november 2008 om skydd for
personuppgifter som behandlas inom ramen for polissamarbete och
straffrattsligt samarbete (dataskyddsrambeslutet) reglerar dataskyddet
inom angivna omraden. Rambeslutet & foranlett av ett antal EU-
instrument rorande utvidgat polisiért och rattsligt samarbete avseende
gransoverskridande informationsutbyte.

Dataskyddsrambeslutet forpliktar medlemsstaterna att behandla
uppgifter som utbyts mellan staterna inom ramen for det polisidra och
rattsliga samarbetet pd ett sdant satt att skyddet for enskildas integritet
varnas. Det innehdller bestammelser som avser att forstarka skyddet vid
behandling av personuppgifter som dverfors. Rambeslutet innehéller bl.a.
bestammelser om allméanna utgangspunkter for behandlingen av person-
uppgifter och kénsliga personuppgifter, réttelse, radering och gallring av
personuppgifter, information till den registrerade samt skadestand och
sanktioner. Till stora delar motsvarar innehéllet dataskyddsdirektivet.
Vidare finns bl.a. sérskilda bestdimmelser som begransar mdjligheterna
att behandla personuppgifter som mottagits fran en annan stat.

Rambeslutet uppfylls redan till stora delar av befintliga dataskydds-
regler i svensk ratt. De aterstaende delarna av rambeslutet har genomforts
i svensk ratt genom lagen (2013:329) med vissa bestimmelser om skydd
for personuppgifter vid polissamarbete och straffréttsligt samarbete inom
Europeiska unionen. Lagen tradde i kraft den 1 juli 2013.

Som en del av det forslag till genomgripande reform av EU:s regler om
skydd for personuppgifter som EU-kommissionen presenterade den 25
januari 2012 har kommissionen foreslagit att rambeslutet ska ersattas av
ett sarskilt dataskyddsdirektiv for de brottsbekdmpande myndigheterna
(KOM(2012) 10). Férhandlingarna om direktivet pagar.

4.4 Personuppgiftslagen

Personuppgiftslagen (1998:204) har till syfte att skydda manniskor mot
att deras personliga integritet krdnks genom behandling av person-
uppgifter. Genom lagen, som trddde i kraft den 24 oktober 1998,
genomfordes dataskyddsdirektivet i svensk rétt. Personuppgiftslagen
kompletteras av personuppgiftsférordningen (1998:1191).

Personuppgiftslagen syftar till att skydda méanniskor mot att deras
personliga integritet krdnks genom behandling av personuppgifter (1 §).
Lagen ar teknikneutral och tillampas pa helt eller delvis automatiserad
behandling av personuppgifter och pd manuell behandling av
personuppgifter, om uppgifterna ingér i eller &r avsedda att ingd i en
strukturerad samling av personuppgifter som &r tillgéngliga for sdkning
eller sammanstallning enligt sarskilda kriterier (5 §).

Personuppgifter i personuppgiftslagens mening &r all slags information
som direkt eller indirekt kan hanforas till en fysisk person som &r i livet.
Begreppet behandling av personuppgifter omfattar i stort sett allt man
kan gora med sadana uppgifter, exempelvis att samla in, bearbeta, lagra,
sammanstalla och forstora (3 8).
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I personuppgiftslagen anges vissa grundldggande krav for all
behandling av personuppgifter. Personuppgifter far bara samlas in for
sarskilda, uttryckligt angivna och berattigade dandamal och de fér inte
behandlas for nagot dndamal som ar oforenligt med det andamal for
vilket de samlades in (den s.k. finalitetsprincipen). De personuppgifter
som behandlas ska vara adekvata och relevanta i forhallande till
andamélet med behandlingen, och fler personuppgifter far inte behandlas
an vad som ar nodvandigt med hansyn till andamalet med behandlingen.
Vidare ska de personuppgifter som behandlas vara riktiga och, om
nodvandigt, aktuella och alla rimliga atgarder ska vidtas for att ratta,
blockera eller utplana sadana uppgifter som &r felaktiga eller
ofullstindiga. med hansyn till andamalen med behandlingen.
Personuppgifter far som regel inte heller bevaras under langre tid an vad
som ar nodvandigt med hansyn till andamalen med behandlingen (9 8§).

I lagen finns en upprékning av under vilka forutsattningar behandling
av personuppgifter &r tillaten. Personuppgifter far alltid behandlas om
den registrerade har gett sitt samtycke. | vissa fall far personuppgifter
behandlas dven utan samtycke. En forutsattning i dessa fall &r att
behandlingen ar nédvandig for andamalen.

Personuppgiftslagen innehaller ett forbud att behandla kansliga
personuppgifter. Med kénsliga uppgifter avses ras eller etniskt ursprung,
politiska asikter, religics eller filosofisk overtygelse, medlemskap i en
fackforening eller uppgifter som ror hélsa eller sexualliv (13 §). Férbudet
&r dock inte undantagslést. Om den registrerade har gett sitt uttryckliga
samtycke till behandlingen eller pa ett tydligt satt offentliggjort de
kansliga uppgifterna far de behandlas. Vidare gors undantag for
behandling som &r nddvéndig bl.a. for att den registrerades eller annans
vitala intressen ska kunna skyddas eller rattsliga ansprak ska kunna
faststallas, goras gallande eller forsvaras. Undantag gors ocksa for
behandlingen av kansliga personuppgifter for tex. hélso- och
sjukvardsandamal samt forskning och statistik. Regeringen, eller den
myndighet som regeringen bestammer, far ocksa foreskriva ytterligare
undantag fran forbudet, om det behovs med hansyn till ett viktigt allmant
intresse (14-20 §8).

Personuppgiftslagen staller ocksa upp begransningar i mojligheterna att
behandla personuppgifter om lagdvertradelser som innefattar brott,
domar i brottmdl, straffprocessuella tvangsmedel eller administrativa
frihetsberdévanden och personnummer eller samordningsnummer (21 och
22 88).

Personuppgiftslagen innehaller flera bestimmelser som syftar till att
genom information trygga den enskildes ratt att kontrollera om
behandling av personuppgifter om honom eller henne pagar (23-27 §8).
Personuppgifter som &r felaktiga eller ofullstdndiga eller som annars inte
har behandlats i enlighet med personuppgiftslagen, ska pa begaran av den
registrerade rattas, blockeras eller utplanas av den personuppgifts-
ansvarige (28 8). Lagen innehaller vidare bestimmelser om sakerheten
vid behandling av personuppgifter (30-32 88).

Enligt personuppgiftslagen ar det forbjudet att till tredjeland féra dver
personuppgifter om landet inte har en adekvat niva for skyddet av
personuppgifterna. Forbudet géller inte stater som anslutit sig till
dataskyddskonventionen. | vissa fall far dock overforing av person-



uppgifter till tredjeland ske aven om det aktuella landet inte har en sadan
adekvat skyddsnivda som avses i personuppgiftslagen, t.ex. om den
registrerade har lamnat sitt samtycke eller for att rattsliga ansprak ska
kunna faststéllas (33-35 §8).

Personuppgiftslagen innehaller ocksd bestammelser om bl.a. tillsyn,
skadestdnd, straff och &verklagande (43-49 och 51-53 §8).
Datainspektionen ar tillsynsmyndighet.

Personuppgiftslagen innehaller sedan januari 2007 en sérskild regel om
behandling av personuppgifter i ostrukturerat material som gér undantag
fran ett flertal av lagens bestaimmelser (5 a §). Sadan behandling far dock
inte innebdra att den registrerades personliga integritet kranks.

Personuppgiftslagen innehéller generella regler och &r tillamplig endast
om det inte i ndgon annan lag eller i en férordning har meddelats
avvikande bestammelser (2 §). Sedan ett antal ar tillbaka har det inforts
en stor mangd s.k. registerforfattningar med bestdimmelser om
behandling av personuppgifter. Syftet med registerforfattningarna ar att
anpassa regleringen till de sdrskilda behov som myndigheterna har i sina
respektive verksamheter samt att gora avvéagningar mellan behovet av
effektivitet i berdrd verksamhet och behovet av skydd fér den enskildes
personliga integritet.

4.5 Sérskilda registerforfattningar

Personuppgiftslagen ar generellt tillamplig, men om det i en annan lag
eller férordning har meddelats avvikande bestdimmelser har de foretrade,
se 2 8. Sedan slutet av 1990-talet har det utdver personuppgiftslagen
utarbetats en stor méangd specialforfattningar med bestdmmelser som ror
behandling av personuppgifter, s.k. sérskilda registerforfattningar. Nar
det géller verksamhet enligt utlannings- och
medborgarskapslagstiftningen galler i dag férordningen (2001:720) om
behandling av personuppgifter i verksamhet enligt utldnnings- och
medborgarskapslagstiftningen. Exempel pa andra registerforfattningar ar
patientdatalagen (2008:355), polisdatalagen (2010:361),
kustbevakningsdatalagen (2012:145) och den nya &klagardatalagen
(2015:433), som trader i kraft den 1 januari 2016.

Syftet med de sérskilda registerforfattningarna &r att anpassa
lagstiftningen efter de sérskilda behov som finns inom olika
verksamhetsomraden i den offentliga sektorn. Ibland kan det finnas
behov av att avvika frdn eller komplettera det integritetsskydd som
personuppgiftslagen ger. Det kan till exempel réra sig om en typ av
behandling som inte &r tillten enligt personuppgiftslagen eller att det
finns ett behov av att precisera den reglering som finns i person-
uppgiftslagen. | sadana fall kan en registerforfattning ge ett anpassat
integritetsskydd vid en myndighets hantering av personuppgifter. Det bor
i sammanhanget noteras att det lange har varit ett uttalat mal fran
riksdagen att myndighetsregister med ett stort antal registrerade och med ett
kansligt innehall ska regleras sarskilt i lag (se bland annat prop.
1990/91:60 s. 58, KU 1990/91:11 s. 11 och 1997/98:44 s. 41).
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4.6 Forordningen om behandling av
personuppgifter i verksamhet enligt utlannings-
och medborgarskapslagstiftningen

Forordningens tillampningsomrade m.m.

Personuppgiftsbehandling i verksamhet enligt utlannings- och med-
borgarskapsomradet regleras i forordningen (2001:720) om behandling av
personuppgifter i verksamhet enligt utlannings- och med-
borgarskapslagstiftningen.

Enligt 18 géller forordningen utdver personuppgiftslagen vid
automatiserad behandling av personuppgifter i Migrationsverkets,
Polismyndighetens,  Sé&kerhetspolisens och  utlandsmyndigheternas
verksamhet enligt utldnnings- och medborgarskapslagstiftningen. Med
sadan verksamhet avses enligt forordningen féljande.

1. Verksamhet som galler utlanningars vistelse i och avlagsnande fran
landet,

2. verksamhet som géller utlanningars réatt att arbeta i landet,
3. mottagande av asyls6kande och vissa andra utlénningar,

4. verksamhet som ror bistand och stdd till utlanningar som enligt lag
eller annan forfattning handlaggs av Migrationsverket,

5. verksamhet som avser forvarv, forlust eller bibehallande av svenskt
medborgarskap och

6. verksamhet som galler erséttning for och boséttning av utlanningar som
enligt lag eller annan férfattning handlaggs av Migrationsverket.

En registrerad har inte rétt att motsétta sig behandling av personuppgifter
som sker i enlighet med forordningen.

I 1 8 finns ocksa en upplysning om att det i Europaparlamentets och
radets forordning (EG) nr 767/2008 av den 9 juli 2008 om
informationssystemet for viseringar (VIS) och utbytet mellan
medlemsstaterna av uppgifter om viseringar for kortare vistelse (VIS-
forordningen) finns bestdimmelser om behandling av personuppgifter i
VIS for viseringsmyndigheter, myndigheter som ansvarar for kontroll av
personers granspassage, myndigheter som ansvarar for kontroll av
utlanningars ratt att uppehalla sig i medlemsstaten samt for den centrala
utlanningsmyndigheten, dvs. Migrationsverket.

Personuppgiftsansvar

Migrationsverket, Polismyndigheten och Sékerhetspolisen &r enligt 2 §
personuppgiftsansvariga  fér den  personuppgiftsbehandling  som
respektive myndighet utfor. Migrationsverket ar aven
personuppgiftsansvarigt for den behandling som en utlandsmyndighet
utfor.



Verksamhetsregister

Enligt 3 § far automatiserade register foras i drenden som handlaggs av
respektive myndighet (s.k. verksamhetsregister). | ett
verksamhetsregister far personuppgifter behandlas for myndighetens
handl&ggning av arenden i enlighet med vad som foreskrivs i lag eller
annan forfattning eller fullgérande av underréttelseskyldighet som foljer
av lag eller annan forfattning. Personuppgifter far ocksa behandlas for
tillsyn, Kkontroll, uppféljning och planering av verksamheten,
framstéllning av statistik samt testverksamhet.

Personuppgifter far enligt 4 § endast behandlas om det ar nodvandigt
for det andamal for vilket behandlingen utfors. De uppgifter som far
behandlas i verksamhetsregistret delas in i sex kategorier. Till
identitetsuppgifter hor bl.a. namn, person- eller samordningsnummer,
fodelsetid, kon, vardnadshavare och civilstand. Med uppgifter som behévs
for handléggningen av drenden avses t.ex. uppgifter som ror utlanningens
resa och ankomst till Sverige och uppgifter om sprak, religion, politisk
askadning, etnisk tillhorighet och halsotillstind om uppgifterna ar
oundgangligen nodvandiga for de andamal som anges i 38. Till
kategorin uppgifter som behdvs for mottagandet av asylsokande m.fl. hor
uppgifter om inskrivning vid boendeenhet och om utbildning, yrke och
anstallning. Under uppgifter som behdvs for forvar och andra
tvangsatgarder enligt utlanningslagen (2005:716) anges uppgifter om
inskrivning vid forvarsenhet och uppgifter om halsotillstdnd och andra
personliga forhallanden om uppgifterna ar oundgéangligen nédvandiga for
forvarstagandet. Aven uppgifter som behovs for verkstallighet enligt
12 kap. utlanningslagen far behandlas. Dit hér uppgifter om utresan och
uppgifter om hélsotillstind och andra personliga forhallanden om
uppgifterna ar oundgéngligen nodvéandiga for verkstélligheten. Slutligen
far ocksa uppgifter om beslut registreras, exempelvis beslut i frdgor om
uppehalls- och arbetstillstand, aterreseforbud eller visering.

Kansliga personuppgifter far enligt 5 § behandlas endast om uppgifterna
ar oundgangligen nddvéndiga for myndighetens handldggning av arenden
i enlighet med vad som foreskrivs i lag eller annan forfattning och
fullgérande av underréttelseskyldighet som foljer av lag eller annan
forfattning.

Vid sokning i myndigheternas datasamlingar far enligt 7 § kansliga
personuppgifter inte anvandas som sdkbegrepp.

Direktatkomst

Enligt 68 far  Polismyndigheten, Séakerhetspolisen och
utlandsmyndigheterna  ha  direktdtkomst  till  Migrationsverkets
verksamhetsregister. Myndigheternas direktatkomst ska begransas till att
endast avse personuppgifter som &r nddvéndiga for att en tjansteman ska
fullgéra sina arbetsuppgifter i verksamhet enligt utldnnings- och
medborgarskapslagstiftningen.

| 6 a § anges att aven Forsakringskassan och Pensionsmyndigheten far
ha direktatkomst till uppgifter i Migrationsverkets verksamhetsregister.
Direktatkomsten ska begransas till uppgifter som behdvs inom respektive
myndighets verksamhet som underlag for att bedéma eller faststalla
forman, ersattning eller annat stod at en enskild eller som behovs i ett
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&rende om motsvarande stod. Forsakringskassan och
Pensionsmyndigheten far ha direktatkomst forst sedan Migrationsverket
har férsakrat sig om att handlaggare hos de mottagande myndigheterna
bara kan ta del av uppgifter om personer som ar aktuella i drenden eller
verksamhet som avser registrering av enskilda. | bestimmelsen anges
ocksd vilka kategorier av uppgifter Forsakringskassan och
Pensionsmyndigheten far ges tillgang till.

Slutligen fér, enligt 6 b §, &ven Skatteverket ha direktatkomst till
uppgifter i Migrationsverkets verksamhetsregister. Direktatkomsten ska
begransas till uppgifter som behévs for Skatteverkets handlaggning av
anstkan om identitetskort. Direktatkomsten far endast avse uppgift om
namn och personnummer, langd, fotografi, underskrift, typ av
resehandling, resehandlingens nummer och giltighetstid samt bevis om
uppehallstillstand.

Rattsfallsregister

Migrationsverket far enligt 8 § fora automatiserade register for
atersokning av vagledande avgdranden, rattsutredningar och liknande
rattslig information, s.k. rattsfallsregister. Ett rattsfallsregister far inte
innehalla personuppgifter som direkt pekar ut den registrerade.

De personuppgifter som finns i ett rattsfallsregister far foras 6ver till en
stat som inte ingdr i EU och heller inte ar ansluten till EES.

Fingeravtrycksregister

I 9 § anges att Migrationsverket far fora ett register dver fingeravtryck och
fotografier som tas med stod av 9 kap. 8 § utldnningslagen (2005:716).
Enligt bestammelsen i utlanningslagen far Migrationsverket eller
Polismyndigheten fotografera en utldnning och, om utlanningen fyllt 14
ar, ta hans eller hennes fingeravtryck om utlanningen inte kan styrka sin
identitet nar han eller hon kommer till Sverige, utldnningen anséker om
uppehallstillstand som flykting eller som annan skyddsbehdvande eller
det finns grund for att besluta om forvar.

Registret far endast anvdndas vid provning av ansokningar om
uppehallstillstind dar skyddsskal beropats samt i arenden om avvisning
och utvisning samt i testverksamhet. Registret far endast innehalla
fingeravtryck och fotografi samt uppgifter om den registrerades namn,
person- eller samordningsnummer, fodelsetid, kon, medborgarskap eller
annan identifieringsuppgift.

En uppgift i registret ska gallras ndr den registrerade blir svensk
medborgare, dock senast tio ar efter det att uppgiften registrerades.

Landinformationsregister

Migrationsverket far enligt 12 § fora ett s.k. landinformationsregister for
atersokning av information som lamnats rorande férhallanden i andra
lander. Kansliga personuppgifter far endast behandlas i I6pande text och
under forutsattning att uppgifterna ar oundgéngligen nédvéndiga for att
fullgora arbetsuppgifter i sadan verksamhet enligt utlannings- och
medborgarskapslagstiftningen. Personuppgifter som direkt pekar ut den
registrerade far inte anvandas som sokbegrepp. Viss information i



landinformationsregistret & allmént tillgdnglig, medan annan
information omfattas av sekretess.

Rattelse och skadestand

Bestammelserna i 28 och 48 88 PUL om rattelse och om skadestand
tilldmpas enligt 15 § vid behandling av personuppgifter enligt
forordningen. Bestammelserna géller ocksa vid behandling av person-
uppgifter enligt VIS-férordningen i den man inte nagot annat foljer av
den férordningen.

Overklagande

Migrationsverkets, Rikspolisstyrelsens eller en polismyndighets beslut
om att inte meddela rattelse eller om att inte [&mna information som ska
lamnas efter ansokan far overklagas hos allman férvaltningsdomstol.

5 Behandling av personuppgifter i
verksamhet enligt utlannings- och
medborgarskapslagstiftningen

51 Myndigheter som bedriver verksamhet
enligt utlanningslagstiftningen

Migrationsverket

Enligt 1 8 férordningen (2007:996) med instruktion for Migrationsverket
ar Migrationsverket forvaltningsmyndighet for fragor som  ror
uppehallstillstand, arbetstillstand, visering, mottagande av asylsdkande,
atervandande, medborgarskap och atervandring. Migrationsverket ska
fullgéra de uppgifter som myndigheten har enligt utlannings- och
medborgarskapslagstiftningen, lagstiftningen om mottagande av
asylstkande m.fl. samt andra forfattningar.

Migrationsverket ar ocksa enligt 3 § kontaktmyndighet eller ansvarig
myndighet inom EU-samarbetet. Migrationsverket &r t.ex. kontaktmyn-
dighet i frdgor som ror databasen for identifiering av fingeravtryck,
Eurodac, samt kontaktmyndighet i fragor som rér massflyktssituationer
enligt 21 kap. utldnningslagen. Vidare &r Migrationsverket
registeransvarigt och har centralt ansvar for Sveriges behandling av
personuppgifter i VIS. | ansvaret ingar att fora register Gver all
behandling av personuppgifter i VIS och 6ver de personer som &r
behoriga att fora in eller anvdnda uppgifter i VIS samt vara den
myndighet som ger dvriga behoriga svenska myndigheter atkomst till
VIS.

Polismyndigheten

Polismyndigheten genomfor personkontroller vid yttre gréns i samband
med inresa och utresa samt inre utlanningskontroll. Polismyndigheten far
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i vissa fall besluta om awvvisning och verkstiller egna beslut om
avvisning. Myndigheten verkstaller dven allmén domstols beslut om
utvisning pa grund av brott och Migrationsverkets beslut om utvisning
och awvisning. Polismyndigheten far ocksd besluta om forvar eller
uppsikt av utlanningar. Polismyndigheten verkstéller vidare utlamningar
och dverlamnanden med stdéd av lagen (1957:668) om utlamning for
brott, lagen (2003:1156) om oOverlamnande frdn Sverige enligt en
europeisk arresteringsorder, lagen (2011:1165) om overlamnande fran
Sverige enligt en nordisk arresteringsorder samt lagen (1970:375) om
utldmning till Danmark, Finland, Island eller Norge for verkstéllighet av
beslut om vard eller behandling.

Polismyndigheten ansvarar for kontroll av personer enligt kodexen om
Schengengrénserna, se 9 kap. 1 § utldnningslagen. Av samma paragraf
foljer att Tullverket och Kustbevakningen ar skyldiga att hjalpa Polis-
myndigheten vid en sddan kontroll och att Migrationsverket efter
overenskommelse med Polismyndigheten far hjalpa till vid sadan
kontroll. Kustbevakningen ska dessutom medverka i Polismyndighetens
kontrollverksamhet genom att utéva kontroll av sjotrafiken.

Sékerhetspolisen

Séakerhetspolisen verkstéller Migrationsverkets beslut om avvisning eller
utvisning i sakerhetsarenden. Myndigheten kan foresla att en ansokan om
medborgarskap ska avslas av skl som ror rikets sdkerhet eller allméan
sakerhet. Migrationsverkets beslut i ett sddant sidkerhetsarende far
overklagas av Sakerhetspolisen. Séakerhetspolisen far vidare enligt 2 §
lagen (1991:572) om sarskild utlanningskontroll ta upp frdgan om
utvisning hos Migrationsverket och &r utl&nningens motpart om &rendet
hamnar hos regeringen efter 6verklagande. Sakerhetspolisen far aven i
vissa fall besluta om forvar eller uppsikt samt ansvarar for att verkstélla
beslut om forvar, avvisning eller utvisning i sékerhetsarenden enligt
lagen om sérskild utlanningskontroll.

Utlandsmyndigheterna

Med utlandsmyndigheter avses beskickningar, delegationer vid inter-
nationella organisationer och karridrkonsulat, se 1 kap. 2 § férordningen
(2014:115) med instruktion for utrikesrepresentationen. Utlands-
myndigheterna  bildar  tillsammans med  Utrikesdepartementet
utrikesforvaltningen.  Utlandsmyndigheterna & i administrativt
hanseende direkt understallda Regeringskansliet (Utrikesdepartementet).

Utlandsmyndigheterna ska ta emot ansékan om framlingspass, om
utldnningen inte befinner sig i Sverige, se 2 kap. 158§
utlanningsforordningen. Av 4 kap. 20 § utlanningsférordningen foljer att
en ansGkan om uppehéllstillstand av en utlanning som inte befinner sig i
Sverige ges in till och utreds av en svensk beskickning eller ett svenskt
konsulat. Motsvarande regler géller for ansokan om arbetstillstand, se
5 kap. 8 8 utlanningsforordningen.

Enligt artikel 4.1 i viseringskodexen géller som huvudregel att
viseringsanstkningar handlaggs av konsulaten. Prévning av och beslut
om viseringsansdkningar regleras i artiklarna 18-23 viseringskodexen.



Migrationsverket far ge en svensk beskickning eller ett svenskt
konsulat ratt att besluta om nationella viseringar, se 3 kap. 12 §
utlanningsférordningen. Vidare far Regeringskansliet
(Utrikesdepartementet) ge en svensk beskickning eller ett svenskt
konsulat ratt att bevilja nationella viseringar inom departementets
ansvarsomrade.

Néar det galler utlandsmyndigheterna foljer det av 3 kap. 9 § for-
ordningen (2014:115) med instruktion for utrikesrepresentationen att
beskickningar och konsulat ska handlagga migrationsdrenden enligt EU:s
forordningar och utlanningslagstiftningen samt bitrdda Migrationsverket,
Polismyndigheten ~ och  Sékerhetspolisen i  drenden  enligt
utlanningslagstiftningen. Utlandsmyndigheternas framsta uppgift ar att
utfdrda Schengenviseringar. Bitrédet till andra myndigheter enligt ovan
namnda forordning kan till exempel innebéra att hjélpa Migrationsverket
att kontrollera att de uppgifter en asylsdkande har lamnat i sin ans6kan &r
korrekta eller om en handling som en utlanning &beropar &ar &kta.
Utlandsmyndigheterna tar ocksa emot ansékningar om uppehallstillstand
och medborgarskap och genomfér utredningar i de fall sékanden inte &r
folkbokford i Sverige. Aven i andra medborgarskapsirenden ska
utlandsmyndigheterna medverka i enskilda &arenden pd begiran av
Migrationsverket.

Regeringskansliet

Enligt 3 kap. 5 § utlanningslagen far Regeringskansliet besluta om
nationell visering. | 5 § Regeringskansliets foreskrifter om handlaggning
av drenden om visering och uppehéllstillstand for diplomater (UF
2012:1) anges for vilka kategorier av personer Regeringskansliet kan
besluta om visering. Det galler bland annat frammande staters
beskickningsmedlemmar, konsuler och deras familjemedlemmar.

Av 5 kap. 20 § tredje stycket utlanningslagen framgar att
Regeringskansliet i vissa fall far besluta om uppehallstillstand. Av ovan
angivna foreskrifter framgar att Regeringskansliet far besluta om
uppehallstillstand for bland annat beskickningsmedlemmar, konsuler och
deras familjemedlemmar. Nationell visering eller uppehallstillstand som
har beviljats av Regeringskansliet fir endast aterkallas av Regerings-
kansliet, se 7 kap. 8 § utléanningslagen.

Domstolarna

Migrationsdomstolarna blir berérda nar nagon Overklagar Migra-
tionsverkets eller ndgon annan myndighets beslut som kan 6verklagas
dit. I 14 kap. utl&nningslagen finns bestdmmelser om dverklagande av en
forvaltningsmyndighets beslut. De allra flesta beslut som fattas med stdd
av utldnningslagens bestdmmelser kan Overklagas till migrations-
domstol. Exempelvis far Migrationsverkets beslut 6verklagas till en
migrationsdomstol om beslutet innebdr avvisning eller utvisning, avslag
pa en ansdkan om upphavande av allman domstols beslut om utvisning
pd grund av brott, avslag pd en ansdkan om uppehéllstillstand,
arbetstillstand eller stallning som varaktigt bosatt i Sverige eller
aterkallelse av ett uppehallstillstand, arbetstillstind eller stallning som
varaktigt bosatt i Sverige. Aven Migrationsverkets beslut i
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sékerhetsarenden enligt utlénningslagen Overklagas till
migrationsdomstol. | kapitlet finns ocksa bestammelser om dverklagande
av beslut avseende bland annat avslag pa ansékan om Schengenvisering
eller om upphavande eller aterkallelse av Schengenvisering, avslag pa
ans6kan om nationell visering eller aterkallelse av nationell visering,
forvar och uppsikt. Aven dessa beslut 6verklagas till migrationsdomstol.

Forvaltningsratterna i Stockholm, Goteborg, Malmé och Luled ar
migrationsdomstolar, se 6 § forordningen (1977:937) om allmédnna
forvaltningsdomstolars behdrighet m.m.

En migrationsdomstols beslut kan d&verklagas till Migrations-
dverdomstolen, dvs. Kammarrétten i Stockholm, se 16 kap. 1 och 9 8§
utldnningslagen. For prévning i Migrationséverdomstolen krévs normalt
provningstillstand.

Beslut om utvisning pa grund av brott enligt 8 a kap. utlanningslagen
fattas av allmén domstol.

5.2 Handlaggande myndigheter
enligt medborgarskapslagen

Arenden enligt lagen (2001:82) om svenskt medborgarskap prévas som
huvudregel av Migrationsverket. Verket beslutar i &renden om anmalan
enligt 5-9 88 medborgarskapslagen, ansdkan om naturalisation enligt
11-13 88 medborgarskapslagen, anstkan om bibehallande av svenskt
medborgarskap enligt 14 § andra stycket medborgarskapslagen, ansékan
om befrielse fran svenskt medborgarskap enligt 15 § medborgar-
skapslagen samt anstkan om forklaring om svenskt medborgarskap
enligt 21 § medborgarskapslagen. Undantag géller for vissa anmalningar
som géller en medborgare i Danmark, Finland, Island eller Norge.
Sé&dana anmalningar prévas av lansstyrelsen.

Ansokningar om svenskt medborgarskap ska som huvudregel ges in till
Migrationsverket. Om sdkanden inte ar folkbokford i Sverige ska
ansdkan emellertid ges in till en svensk beskickning eller ett svenskt
karriarkonsulat inom vars verksamhetsomrade s6kanden &r bosatt, se 5 8
medborgarskapsforordningen. En ansékan om naturalisation som géller
en utlanning som &r under 15 ar och adopterad av en svensk medborgare
ska dock alltid ges in till Migrationsverket.

I de fall anmélan eller ansdkan gors till en beskickning eller konsulat
utomlands gors den utredning som behdvs for drendets prévning dér.
Handlingarna i &rendet ska dérefter sédndas till Migrationsverket for
beslut, se 7 och 8 88 medborgarskapsforordningen. | Ovrigt utreder
Migrationsverket de d&renden som verket ska prova.

N&r négon har forvirvat svenskt medborgarskap eller en ansokan om
bibehallande av svenskt medborgarskap, anstékan om befrielse fran
svenskt medborgarskap eller ansokan om forklaring om att nigon ar
svensk medborgare har bifallits ska den beslutande myndigheten eller
domstolen skyndsamt underratta Skatteverket om beslutet, se 9 §
medborgarskapsférordningen (2001:218). Aven den svenska beskickning
eller det svenska karridrkonsulat som har tagit emot anmalan eller an-



sokan ska underrattas. | underrdttelsen ska &ven de barn som har
forvarvat svenskt medborgarskap genom beslutet anges.

Nar ndgon har forvarvat svenskt medborgarskap genom anmalan eller
naturalisation ska Migrationsverket eller lansstyrelsen utfarda bevis om
svenskt medborgarskap, se 10 § medborgarskapsférordningen.

Migrationsverkets och lansstyrelsernas beslut enligt medborgar-
skapslagen o&verklagas till migrationsdomstol. | sédkerhetsarenden
Overklagas dock Migrationsverkets beslut till regeringen, se 27 §
medborgarskapslagen. Ett sdkerhetsdrende &ar ett drende dar Saker-
hetspolisen hos Migrationsverket har foreslagit att ansdkan om med-
borgarskap ska avslas av skal som ror rikets sakerhet eller allméan
sakerhet. Migrationsverkets beslut i sakerhetsarenden far Gverklagas
aven av Sékerhetspolisen.

5.3 Behandling av personuppgifter
inom verksamhetsomradet

531 Migrationsverket

Centrala utlanningsdatabasen

Centrala utlanningsdatabasen (CUD) &r den centrala databasen inom
Migrationsverket. CUD utgor en databas till vilket ett antal applikationer
med olika funktioner, till exempel Wilma och Skapa, se nedan, &r
kopplat. CUD innehdller samtliga Migrationsverkets enheters
arendehantering av bland annat tillstindsdarenden, medborgar-
skapsarenden, diarieféring, asylprévningar, flyktingmottagning, bi-
dragshantering och kommunplaceringar.

Personuppgifterna i CUD behandlas med stdd av personuppgiftslagen
(1998:204) och forordningen (2001:720) om behandling av
personuppgifter i verksamhet enligt utlannings- och
medborgarskapslagstiftningen.

Behorighet till de olika applikationerna administreras centralt inom
Migrationsverket. Innan behdrighet medges gors en prévning om och i s&
fall vilka delsystem varje anstalld ska ha atkomst till. De handlaggare,
beslutsfattare och assistenter som har behérighet far bara tillgang till de
delar av systemet, s.k. applikationer, som de behover foér att kunna
fullgdra sina arbetsuppgifter. For att komma in i verkets datasystem
kravs ett sarskilt kort och en kod. De anstélldas slagningar m.m. loggas
och loggarna arkiveras.

Nir en person for forsta géngen blir aktuell i ett &rende hos
Migrationsverket 1aggs en dossier upp. | denna dossier samlas sedan alla
uppgifter i drendet och, om det &r aktuellt, senare &renden som ror
personen. Alla uppgifter i CUD ar séledes knutna till en viss individ.
Migrationsverket anvinder i dag bade manuella personakter och
elektroniska personakter. Verkets mal &r att Gvergd till endast
elektroniska akter.

I november 2014 innehdll CUD information om 3 877 189 personer.
CUD innehéller en miangd personuppgifter, aven kansliga sddana. Det ror
sig inte bara om uppgifter avseende de utlanningar som har sokt eller
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soker svenskt medborgarskap eller tillstand att besoka, bo, arbeta eller
studera i Sverige, utan aven de som ansokt om till exempel uppehalls-
eller arbetstillsténd men som fatt avslag pa sina ansokningar. Aven
utlanningar som awvvisats vid gransen, tagits i férvar eller domts till
utvisning fran Sverige ar registrerade.

De personuppgifter i CUD som beddéms vara inaktuella dverférdes
tidigare till en sérskild databas, Avstéllda-databasen. Sedan januari 2015
overfors sddana uppgifter i stallet till ett e-arkiv.

Stamm

Stamm (System for tillstdnd, asyl, mottagning och medborgarskap) var
tidigare Migrationsverkets centrala databas. De flesta funktioner har nu
flyttats Over till andra system. Systemet anvands i dag framst for
Migrationsverkets administration av bidrag till asylsokande. Detta
system ar dock under avveckling.

Wilma och W2

Migrationsverket dr processansvarigt for det webbaserade &rende-
hanteringssystemet Wilma (Web-based Information system Linking
Migration Authorities). Genom Wilma har handlaggare pd Migra-
tionsverket atkomst till uppgifter i CUD for handlaggning av drenden om
uppehallstillstand, visering och bosattning.

Polismyndigheten och Sakerhetspolisen har atkomst till viss
information i CUD via Wilma. Informationen anvands vid Polis-
myndighetens verksamhet som avser in- och utresekontroll, utl&nnings
vistelse i och avlagsnande fran Sverige samt Schengenviseringar.
Polismyndighetens och Sékerhetspolisens atkomst regleras i den s.k.
Wilmadverenskommelsen (jamte bilagorna Wilma I-111).

Genom ett system som kallas W2 har utlandsmyndigheterna &tkomst
till uppgifter i CUD. Utlandmyndigheterna har pa detta satt tillgang till
uppgifter som behévs for provning av ansbkan om visum,
uppehallstillstand eller arbetstillstand.

Vision

En Schengenstat kan begéra att bli konsulerat i &renden om visering och
upphallstillstind avseende vissa grupper av utlanningar. For detta
andamal har ett automatiserat meddelandehanteringssystem, Vision,
byggts upp inom Schengensamarbetet. Systemet formedlar radfragningar
mellan Schengenstaterna och har en egen databas, som innehaller
information om bland annat individer, passinformation och resans
andamal. Migrationsverket har ansvar for den svenska delen av Vision.
Vision anvands framst av anstéllda pa Migrationsverkets tillstdndsenhet i
Norrképing och pa utlandsmyndigheterna.

SKAPA

Skapa &r ett it-stod som anvands inom verksamhetsomradena mot-
tagning och asylprévning. Programmet gor det mgjligt att 14gga upp en
individuell plan for den asylsékande och pa sé satt askadligora och styra
asylprocessen.



KUB

Systemet for kortutbetalning av bistand (KUB) anvénds for att
administrera kort och konton for utbetalningar av bidrag och ersattningar
till asylsokande. Genom systemet kan anstdllda pa Migrationsverkets
mottagningsenheter och Migrationsverkets handldggare bland annat
bestélla och I&mna ut bankkort, spérra konton och begdra inspektioner av
korttransaktioner som kortinnehavaren har gjort.

LMA-kortsystemet

Utlanningar som har ratt till bistand enligt lagen (1994:137) om
mottagande av asylsokande m.fl. ska fa en personhandling forsedd med
fotografi. Personhandlingen kallas tillfalligt LMA-kort for utléanning i
Sverige. LMA-korten finns for att en asylsokande ska kunna visa att han
eller hon har ratt att vistas i landet i vantan pa att deras arende avgors. Ett
giltigt LMA-kort ger innehavaren rétt till ett reducerat pris nér det géller
sjukvérd och medicin.

LMA-kortsystemet anvands framst av Migrationsverkets recep-
tionspersonal samt till viss del mottagningshandlidggare ute pd mot-
tagningsenheterna for att bland annat skapa LMA-kortsunderlag, skriva
ut foton samt bestélla de asylsokandes kort.

Elis och Eskil

Elis ar Migrationsverkets system for statistik. Systemet hamtar uppgifter
frdn CUD for framstéllning av statistiskt underlag. | Elis forekommer
inte uppgifter pa individniva.

Eskil anvands inom Migrationsverket for arbetsplanering. Genom Eskil
ar det mojligt att gora sokningar i CUD pa enhetsniva och fa fram
information till exempel om 6ppna arenden, vilket informationssprak de
sOkande har (som hjélp vid tolkbestallning), vilka sékanden som &r klara
for att flytta m.m. For att fa tillgang till Eskil kravs sarskild behorighet.
Sokning kan bara ske pa 4arenden pa den egna enheten inom
Migrationsverket.

Lifos

For att Migrationsverkets beslut ska bli korrekta &r det viktigt att
myndighetens handladggare och beslutsfattare har tillgang till god
information om nationell, internationell- och EU-réttslig praxis pa
utlanningsrattens omrade samt aktuell information om de olika lander
som &r aktuella i myndighetens drenden.

Enligt 8 § forordningen om behandling av personuppgifter i
verksamhet enligt utldnnings- och medborgarskapslagstiftningen far
Migrationsverket fora automatiserade register for Aatersokning av
vagledande avgoranden, réttsutredningar och réattslig information, (dvs.
rattsfallsregister). Av 12 § samma férordning foljer att Migrationsverket
far fora ett register for atersokning av information som lamnats rérande
forhallanden i andra lander (landinformationsregister).

Lifos innehédller Migrationsverkets rattsfallssamling och land-
informationsregister. Lifos dr en egen databas och saknar koppling till
CUD. Lifos rattsfallssamling innehéller Migrationsverkets egna beslut,
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domar fran migrationsdomstolarna och Migrationséverdomstolen, domar
fran EU-domstolen och internationella domar. Avgoérandena indexeras
med relevanta &mnesord for att underlatta sékningen. Réttsfallsregistret
far inte innehalla personuppgifter som direkt pekar ut den registrerade.

Lifos landinformationsregister ar i forsta hand ett arbetsredskap for
Migrationsverkets personal. Storre delen av informationen i Lifos ar
emellertid ocksa tillganglig for allménheten via verkets webbplats. Viss
information finns dock bara tillganglig internt pd grund av sekretess,
upphovsréttsliga regler eller personuppgiftsskyddsbestdmmelser. For att
oka insynen finns bland annat dnda sadana dokuments titlar tillgangliga
pa verkets hemsida jamte en motivering till varfor dokumenten inte ar
tillgdngliga.

I Lifos finns allmdn bakgrundsinformation som myndighetens
handl&ggare kan anvénda vid handldggning och beslutsfattande. For de
lander varifran ett storre antal asylsokande kommer finns land6versikter
med allman 6vergripande information om den politiska situationen och
vanliga asylskal som Aaberopas av asylsokande frdn dessa lander.
Dessutom finns landdokumentation, dvs. mer specifik information av
intresse for arendehanteringen. Informationen i Lifos inhdmtas vid resor
som verkets egna anstillda foretar men ocksd fran till exempel
Utrikesdepartementet, utlandsmyndigheter samt rapporter fran UNHCR
eller frivilligorganisationer. En sarskild enhet pa Migrationsverket
ansvarar for insamling av uppgifter till Lifos och for att uppgifterna ar
uppdaterade och korrekta.

I Lifos finns personuppgifter, daribland kansliga sadana. | den man
identiteten saknar betydelse for informationens vérde avidentifieras dock
alla personuppgifter innan de gors tillgangliga i Lifos. Eftersom Lifos
innehéller bland annat integritetskanslig information kravs sérskild
behorighet for Migrationsverkets anstallda for &tkomst till Lifos olika
delar.

VIS

Migrationsverket ar registeransvarig och har centralt ansvar for Sveriges
behandling av personuppgifter i informationssystemet for viseringar
(VIS) enligt artikel 41.4 i Europaparlamentets och radets forordning
(EG) nr 767/2008 av den 9 juli 2008 om informationssystemet for
viseringar (VIS) och utbytet mellan medlemsstaterna av uppgifter om
viseringar for kortare vistelse (VI1S-férordningen), se 3 § 12 férordningen
(2007:996) med instruktion for Migrationsverket. Myndigheten ska fora
register over all behandling av personuppgifter i VIS och de personer
som 4&r behoriga att fora in eller anvdnda uppgifter i VIS.
Migrationsverket ar vidare den myndighet som ger 6vriga behdriga
svenska myndigheter atkomst till VIS.

Register dver fingeravtryck och fotografier

Migrationsverket for med stod av 9 § forordningen om behandling av
personuppgifter i verksamhet enligt utldnnings- och
medborgarskapslagstiftningen ett register &ver fingeravtryck och
fotografier. Avsikten med detta register ar att underlatta identifikationen
av den som soker asyl i Sverige.



Avstalldadatabasen och e-arkivet

Mellan &r 2002 och &r 2007 6verfordes inaktuell information i CUD till
en sdrskild databas, Avstdlldadatabasen. Under 2014 avvecklades
Avstélldadatabasen och ersattes med ett elektroniskt arkiv, e-arkivet.
Information om de 1,6 miljoner individer som fanns i Avstalldadatabasen
har forts dver till e-arkivet.

Uppgifter om en person i CUD ska overforas till e-arkivet 1) tre ar
efter att en person fatt svenskt medborgarskap, 2) tre ar efter att en
person avlidit, 3) atta ar efter att gallande tillstand 16pt ut eller 4) sex &r
efter att gallande visum 16pt ut. Harror uppgifterna frén ett drende som
inte galler tillstnd, visering eller medborgarskap éverfors uppgifterna tre
ar efter personens senaste kontakt med Migrationsverket.

Nar informationen lagrats i e-arkivet tas all information om individen
bort fran CUD.

5.3.2 Polismyndigheten och Sékerhetspolisen

Allmént

Hos Polismyndigheten och Sékerhetspolisen bedrivs viss verksamhet
som sérskilt ror utlanningar. H&r nedan redovisas oversiktligt
personuppgiftsbehandlingen pa detta verksamhetsomrade.

Behandling av personuppgifter i Polismyndighetens och Sékerhets-
polisens brottsbekdmpande verksamhet regleras av bestdmmelserna i
polisdatalagen (2010:361).

Polisens drendehanteringssystem

Ar 2013 infordes hos polismyndigheterna ett nytt arendehante-
ringssystem for allmdnna &renden, PAr (Polisens d&rendehanterings-
system).

Personefterlysnings- och U-boksregistret

Personefterlysnings- och U-boksregistret utgér det s.k. EPU-systemet
(efterlysta personer och U-boken). Systemet &r centralt och fors av den
Nationella operativa avdelningen vid Polismyndigheten.

Personefterlysningsregistret innehéller uppgifter om personer som av
nagon anledning eftersoks av en myndighet.

U-boken innehdller uppgifter om i Sverige meddelade lagakraftvunna
awvisnings- och utvisningsbeslut som har férenats med ett forbud att utan
sarskilt tillstdnd &terresa till Sverige.

Om en utlédnning inte ar tillgdnglig nér beslutet om avvisning eller
utvisning ska verkstallas kan Polismyndigheten fatta ett beslut om att
efterlysa honom eller henne.

Schengens informationssystem och SIRENE

Schengens informationssystem (SIS) &r ett for Schengenstaterna
gemensamt informationssystem. SIS bestar av ett nationellt register for
varje Schengenstat och en central teknisk stodfunktion, som &r
gemensam for Schengenldnderna. Alla uppgifter som registreras lagras i
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den centrala databasen. Den centrala databasen kopieras till alla
Schengenlénders nationella SIS, som dérmed &r en kopia av det centrala
systemet.

| SIS-registret kan varje Schengenstat fora in uppgifter om personer
eller foremél som &r efterlysta eller pa annat sitt eftersokta med en
begaran om att en viss atgard ska vidtas nar en efterlyst person eller ett
efterlyst foremal patraffas.

SIS innehaller bland annat:
uppgifter om personer som &r efterlysta och begéarda utlamnade,
en “sparrlista” Over utlinningar som ska nekas tilltréde till
Schengenomradet pa grund av utvisningsbeslut eller avvisningsbeslut
med forbud att aterresa,
uppgifter om férsvunna personer,
spaningsatgarder kring personer eller fordon dar uppgifter dnskas om
granspassage m.m., och
uppgifter om efterlyst gods som fordon, skjutvapen, blankodokument,
legitimationshandlingar och sedlar.

Bestammelser om behandling av personuppgifter i den svenska delen
av SIS finns i lagen (2000:344) om Schengens informationssystem och
forordningen (2000:836) om Schengens informationssystem.

Enligt 1 8§ lagen om Schengens informationssystem ska Polis-
myndigheten med hjélp av automatiserad behandling fora ett register som
ska vara den svenska nationella enheten i SIS. Polismyndigheten &r
personuppgiftsansvarig for den behandling av personuppgifter som
myndigheten utfor enligt lagen.

Lagen innehéller bestammelser om vilka framstallningar som fér foras
in i registret. Dar specificeras ocksa vilka uppgifter som far registreras i
SIS, till exempel namn, kon, sérskilda bestdende fysiska kannetecken,
fotografier, fingeravtryck, syftet med framstallningen samt begérd
atgard. Kansliga personuppgifter far inte registreras i SIS. Registret ska
endast innehélla uppgifter som har behandlats av behdriga myndigheter i
Schengenstaterna i enlighet med respektive stats nationella lagstiftning.
Uppgifter registreras av Polismyndigheten endast om behandling av
motsvarande slag av uppgifter ar tilliten enligt personuppgiftslagen,
polisdatalagen eller annan svensk forfattning.

I lagen och dess forordning anges vilka myndigheter som har ratt att fa
uppgifter ur registret och pé vilket satt. Uppgifter som finns i registret
ska liamnas ut om det begirs av Aklagarmyndigheten eller
Ekobrottsmyndigheten, Polismyndigheten, Tullverket eller
Kustbevakningen nér dessa myndigheter utfor undersékningar och andra
kontroller &n granskontroller i sin verksamhet for att forebygga och
utreda brott eller av Polismyndigheten i dess verksamhet for att
uppratthalla allman ordning och sakerhet.

Regeringskansliet, Migrationsverket, migrationsdomstolarna,
Migrationséverdomstolen och svenska utlandsmyndigheter ska ha
tillgdng till uppgifter i sparrlistan for prévning av ansokningar om
visering och uppehallstillstand.

Polismyndigheten, Tullverket och Kustbevakningen far ha direkt-
atkomst till SIS. Migrationsverket och svenska utlandsmyndigheter far ha
direktatkomst till uppgifter i sparrlistan och Migrationsverket far ha



direktatkomst till hela SIS nar verket bistar Polismyndigheten i
granskontrollverksamhet.

Schengensamarbetet och SIS forutsétter att det i varje medlemsstat
finns en central funktion som fungerar som en lank for
informationsutbytet mellan landerna. Denna funktion bendmns SIRENE
(Supplementary Information Requested at the National Entries). Varje
medlemstat har ett Sirenekontor som &r operativt ansvarigt fér den
nationella delen av SIS och fungerar som nationell kontaktpunkt for
samarbetet for saval svenska som utlandska myndigheter. | Sverige ar
Sirenekontoret integrerat i den Internationella sektionen vid den
Internationella enheten vid den Nationella operativa avdelningen.

Fingeravtrycks- och signalementsregister

Enligt 4 kap. 11 § polisdatalagen (2010:361) far Polismyndigheten fora
fingeravtrycks- eller signalementsregister i enlighet med vissa
bestdmmelser i lagen.

| fingeravtrycks- och signalementsregister far Polismyndigheten
behandla uppgifter om en person som dr misstankt eller démd for brott
och som har varit foremal for atgard enligt 28 kap. 14 § rattegangsbalken
eller har ldamnat fingeravtryck enligt 19 § lagen (1991:572) om sérskild
utlanningskontroll. Uppgifter om fingeravtryck som inte kan hanforas till
en identifierbar person far behandlas om uppgiften kommit fram i en
utredning om brott. Uppgifter om fingeravtryck far dven behandlas om
det behdvs for att fullgora internationella ataganden.

Enligt 4 kap. 17 § polisdatalagen far Sakerhetspolisen,
Ekobrottsmyndigheten, Tullverket, Kustbevakningen och Skatteverket
medges direktdtkomst till personuppgifter i fingeravtrycks- och
signalementsregister.

533 Utlandsmyndigheterna

Utlandsmyndigheterna har via W2 tillgang till CUD for de uppgifter som
behovs for handlaggning av viseringsarenden. Utlandsmyndigheterna kan
ocksd gora forfragningar i Vision via W2. Myndigheterna har vidare
genom Wilma tillgang till de uppgifter som behovs vid handlaggning av
olika tillstandsarenden.

6 En lag om behandling av personuppgifter
1 verksamhet enligt utlinnings- och
medborgarskapslagstiftningen

6.1 Det finns behov av lagstiftning

Regeringens forslag: De grundldggande principerna for behandling
av  personuppgifter i verksamhet enligt utldnnings- och
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medborgarskapslagstiftningen ska regleras i en ny, flexibel och
teknikneutral lag. Lagen ska bendmnas utlanningsdatalag.

Utredningens forslag éverensstammer med regeringens.
Remissinstanserna: De flesta remissinstanser, daribland Justitiekanslern
och Migrationsverket stéller sig antingen bakom forslaget eller lamnar
det utan invandning. Kammarrétten i Stockholm och Uppsala universitet
(Juridiska fakultetsnamnden) ifragasatter om lagen bor bendamnas
utlanningsdatalag, med hansyn till att den foreslas ocksd omfatta
behandling av personuppgifter enligt bl.a. medborgarskapslagstiftningen,
som innefattar &ven svenska medborgare. Dataskydd.net Sverige
avstyrker utredningens forslag.

Skalen for regeringens forslag: | avsnitt 5 finns en beskrivning av
vilka myndigheter som i stérre eller mindre man bedriver verksamhet
enligt utlannings- och medborgarskapslagstiftningen samt  hur
personuppgifter behandlas i verksamheten. En foérutséattning for att denna
verksamhet ska kunna bedrivas pa ett dndamalsenligt, rattssikert och
effektivt satt ar att myndigheternas personal har tillgéng till ett rationellt
it-stod for behandling av personuppgifter. Detta har betydelse inte bara
for myndigheternas interna hantering av uppgifterna i samband med
exempelvis drendehandlaggning, utan underlattar ocksa ett effektivt
informationsutbyte med andra  myndigheter.  Migrationsverket,
Polismyndigheten, och utlandsmyndigheterna behandlar en stor mangd
personuppgifter avseende utlanningar i sina datasystem. Aven hos
Sakerhetspolisen hanteras sadana uppgifter. | stor utstrackning sker
denna behandling utan den enskildes samtycke. Méanga av de uppgifter
som behandlas ar av kansligt slag, det kan bl.a. handla om ras, etnicitet,
religion eller sexuell laggning. Denna behandling &r nédvandig for att
myndigheterna ska kunna utféra sina arbetsuppgifter effektivt, men den
skulle, om den anvénds felaktigt, kunna utgbra ett hot mot enskildas
personliga integritet.

Personuppgiftslagen (1998:204) &r en central forfattning som skyddar
manniskor mot att deras personliga integritet krdnks genom behandling
av personuppgifter. Lagen ar subsididar till annan forfattning vilket
innebar att bestammelser i annan lag eller forordning som avviker fran
personuppgiftslagen galler framfor bestdmmelserna i personupp-
giftslagen. Den personuppgiftsbehandling som forekommer i verksamhet
enligt utldnnings- och medborgarskapslagstiftningen regleras i dag,
forutom av bestdmmelserna i personuppgiftslagen, huvudsakligen av
férordningen (2001:720) om behandling av personuppgifter i verksamhet
enligt utl&nnings- och medborgarskapslagstiftningen.

Bade riksdagen och regeringen har uttalat att myndighetsregister som
innehaller ett stort antal registrerade och har ett sarskilt kansligt innehall
bor regleras sérskilt i lag, &ven om det tidigare inte har kravts lagform
enligt regeringsformen (jfr bet. 1990/91:KU11 s. 11 och 1997/98:KU18
s. 48 samt prop. 1990/91:60 s. 58 och prop. 1997/98:44 s. 41).

Den 1 januari 2011 trédde en ny lydelse av 2 kap. 6 § regeringsformen
i kraft. Bestammelsen innebdr att enskilda ar skyddade mot atgarder fran
det allmanna som innefattar betydande intrang i den personliga
integriteten, om det sker utan samtycke och innebdr 6vervakning eller
kartlaggning av den enskildes personliga forhallanden. Sammantaget



med bestdmmelsen i 2 kap. 20 § regeringsformen innebdr den nya Prop. 2015/16:65

lydelsen av 2 kap. 6 § att atgarder som innebar betydande intrang i den
personliga integriteten maste regleras i lag.

Som namnts tidigare sker stora delar av den personuppgiftsbehandling
som &r nodvandig for att myndigheterna ska kunna skota de uppgifter
som de har enligt utlannings- och medborgarskapslagstiftningen utan att
den enskildes samtycke inhdmtas. Det handlar om en omfattande mangd
uppgifter om ett stort antal personer som kan anses innebéra dvervakning
eller kartlaggning av den enskildes personliga forhallanden, dven som
syftet med behandlingen i forsta hand &r att kunna handl&dgga arenden
och i ovrigt uppfylla de krav som utl&nnings- och medborgarskaps-
lagstiftningen stéller pd myndigheterna. Det innebér att personuppgifts-
behandlingen — atminstone delvis — numera kan falla inom det
grundlagsskyddade omradet. For att behandlingen ska vara tillaten kravs
i s fall att den regleras i lag.

Mot bakgrund av det anforda bor behandlingen av personuppgifter i
myndigheternas verksamhet enligt utlannings- och medborgarskaps-
lagstiftningen regleras sarskilt i lag.

Den behandling som behdver utforas sker pa ett flertal myndigheter
med olika uppdrag och varierande behov. Regleringen bor darfor, som
utredningen foreslar, vara flexibel sd att den passar de olika
myndigheternas verksamhet och mojliggdr utveckling och effektivisering
av myndigheternas verksamhet och it-stdd. Med hénsyn till den snabba
tekniska utvecklingen ar det ocksa angeldget att lagregleringen i sa stor
utstrdckning som majligt &r teknikneutral.

Utredningen foreslar att dessa utgangspunkter bist tillgodoses genom
en ramlag dar de grundldggande bestdimmelserna som har till syfte att
skydda den registrerades identitet slds fast i lag medan regler som
narmare reglerar formerna for behandlingen kan regleras i férordning
eller, efter bemyndigande, genom myndighetsforeskrifter. Till de regler
som enligt utredningen bor ges lagform hor till exempel regler om
andamal med behandlingen, behandling av kansliga personuppgifter,
sokbegransningar, direktdtkomst och intern tillgang till personuppgifter.
Regeringen  instdmmer,  liksom  remissinstanserna, i  dessa
utgangspunkter.

Utredningen  foreslar att den nya lagen ska bendmnas
utlanningsdatalag. Som Kammarratten i Stockholm och Uppsala
universitet lyfter fram kan den foreslagna lagen, framst vid handlaggning
av drenden enligt lagen (2001:82) om svenskt medborgarskap, nagon
gdng komma att tillampas vid personuppgiftsbehandling avseende
personer som inte dr utldnningar. Det handlar dock &ven i dessa fall om
arenden med internationell anknytning. Det foreslagna bendmningen kan
mot den bakgrunden varken anses som missvisande eller foranleda
tveksamhet om i vilka fall lagen &r tillamplig. Regeringen anser, i likhet
med utredningen, att lagen bér bendmnas utldnningsdatalag. Regeringen
aterkommer i avsnitt 6.3 till vilka myndigheter som bor omfattas av
utlanningsdatalagen.
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6.2 Lagens syfte

Regeringens forslag: Syftet med utlanningsdatalagen ska vara att ge
de myndigheter som bedriver verksamhet enligt utldnnings- och
medborgarskapslagstiftningen mdjlighet att behandla personuppgifter
pa ett dandamalsenligt satt och att skydda ménniskor mot att deras
integritet kranks vid sddan behandling.

Utredningens forslag éverensstammer med regeringens.

Remissinstanserna: Remissinstanserna stéller sig antingen bakom
forslaget eller lamnar det utan invandningar.

Skalen for regeringens forslag: | avsnitt 6.1 framhaller regeringen att
myndigheternas verksamhet enligt utldnnings- och medborgar-
skapslagstiftningen medfor ett behov av omfattande hantering av i manga
fall kansliga personuppgifter. Samtidigt kan en sadan hantering innebara
en risk for intrdng i den personliga integriteten. Skyddet for den
enskildes integritet maste darfor varnas genom bestammelserna i
utlanningsdatalagen. Vid utformningen av lagen maste en godtagbar
balans uppnas mellan samhallets rattmatiga krav pé att verksamheten
enligt utlannings- och medborgarskapslagstiftningen kan bedrivas pa ett
effektivt och vélordnat sétt och skyddet for den personliga integriteten.

Bestdmmelserna i utlanningsdatalagen har till syfte att balansera dessa
bada intressen. Syftet med lagen ar darfor dubbelt. Regeringen anser att
detta dubbla syfte bor komma till tydligt uttryck i lagen.

6.3 Lagens tillampningsomrade

Regeringens forslag: Utlanningsdatalagen ska gélla vid behandling
av personuppgifter i Migrationsverkets och utlandsmyndigheternas
verksamhet enligt utlannings- och medborgarskapslagstiftningen.
Lagen galler endast om behandlingen é&r helt eller delvis
automatiserad eller om personuppgifter ingér i eller 4r avsedda att inga
i en strukturerad samling av uppgifter som ér tillgangliga for sokning
eller sammanstéllning enligt sérskilda kriterier.
Med verksamhet enligt utldnnings- och medborgarskaps-
lagstiftningen avses i denna lag verksamhet som ror:
1. utlanningars inresa i Sverige, i en EU- eller EES-stat, eller i
Schweiz,
2. utldnningars vistelse eller arbete i Sverige och utresa eller
avlagsnande fran Sverige,
. statusforklaring,
. mottagande av asylsdkande och andra utlanningar,
. bisténd och std till utlanningar,
. svenskt medborgarskap,
. statlig ersattning for kostnader for utlanningar,
. boséttning av utlanningar, eller
. utfardande av resehandlingar.
Utlanningsdatalagen ska gélla ocksd vid behandling av
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inresa och vistelse i Sverige och utresa eller avlagsnande fran Sverige
och som inte utgor brottsbekdmpande verksamhet.

Utredningens forslag overensstammer delvis med regeringens.
Utredningen foreslar att dven Sakerhetspolisen ska omfattas av lagens
tillampningsomrade. Utredningen foreslar inte heller att utfardande av
resehandlingar tas med i upprékningen av vad som i lagen avses med
verksamhet enligt utldnnings- och medborgarskapslagstiftningen.
Utredningen foreslar slutligen ocksa att bestammelserna ges en delvis
annorlunda redaktionell utformning.

Remissinstanserna: De flesta remissinstanser antingen godtar
forslaget eller [amnar det utan invéndningar. Sékerhetspolisen avstyrker
forslaget att myndigheten ska omfattas av lagen. Kammarratten i
Stockholm anser att behandling av personuppgifter i Migrationsverkets
verksamhet som ror forvar och uppsikt, med hinsyn till dessa fragors
integritetskénsliga  karaktar, lampligen boér omnédmnas sarskilt.
Domstolen anmérker vidare att det dven i drenden enligt utlanningslagen
rorande framlingspass kan férekomma behandling av personuppgifter.
Polismyndigheten anser att gransdragningen mellan utl&nningsdatalagen
och polisdatalagen kan behdva fortydligas.

Skalen for regeringens forslag
Lagen bor ha samma tillampningsomrade som personuppgiftslagen

Utlanningsdatalagen bor, som utredningen foreslar, omfatta sadan
personuppgiftsbehandling som omfattas av  personuppgiftslagen
(1998:204). Den bor alltsd omfatta helt eller delvis automatiserad
behandling av personuppgifter och behandling av personuppgifter som
ingdr i eller & avsedda att ingd i en strukturerad samling av
personuppgifter som ar tillgangliga fér sokning eller sammanstélining
enligt sarskilda kriterier.

Vilka myndigheter bor lagen vara tillamplig pa?

Regeringen delar inledningsvis utredningens bedémning att det av
utlanningsdatalagen uttémmande ska framga vilka myndigheter som ska
tilldmpa den. N&r det géller urvalet av myndigheter instdimmer
regeringen i utredningens beddmning att utldnningsdatalagen bor
tillampas av Migrationsverket, Polismyndigheten och
utlandsmyndigheterna nér de bedriver verksamhet enligt utldnnings- och
medborgarlagstiftningen.

Utredningen foreslar att dven Sakerhetspolisen ska omfattas av
utlanningsdatalagen nar den bedriver de séarskilda uppgifter som aligger
myndigheten enligt utldnnings- och medborgarskapslagstiftningen.
Sékerhetpolisen avstyrker forslaget i denna del.

Nir det galler fragan om utlanningsdatalagen bér omfatta dven
Sékerhetspolisen gor regeringen foljande bedémning. Sékerhetspolisens
huvudsakliga uppgifter och ansvar framgar av 3 § polislagen (1984:387).
Enligt den bestdmmelsen har Sékerhetspolisen bl.a. i uppgift att
forebygga och upptécka brottslig verksamhet som innefattar brott mot
rikets sakerhet eller terrorbrott samt att utreda och beivra sadana brott.
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Som utredningen lyfter fram bedriver Sakerhetspolisen emellertid viss
verksamhet enligt utldnningslagen nér det géller sékerhetsarenden. Av
1 kap. 7 § utlanningslagen framgar att sakerhetsarenden enligt lagen ar
drenden dar Sakerhetspolisen av skél som ror rikets sékerhet eller som
annars har betydelse fér allméan sakerhet férordar bl.a. att en utlanning
ska awvvisas eller utvisas eller att en utldnnings ansdkan om
uppehallstillstdnd ska avslds. Sikerhetspolisen har ratt att Gverklaga
Migrationsverkets beslut i friga om avvisning eller utvisning m.m. i
sddana drenden. Sékerhetspolisen ar ocksa verkstdllande myndighet i
sakerhetsarenden, vilket ger myndigheten rétt att fatta beslut i fragor om
forvar och uppsikt. Sékerhetspolisen utfér dven uppgifter enligt lagen
(1991:572) om sérskild utlanningskontroll. Med st6d av den lagen kan
myndigheten anstéka om att en utldnning ska utvisas ur landet.
Sékerhetspolisen svarar vidare for att ett beslut om utvisning enligt lagen
verkstalls. Enligt lagen om svenskt medborgarskap kan Sékerhetspolisen
fororda att en ansokan om medborgarskap ska avslas av skal som ror
rikets sakerhet eller allmén sékerhet. Myndigheten har &ven réatt att
overklaga sadana beslut.

Trots att Sakerhetspolisen sdsom framgar ovan har vissa uppgifter
enligt utlannings- och medborgarskapslagstiftningen har det ansetts att
all verksamhet hos Sakerhetspolisen i nagon mening utgor
brottshekdmpande verksamhet (prop. 2013/14:110 s. 480 f.). Mot den
bakgrunden och da de uppgifter som Sékerhetspolisen utfor pa
utlannings- och medborgarskapsomradet far anses som farhallandevis
begransade framstdr det enligt regeringens mening inte som
andamalsenligt att Sékerhetspolisen omfattas av utlanningsdatalagens
reglering. Konsekvensen av att Sakerhetspolisen inte foreslas omfattas av
utlanningsdatalagen blir att S&kerhetspolisen, liksom domstolar eller
andra myndigheter som handlédgger uppgifter som utgor eller har
samband med verksamhet enligt utldnnings- och medborgarskaps-
lagstiftningen i stallet har att tillampa de sérskilda personuppgifts-
hanteringsregler som galler for dem eller personuppgiftslagen.

Samtidigt maste emellertid sékerstillas att Sakerhetspolisen péa ett
effektivt satt kan fullgéra de uppgifter som myndigheten har alagts enligt
bl.a. utlanningslagen. Bland annat maste sékerstallas att myndigheten kan
fa tillgdng till de uppgifter som den behover fran exempelvis
Migrationsverket for att kunna utféra sitt uppdrag. Regeringen
aterkommer till den fragan i avsnitt 6.15.

Vilken verksamhet ska lagen tillampas pa?

Utredningen anser att det av tydlighetsskal uttémmande bér anges i lagen
vilken verksamhet som inryms i begreppet verksamhet enligt utlannings-
och  medborgarskapslagstiftningen.  Utredningen  anvander  vid
utformningen av beskrivningen som utgangspunkt den avgransning som i
dag finns i 1 § andra stycket forordningen (2001:720) om behandling av
personuppgifter i verksamhet enligt utldnnings- och medborgarskaps-
lagstiftningen. Regeringen instdmmer i att det finns skal att i
utldnningsdatalagen uttémmande beskriva vilken verksamhet som enligt
lagen ska avses med begreppet verksamhet enligt utldnnings- och
medborgarskapslagstiftningen och att denna beskrivning bor ta sin



utgangspunkt i vad som i dag géller enligt forordningen. Det finns ocksa Prop. 2015/16:65

skal att, som utredningen foreslar, reglera den verksamhet som bedrivs
av Migrationsverket och utlandsmyndigheterna i en bestimmelse och vad
som galler for Polismyndigheten i en annan. | det féljande behandlas
vilka verksamhetsomraden som bor omfattas av utlanningsdatalagen for
Migrationsverkets och utlandsmyndigheternas del. Vilken verksamhet
hos Polismyndigheten som lagen bor tillampas pa behandlas under en
sarskild rubrik.

Inresa och vistelse m.m.

Utredningen foreslar att utlanningsdatalagens regler ska tillampas vid
Migrationsverkets  och  utlandsmyndigheternas  behandling av
personuppgifter i verksamhet som rér utlanningars inresa i Sverige eller i
en EU- eller EES-stat, deras vistelse eller arbete har samt deras utresa
frdn Sverige. Formuleringen avser enligt utredningen att ticka
Migrationsverkets verksamhet enligt utldnningslagen och
utlanningsforordningen (2006:97), dvs. verksamhet som ror visering,
uppehallstillstand, arbetstillstand, avvisning eller utvisning, kontroll och
verkstéllighet av beslut. Aven utlandsmyndigheternas bitrade med
utredning i Migrationsverkets utlannings- och medborgarskapsarenden
med stéd av forordningen (2014:115) med instruktion for
utrikesrepresentationen avses, liksom Migrationsverkets behandling av
personuppgifter i drenden enligt lagen (1991:572) om sarskild
utlanningskontroll. Regeringen kan i allt vésentligt ansluta sig till
forslaget. Dock bor dven inresa i Schweiz ing& i upprikningen. Med
utresa fran Sverige avser utredningen saval frivillig utresa som utresa
som sker efter tvangsverkstallighet. Regeringen anser att detta bor anges
tydligare i lagen och foreslar mot den bakgrunden att avlagsnande
sérskilt ska omnamnas i upprékningen. Redan utan detta fortydligande ar
det naturligt att anse att fragor om forvar och uppsikt ingar i
beskrivningen. Regeringens forslag till komplettering gor dock
kopplingen till dessa fragor &n mer tydlig. Nagot sarskilt omnamnande av
fragor om forvar och uppsikt, som Kammarratten i Stockholm
efterfragar, bor darfor inte vara nédvandigt.

Statusforklaring

Regeringen instdimmer i utredningens forslag att verksamhet som ror
statusforklaring bor omfattas av utlanningsdatalagen. Med detta avses
Migrationsverkets behandling av personuppgifter i anledning av beslut
om eller aterkallelse av statusforklaring enligt 4 kap. 3-3 ¢ 88 och 5 b
och 5 c 8§ utldnningslagen.

Mottagande av asylsékande m.fl.

Som utredningen foreslar bor verksamhet som rér mottagande av
asylsbkande och  vissa andra  utldnningar ~ omfattas av
utlanningsdatalagen. | detta ingar Migrationsverkets verksamhet enligt
lagen (1994:137) om mottagande av asylsokande m.fl. och anslutande
forordning, med undantag for sadan verksamhet som avser ekonomiskt
bistand eller stod. Migrationsverkets verksamhet i samband med
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mottagande av kvotflyktingar faller ocksa in under denna del av
bestdmmelsen.

Bistand och stdd till utlanningar

Verksamhet som avser bistand och stod till utlanningar bor, som
utredningen foreslar, omfattas av utlanningsdatalagen. Det handlar om
Migrationsverkets verksamhet som géller ekonomiskt bistand enligt
lagen om mottagande av asylsokande m.fl. och anslutande férordning.
Aven Migrationsverkets verksamhet som féljer av forordningen
(1984:890) om bidrag till utlanningars resor fran Sverige for bosattning i
annat land, forordningen (1984:936) om bidrag till flyktingar for
kostnader for anhorigs resor till Sverige, forordningen (2008:778) om
ateretableringsstod for vissa utlanningar och férordningen (2010:1345)
om sarskild dagersattning till vissa nyanldnda invandrare avses.
Migrationsverkets  personuppgiftsbehandling som  féranleds av
bidragsbrottslagen ~ (2007:612) och  lagen  (2008:206) om
underrattelseskyldighet vid felaktiga utbetalningar fran valfardssystemen
omfattas ocksa.

Svenskt medborgarskap

Som utredningen foreslar bor Migrationsverkets och
utlandsmyndigheternas  verksamhet enligt lagen om  svenskt
medborgarskap och medborgarskapsférordningen (2001:218) omfattas av
utlanningsdatalagen.

Statlig ersattning for kostnader for utlanningar

| likhet med utredningen foreslar regeringen att verksamhet som ror
statlig ersattning for kostnader for utlanningar ska falla under
utlanningsdatalagens tillampningsomrade. Under delmomentet faller bl.a.
Migrationsverkets  personuppgiftsbehandling i  samband  med
handl&ggning enligt férordningen (1990:927) om statlig erséttning for
flyktingmottagande m.m., férordningen (2010:1122) om statlig erséttning
for insatser for vissa utlanningar, forordningen (1996:1357) om statlig
ersattning for halso- och sjukvard till asylsokande och férordningen
(2002:1118) om statlig ersattning for asylsokande m.fl.

Bosattning av utl&nningar

Regeringen delar utredningens beddmning att verksamhet som avser
boséttning av utlanningar ska traffas av utlanningsdatalagen. | detta ingar
Migrationsverkets ansvar for bosattning av vissa utlanningar enligt lagen
om mottagande av asylsokande m.fl. Aven Migrationsverkets verksamhet
enligt forordningen (2010:408) om mottagande av vissa nyanlédnda
invandrare avses.

Bér annan verksamhet omfattas?

Som Kammarratten i Stockholm lyfter fram ingér inte verksamhet som
ror &renden om framlingspass och andra resehandlingar i den upprékning
som utredningen foreslar. Enligt regeringens mening ar det lampligt att
upprékningen kompletteras med denna verksamhet.



Polismyndigheten

Polismyndighetens uppgifter enligt utlanningslagstiftningen beskrivs i
avsnitt 5. Liksom utredningen anser regeringen att utlanningsdatalagen
bor vara tillamplig vid behandling av  personuppgifter i
Polismyndighetens verksamhet som ror kontroll av utldnningar i
samband med inresa och vistelse i Sverige samt utresa eller avlagsnande
fran Sverige som inte kan anses som brottshekdmpande verksamhet. Den
senare forutsattningen bor uttryckligen framgd av bestammelsen. Som
anforts ovan ingar aven frdgor om forvar och uppsikt i den
beskrivningen. Avgrénsningen innebéar att sérskilda
personuppgiftshanteringsregler géller fér Polismyndigheten i samma
utstrackning som géller i dag enligt férordningen om behandling av
personuppgifter i verksamhet enligt utldnnings- och
medborgarskapslagstiftningen. Uttrycket brottshekdmpande myndighet
anvénds dven i polisdatalagen (2010:361) och &r avsett att ha samma
betydelse i utlanningsdatalagen. Nagot ytterligare fortydligande av
begreppets innebdrd bor inte vara nddvéandigt i detta lagstiftningsarende
(se dven avsnitt 6.4).

6.4 Undantag fran utlanningsdatalagens
tillampningsomrade

Regeringens forslag: Utlanningsdatalagen ska inte tillampas néar
personuppgifter behandlas med stdd av
1. lagen om Schengens informationssystem,
2. VIS-férordningen,
3. viseringskodexen, eller
4. Eurodac-férordningen.

Vid behandling av personuppgifter enligt VIS-férordningen ska
bestdmmelserna i 28 och 48 88 personuppgiftslagen om réttelse och
skadestand galla om inte ndgot annat féljer av den férordningen.

Utredningens forslag overensstimmer delvis med regeringens.
Utredningen foreslar dock att det i lagtexten ska anges att
utldnningsdatalagen inte ska tillampas nér polisdatalagen &r tillamplig.
Utredningen foreslar ocksd en annan redaktionell utformning av
bestdmmelsen.

Remissinstanserna: Remissinstanserna antingen godtar utredningens
forslag eller 1damnar det utan invéndningar.

Skalen for regeringens forslag
Allmant

For  viss personuppgiftsbehandling som Migrationsverket,
Polismyndigheten, eller utlandsmyndigheterna utfér pa utlannings- och
medborgarskapsomradet, och som darmed traffas av det foreslagna
tillampningsomradet for utlanningsdatalagen, finns redan regler i annan
lagstiftning och i direkt tillampliga EU-férordningar. Som utredningen
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foreslar bor det darfor i utlanningsdatalagen inforas vissa undantag fran
lagens tillampningsomrade. Harigenom sakerstélls att fragor inte blir
dubbelreglerade samt att det inte infors regler som star i strid med direkt
tillampliga EU-férordningar. | det féljande redovisar regeringen vilka
undantag som bor goras.

Lagen om Schengens informationssystem

De lé&nder som deltar i Schengensamarbetet har ett gemensamt
informationssystem, Schengens informationssystem (SIS). | systemet kan
landernas myndigheter ldgga in och sdka fram uppgifter om personer
som &r efterlysta eller pa annat sitt eftersokta eller som ska nekas inresa i
Schengenomrédet. SIS Il &r en ny version av det ursprungliga SIS och
togs i bruk 2013. SIS 1l bestar av en nationell enhet i varje medlemsstat
samt en central databas med en teknisk stédfunktion som ser till att de
olika nationella enheterna har ett identiskt innehall. Den svenska enheten
av Schengens informationssystem regleras i lagen (2000:344) om
Schengens informationssystem. Enligt lagen ska Polismyndigheten med
hjalp av automatiserad behandling fora ett register som ska vara den
svenska delen av SIS. | lagen regleras bland annat for vilka andamal
uppgifter i registret far behandlas, vilka uppgifter som far registreras och
forbud mot registrering av kénsliga personuppgifter. Syftet med SIS 11 &r
att framja samarbete som avser polisidra och rattsliga fragor, men ocksa
att vara ett hjalpmedel for att avgéra om en person ska nekas tilltrade till
eller uppehallstillstdnd i Schengenstaterna. Som utredningen beddmer
omfattas den personuppgiftsbehandling som Polismyndigheten utfér med
stod av lagen om Schengens informationssystem &tminstone delvis av det
foreslagna tillampningsomradet for utlanningsdatalagen. | likhet med
utredningen beddmer regeringen darfor att det bor inféras en reglering
som anger att personuppgiftsbehandlingsreglerna i lagen om Schengens
informationssystem har foretrade.

Vissa EU-férordningar

Inom EU har  utarbetats  forordningar  som  innehaller
personuppgiftshanteringsregler pa det omrade som kan tickas av det
foreslagna tillampningsomradet for utlanningsdatalagen. Dessa ar den
s.k.  VIS-férordningen  som reglerar  EU:s  gemensamma
informationssystem for viseringar, den s.k. viseringskodexen som
reglerar handlaggningen av viseringsansokningar och den s.k. Eurodac-
forordningen som behandlar regler om jamférande av fingeravtryck fran
bl.a. asylstkande.

Né&r en EU-férordning tréder i kraft blir den automatiskt en del av
medlemsstatens nationella rattssystem. Medlemsstaterna fér i princip inte
vidta négra implementeringsétgarder, utan forordningen ska tillampas
som lag. Personuppgiftsbehandling med stéd av forordningarna bor
darfor inte ske med tillampning av reglerna i utlinningsdatalagen. Aven
om detta enligt principen om EU-rattens foretrade framfor nationell ratt
galler utan att ndgon bestammelse harom infors, bér det som utredningen
foreslar av tydlighetsskal anges i lagen att personuppgiftsbehandling
enligt  foérordningarna inte  omfattas av  utlanningsdatalagens
tillampningsomrade.



Som utredningen redogor for finns det i artiklarna 33 och 38.2 i VIS-
forordningen bestammelser om skadestand samt korrigering och radering
av uppgifter som ska regleras genom bestammelser i nationell ratt. | dag
regleras detta genom en hanvisning till 28 och 48 88 personuppgiftslagen
(1998:204) i forordningen om behandling av personuppgifter i
verksamhet enligt utlannings- och medborgarskapslagstiftningen. Som
utredningen foreslar bor motsvarande hanvisning nu i stallet goras i
utlanningsdatalagen. Néar det géaller skadesténd avser
personuppgiftslagens  bestimmelser endast skadestand till den
registrerade, medan VIS-forordningens krets av skadestandsberattigade
ar vidare och omfattar samtliga personer och &ven medlemsstater. Om ett
krav pa ersattning framstalls av en person som faller utanfor
personuppgiftslagens bestammelse finns generella regler om skadestand
som under vissa forutsattningar kan tillimpas i skadestandslagen
(1972:207). Liksom utredningen beddmer regeringen att det inte behtvs
nagon hanvisning i utlanningsdatalagen till att d&ven skadestandslagen i
vissa fall kan tillampas.

Polisdatalagen

Utredningen foreslar att det sérskilt ska anges att utlanningsdatalagen
inte ska tilldmpas nar polisdatalagen (2010:361) &r tillamplig. | avsnitt
6.3 foreslas att det i den bestammelse som reglerar utlanningsdatalagens
tillampningsomrade for Polismyndighetens del sarskilt ska anges att
lagen ska tillampas av Polismyndigheten endast i den man den
verksamhet som bedrivs inte kan anses som brottshekdmpande
verksamhet. Frdgan om vilken reglering som blir tillimplig pa
personuppgiftsbehandlingen vid Polismyndigheten avgérs av det
andamal som  personuppgifterna  behandlas  for.  Behandlas
personuppgifterna for syftet att utreda och beivra brott tillimpas
polisdatalagen. Behandlas personuppgifterna inom verksamhet enligt
utlannings- och medborgarskapslagstiftningen tillampas i stéllet
utlanningsdatalagen. Det kan alltsa inte intraffa att bada lagarna blir
tillampliga samtidigt. Mot den bakgrunden finns det inte skal att aven i
den bestammelse som reglerar undantag fran utlanningsdatalagens
tillampningsomrade sarskilt ange att polisdatalagen har foretrade framfor
utlanningsdatalagen.

6.5 Den registrerades installning

Regeringens bedémning: Det behdvs inte ndgon sarskild
bestdmmelse som anger att behandling av personuppgifter som &r
tillaten enligt utlanningsdatalagen far utforas dven om den enskilde
motsétter sig det.

Utredningens forslag d&verensstdammer inte med regeringens
bedémning. Utredningen foreslar att det ska inforas en sarskild
bestammelse som anger att tillaten behandling av personuppgifter far ske
&ven om den enskilde motsétter sig det.
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Remissinstanserna: Remissinstanserna antingen godtar forslaget eller
l[&mnar det utan invandningar.

Skalen for regeringens beddmning: Enligt 1 § tredje stycket
férordningen om behandling av personuppgifter i verksamhet enligt
utlannings- och medborgarskapslagstiftningen har en registrerad inte ratt
att motsdtta sig att personuppgifter behandlas enligt férordningen.
Utredningen foreslar att denna bestimmelse ska foras over till
utlanningsdatalagen.

Det finns ett behov av att behandla personuppgifter i verksamhet enligt
utlannings- och medborgarskapslagstiftningen dven om den enskilde
motsatter sig det. Att sadan behandling far ske maste emellertid anses
folja direkt av de forslag till dndamalsbestaimmelser som regeringen
lamnar i avsnitt 6.9. Nagon sarskild bestammelse om att
personuppgiftsbehandling far ske dven om den enskilde motsatter sig den
ar darfor inte nodvandig i utlanningsdatalagen. N&agon sadan
bestdimmelse finns inte heller i polisdatalagen (2010:361) eller
aklagardatalagen (2015:433).

6.6 Utlanningsdatalagen och personuppgiftslagen

6.6.1 Forhallandet till personuppgiftslagen

Regeringens forslag: Utlanningsdatalagen ska gélla i stéllet for
personuppgiftslagen. | lagen ska det anges vilka bestammelser i
personuppgiftslagen som &nda ska tillimpas.

Utredningens férslag dverensstimmer med regeringens.

Remissinstanserna: Samtliga remissinstanser antingen tillstyrker
forslaget eller lamnar det utan invandning.

Skalen for regeringens forslag: Personuppgiftslagen (1998:204) &r
subsidiar i forhallande till annan lag eller forordning. Lagen ska séledes
inte tillimpas i den utstrackning det i sadan annan forfattning finns
bestammelser som avviker frdn personuppgiftslagen (2 §). | 1 §
forordningen om behandling av personuppgifter i verksamhet enligt
utldnnings- och medborgarskapslagstiftningen anges i dag att
forordningen géller utdver personuppgiftslagen vid automatiserad
behandling av personuppgifter i Migrationsverkets, Polismyndighetens,
Séakerhetspolisens och  utlandsmyndigheternas  verksamhet enligt
utlannings- och medborgarskapslagstiftningen. Det sattet att beskriva
forhallandet till personuppgiftslagen innebér att i den utstrackning som
en fraga inte &r reglerad i forordningen galler alltsa personuppgiftslagens
bestimmelser. Det innebar emellertid ocksa att det forst efter en
jamforelse med bestdmmelserna i personuppgiftslagen blir klart vilka
bestdmmelser i férordningen som &r tillampliga i ett enskilt fall.

I den nya utldnningsdatalagen bor en tydligare reglering inféras. Som
utredningen ~ foreslar  bor  utlanningsdatalagen  helt  ersétta
personuppgiftslagen inom sitt tillampningsomrade. | de fall en viss fraga
bor regleras p& samma satt i utlanningsdatalagen som i
personuppgiftslagen bor det i utlanningsdatalagen tas in en hanvisning
till den aktuella bestimmelsen i personuppgiftslagen. Denna lagtekniska



l6sning innebdr att regleringen blir tydlig och att forutsattningarna for
enenhetlig rattstillampning blir goda och &r i linje med vad som géller
enligt andra lagar som utarbetats pd senare tid, t.ex. polisdatalagen
(2010:361).

6.6.2 Tillampliga bestammelser i personuppgiftslagen

Regeringens forslag: Foljande bestammelser i personuppgiftslagen
ska vara tillampliga vid behandling av personuppgifter i verksamhet
enligt utlannings- och medborgarskapslagstiftningen:
— definitioner (3 §),
— forhallandet till offentlighetsprincipen (8 §),
— grundlaggande krav pa behandlingen av personuppgifter (9 §),
— behandling av uppgifter om personnummer (22 8),
— information till den registrerade (23 och 25-27 §8§),
— réttelse (28 8),
— sékerheten vid behandling (30 och 31 §§ samt 32 § forsta stycket),
— Overforing av personuppgifter till tredjeland (33-35 §8),
— personuppgiftsombudets uppgifter m.m. (38-41 §8),
— upplysningar till allmanheten om vissa behandlingar (42 §),
— tillsynsmyndighetens befogenheter (43 och 44 88, 45 § forsta
stycket och 47 §),
— skadestand (48 §), och
— oOverklagande (51 § forsta stycket, 52 § forsta stycket och 53 §).
Bestdmmelserna i 8 8§ andra stycket personuppgiftslagen ska dock
inte tillampas om personuppgifter ska gallras enligt bestammelser i
utlanningsdatalagen eller enligt foreskrifter som har meddelats i
anslutning till lagen.
Datainspektionen ska inte kunna forena ett forbud att utféra viss
behandling med vite.

Utredningens forslag overensstdmmer i huvudsak med regeringens.
Utredningen foreslar dock en hanvisning aven till 51 § andra stycket
personuppgiftslagen (1998:204) som innebér att tillsynsmyndigheten far
bestdmma att dess beslut ska gélla &ven om det 6verklagas.

Remissinstanserna: Remissinstanserna antingen tillstyrker forslaget
eller lamnar det utan invandning.

Skalen for regeringens forslag
Fa andringar i sak men en tydligare reglering

Redan i dag tillampar de myndigheter som bedriver verksamhet enligt
utlannings- och medborgarskapslagstiftningen manga av
personuppgiftslagens bestimmelser. Det beror pa att forordningen om
behandling av personuppgifter i verksamhet enligt utlannings- och
medborgarskapslagstiftningen utan att vara heltdckande géaller utbver
personuppgiftslagen.  Forslagen om  vilka  bestdammelser i
personuppgiftslagen som bor tillampas innebér darfor fa forandringar i
forhallande till vad som galler i dag. | stéllet innebéar forslagen en
tydligare och mer dverskadlig reglering. | det foljande redovisas i vilken
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utstrackning personuppgiftslagens bestdmmelser bor vara tillampliga vid
behandling av personuppgifter i verksamhet enligt utl&nnings- och
medborgarskapslagstiftningen.

Definitioner

I 3 § personuppgiftslagen definieras vissa begrepp som &r centrala vid
behandling av personuppgifter. Dar definieras t.ex. vad personuppgifter
ar ("All slags information som direkt eller indirekt kan hidnforas till en
fysisk person som é&r i livet.”) och vad som utgér behandling av
personuppgifter ("Varje atgard eller serie av atgarder som vidtas i fraga
om personuppgifter, vare sig det sker pa automatisk vag eller inte, t.ex.
insamling, registrering, organisering, lagring, bearbetning eller andring,
atervinning, inhamtande, anvandning, utlamnande genom Gversiandande,
spridning eller annat tillhandahallande av uppgifter, sammanstallning
eller samkorning, blockering, utplaning eller forstéring.”). Definitionerna
i 3 § personuppgiftslagen géller vid personuppgiftsbehandling i
verksamhet pa utldnnings- och medborgarskapsomradet i dag. Nagot skal
att forandra den ordningen finns inte. For att undvika missforstand &r det
dessutom viktigt att terminologin i utlanningsdatalagen dverensstdmmer
med personuppgiftslagen och att de begrepp som anvands i de bada
forfattningarna har samma innebord. En hénvisning till 3 §
personuppgiftslagen bor darfor tas in i utlanningsdatalagen.

Forhallandet till offentlighetsprincipen och arkivering

Av 8 § forsta stycket personuppgiftslagen foljer att lagen inte ska
tillampas i den utstrdckning det skulle inskrénka en myndighets
skyldighet att l&mna ut personuppgifter enligt 2  Kkap.
tryckfrihetsforordningen. | paragrafens andra stycke anges att
bestdimmelserna inte hindrar att en myndighet arkiverar och bevarar
allménna handlingar eller att arkivmaterial tas om hand av en
arkivmyndighet.

| klargérande syfte och i dverensstammelse med bl.a. polisdatalagen
(2010:361) bor, som utredningen foreslar, en hanvisning till
bestdmmelserna i 8 § personuppgiftslagen tas in i utlanningsdatalagen.
Det bor dock samtidigt klargoras att bestdimmelserna i 8 § andra stycket
personuppgiftslagen inte &r tillampliga nédr uppgifter ska gallras enligt
sérskilda bestdammelser i utldnningsdatalagen eller foreskrifter som har
meddelats i anslutning till den. Som framgar i avsnitt 6.17 foreslas inte
nagra sarskilda gallringsregler i utlanningsdatalagen. Regeringen kan
dock med stod av 8 kap. 7 8 regeringsformen komma att utfarda
foreskrifter om gallring i vissa avseenden. | den mén sadana foreskrifter
ges géller de i stéllet for 8 § andra stycket personuppgiftslagen.

Grundlaggande krav pa& behandlingen av personuppgifter

I 9 § forsta stycket personuppgiftslagen stalls i punkterna a—i vissa
grundlaggande  krav  pd den  personuppgiftsansvarige.  Den
personuppgiftsansvarige ska se till att personuppgifter bara behandlas om
det ar lagligt samt att det sker pa ett korrekt satt och i enlighet med god
sed (a och b). Personuppgifter far bara samlas in for sarskilda, uttryckligt
angivna och berattigade dndamal (c). Punkten innebér att &andamalen med



en behandling maste bestimmas redan nar uppgifterna samlas in. Efter
insamlingen far uppgifterna inte behandlas for nagot andamal som éar
oftrenligt med det for vilket uppgifterna samlades in (d). I denna punkt
kommer den s.k. finalitetsprincipen till uttryck. Personuppgifterna ska
vidare vara adekvata och relevanta i forhallande till 4ndamélen med
behandlingen (e). Den personuppgiftsansvarige ska vidare ocksa ansvara
for att behandlingen inte omfattar fler personuppgifter an vad som é&r
nodviandigt med hansyn till andamélen med behandlingen samt att
uppgifterna ar riktiga och aktuella (f och g). Alla rimliga atgarder ska
vidtas for att ratta, blockera eller utplana sadana personuppgifter som ar
felaktiga eller ofullstandiga med hansyn till andamalen (h). Slutligen far
personuppgifter inte bevaras under en ldngre tid &n vad som é&r
nodvandigt med hansyn till andamalet med behandlingen (i).

Personuppgiftslagen innehéller tvd undantag fran bestammelsen. For
det forsta hindrar, som namnts ovan, personuppgiftslagens bestammelser
aldrig att en myndighet arkiverar och bevarar allménna handlingar eller
att arkivmaterial tas om hand av en arkivmyndighet (8 § andra stycket).
For det andra far personuppgifter bevaras under en liangre tid an vad som
foljer av (i) om bevarandet sker for historiska, statistiska eller
vetenskapliga andamal (9 § tredje stycket). Detta undantag galler for alla
personuppgifter, oavsett om det rér sig om uppgifter i allmén handling
eller inte.

I 9 § andra stycket finns en utveckling av finalitetsprincipen. Har anges
att en behandling av personuppgifter for historiska, statistiska eller
vetenskapliga dndamal inte ska anses oforenlig med de andamal for vilka
uppgifterna samlades in. 1 9 § fjarde stycket finns slutligen en
bestammelse som foreskriver att personuppgifter som behandlas for
historiska, statistiska eller vetenskapliga andamal far anvindas for att
vidta atgarder i frdga om den registrerade bara om den registrerade har
lamnat sitt samtycke eller det finns synnerliga sk&l med hansyn till den
registrerades vitala intressen.

Det ar naturligt att de krav som galler enligt 9 § personuppgiftslagen
géller &ven vid behandling av personuppgifter hos de myndigheter som
enligt forslaget i avsnitt 6.3 ska tillimpa bestdmmelserna i
utlanningsdatalagen. Utléanningsdatalagen bor darfér, som utredningen
foreslar, hanvisa till 9 § personuppgiftslagen i dess helhet.

Behandling av personnummer

I 22 § personuppgiftslagen foreskrivs att uppgifter om personnummer
eller samordningsnummer far behandlas bara nar det ar klart motiverat
med hansyn till dndamalet med behandlingen, vikten av en saker
identifikation eller nagot annat beaktansvart skal. Bestimmelsen ger
uttryck for att behandlingen av personnummer och samordningsnummer
bor vara restriktiv och foregés av en intresseavvagning mellan behovet
av behandlingen och de integritetsrisker som den innebdr.

Den nu géllande férordningen om personuppgiftsbehandling i
verksamhet utldnnings- och medborgarskapslagstiftningen  saknar
sérskilda bestammelser som ror personnummer eller
samordningsnummer. Bestammelsen i personuppgiftslagen &r saledes i
dag tillamplig vid personuppgiftsbehandling i verksamheten. Vikten av
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en  séker identifiering  medfér att  personnummer  och
samordningsnummer ofta maste behandlas i denna verksamhet. Det bor
darfor inte inforas nagra regler i utlanningsdatalagen som ytterligare
inskranker ~ mdjligheten  att  behandla  personnummer  eller
samordningsnummer. Utlanningsdatalagen bor i stéllet, som utredningen
foreslar, hanvisa till 22 § personuppgiftslagen.

Information till den registrerade

Personuppgiftslagens bestammelser i 23 och 25-27 8§ om sadan
information som ska ldmnas sjalvmant till den registrerade och om
information som ska lamnas efter ansékan av den registrerade ar redan i
dag tillampliga vid personuppgiftsbehandling i verksamhet enligt
utlannings- och medborgarskapslagstiftningen. Det har inte framkommit
nagot behov av att dndra rattslaget i denna del. Utlanningsdatalagen bor
darfor innehalla en hanvisning till dessa bestammelser.

Enligt 24 § personuppgiftslagen ska den personuppgiftsansvarige
sjdlvmant lamna information till den registrerade i samband med
registrering om uppgifterna har samlats in fran nagon annan kélla &n den
registrerade sjalv. Enligt bestdmmelsens andra stycke behdver dock
sddan information inte lamnas om det finns bestimmelser om
registrerandet eller utlimnande av uppgifterna i en lag eller ndgon annan
forfattning. Eftersom sédana bestammelser som avses i andra stycket
foreslds i utlanningsdatalagen, instimmer regeringen i utredningens
bedémning att det inte &r nddvandigt att infora en hanvisning till 24 § i
utlanningsdatalagen.

Rattelse

Den personuppgiftsansvarige ar enligt 28 § personuppgiftslagen skyldig
att pa begéran av den registrerade snarast ratta, blockera eller utplana
sadana personuppgifter som inte har behandlats i enlighet med lagen eller
foreskrifter som har utfardats med stod av lagen. Den
personuppgiftsansvarige ska vidare underratta tredje man till vilken
uppgifterna har lamnats ut om atgdrden, om den registrerade begar det
eller om mera betydande skada eller oldgenhet for den registrerade
darigenom kan undvikas. Nagon sadan underrattelse beh6ver dock inte
lamnas, om detta visar sig vara omdjligt eller skulle innebdra en
oproportionerligt stor arbetsinsats.

| forarbetena till personuppgiftslagen konstateras att redan
bestdmmelserna i 9 § forsta punkten e och g medfor en skyldighet for den
personansvariga myndigheten att vara aktiv for att se till att de
behandlade uppgifterna &r korrekta (se prop. 1997/98:44 s. 87).
Bestammelsen i 28 § ger dock den registrerade ratt att pakalla den
personuppgiftsanvariges aktivitet for att korrigera uppgifter, som géller
utdver de grundldggande kraveni 9 §.

Bestdmmelsen i 28 § géller redan i dag vid behandling av
personuppgifter i verksamhet enligt utlannings- och
medborgarskapslagstiftningen. Det ar viktigt att det &ven i fortséattningen
finns en mojlighet for enskilda att se till att personuppgifter som
behandlas felaktigt rattas, blockeras eller utpldnas. En hanvisning till
28 § bor darfor goras i utlanningsdatalagen.



Sakerheten vid behandlingen

I 30-32 88 personuppgiftslagen finns bestdmmelser om hur den
personuppgiftsansvarige ska organisera arbetet med behandling av
personuppgifter for att garantera sdkerheten. Av 30 § foljer bland annat
att ett personuppgiftsbitrdde och den eller de personer som arbetar under
bitradets eller den personuppgiftsansvariges ledning far behandla
personuppgifter bara i enlighet med instruktioner frdn den
personuppgiftsansvarige. Om det i lag eller annan forfattning finns
sérskilda bestdimmelser om behandlingen av personuppgifter i det
allménnas verksamhet, ska de bestdammelserna dock ha foretrade (30 §
tredje stycket). Har avses sarskilt bestammelser om tystnadsplikt och
sekretess (se prop. 1997/98:44 s. 136). Enligt 30 § andra stycket ska det i
frdga om personuppgiftsbitraden finnas ett skriftligt avtal om bitradets
behandling for den personuppgiftsansvariges rékning. Det ska i avtalet
sarskilt foreskrivas att bitradet far behandla personuppgifter bara i
enlighet med instruktioner fran den personuppgiftsansvarige och att
bitradet ar skyldigt att vidta de atgarder som avses i 31 § forsta stycket.
Av 31 § foljer bland annat att den personuppgiftsansvarige ska vidta
lampliga tekniska och organisatoriska atgarder for att skydda behandlade
personuppgifter. Atgarderna ska &stadkomma en sakerhetsnivd som &r
lamplig med beaktande av de tekniska mojligheter som finns, vad det
skulle kosta att genomfora atgarderna, de sarskilda risker som finns med
behandlingen av personuppgifterna och hur pass kénsliga de behandlade
personuppgifterna ar. Enligt 32 § forsta stycket far Datainspektionen i
enskilda fall besluta om vilka &tgarder som den personuppgiftsansvarige
ska vidta enligt 31 8.

Sékerhetshestdammelserna  &r redan i dag tillampliga vid
personuppgiftsbehandling i verksamhet enligt utlannings- och
medborgarskapslagstiftningen och boér gélla &ven fortsattningsvis. En
hanvisning till bestimmelserna bor alltsa foras in i utlanningsdatalagen.
Undantag bor dock goras for 32 § andra stycket i vilket hénvisas till
tillsynsmyndighetens méjlighet att forena ett forbud med vite. Regler om
vite bor normalt enligt allménna rattsgrundsatser inte tillampas i
forhallandet mellan statliga myndigheter (se prop. 2004/05:164 s. 54,
prop. 2006/07:46 s. 105 och 2009/10:85 s. 90).

Overféring av personuppgifter till tredjeland

Overforing av personuppgifter till tredjeland regleras i 33-35 8§
personuppgiftslagen. 1 33 § finns ett forbud mot &verféring av
personuppgifter till tredjeland for personuppgifter som &r under
behandling om inte det mottagande landet har en adekvat niva for
skyddet av personuppgifterna. Forbudet galler ocksd Gverforing av
personuppgifter for behandling i tredjeland. Med tredjeland avses en stat
som inte ingar i EU eller ar ansluten till EES.

Fran forbudet finns vissa undantag i 34 §. Av den bestaimmelsen féljer
att det trots forbudet ar tillatet att fora 6ver personuppgifter till tredjeland
om den registrerade har lamnat sitt samtycke till dverféringen eller om
overforingen ar nodvandig bl.a. for att rattsliga ansprék ska kunna
faststéllas, goras gallande eller forsvaras eller vitala intressen fér den
registrerade ska kunna skyddas. Av bestdmmelsen foljer vidare att det
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aven ar tillatet att fora Gver personuppgifter for anvandning i ett land som
har anslutit sig till dataskyddskonventionen.

Enligt 35 § har regeringen mojlighet att foreskriva ytterligare undantag
fran forbudet, bland annat om det behdvs med hansyn till ett viktigt
allmént intresse.

I 8 § andra stycket forordningen om behandling av personuppgifter i
verksamhet enligt utlannings- och medborgarskapslagstiftningen finns i
dag en sérskild bestimmelse om &verféring av uppgifter till tredjeland.
Enligt den bestammelsen far de personuppgifter som finns i
Migrationsverkets réttsfallsregister foras 6ver till en stat som inte ingar i
EU eller & ansluten till EES. | Ovrigt galler de ovan nédmnda
bestdmmelserna i personuppgiftslagen.

Behandlingen av personuppgifter i verksamhet enligt utlannings- och
medborgarskapslagstiftningen ar i dag till betydande del av internationell
karaktar och overforing av uppgifter till andra EU-lander eller till
tredjeland &r vanligt forekommande inom ramen for olika former av
samarbete och uppfyllande av myndighetsuppdrag.

Forbudet mot dverforing till tredjeland som inte har tillfredsstallande
skyddsnivaer, och de undantag fran forbudet som foreskrivs, bor i princip
vara tillampliga dven vid behandling som sker med stod av
utlanningsdatalagen. Regeringen bor &ven ha mojlighet att foreskriva
ytterligare undantag fran forbudet, bl.a. om det behdvs med hansyn till
ett viktigt allmént intresse. Regeringen instammer saledes i utredningens
uppfattning att en hanvisning boér goras till 33-35 8§
personuppgiftslagen. Regeringen aterkommer till frdgan om &verforing
av personuppgifter till tredjeland i avsnitt 6.16.

Anmélningsskyldighet och personuppgiftsombud

| 36 § forsta stycket personuppgiftslagen foreskrivs att behandling som &r
helt eller delvis automatiserad ska anmaélas till tillsynsmyndigheten, dvs.
Datainspektionen. Regeringen har med stod av ett bemyndigande i 36 §
andra stycket personuppgiftslagen foreskrivit att en sddan anmalan inte
behover goras for behandlingar som regleras genom sarskilda foreskrifter
i lag eller forordning (3 § personuppgiftsférordningen [1998:1191]). Den
nu foreslagna utlanningsdatalagen innehdller sddana sarskilda
foreskrifter. | likhet med utredningen goér regeringen bedémningen att
nagon hanvisning till 36 § forsta stycket personuppgiftslagen inte bor
goras i utldnningsdatalagen.

Den personuppgiftsansvarige kan enligt 36 § andra stycket
personuppgiftslagen utse ett personuppgiftsombud. Om ett ombud utses
eller entledigas ska den personuppgiftsansvarige anméla detta till
Datainspektionen. Om ett ombud utses, ska bestdmmelserna i 38—40 8§
personuppgiftslagen tillampas. | personuppgiftsombudets skyldigheter
ingdr bl.a. att se till att behandlingen av personuppgifter sker pa ett
lagligt sétt och att hjalpa registrerade att fa rattelse.

I avsnitt 6.7 foreslas en sarskild bestammelse med skyldighet for
Migrationsverket och Polismyndigheten att utse personuppgiftsombud
och att anméla till Datainspektionen ndr ett sadant ombud utses och
entledigas. Nagon hanvisning till 36 § andra stycket personuppgiftslagen



behdvs darfor inte. Utldnningsdatalagen bdér dock, som utredningen
foreslar, hanvisa till 38-40 §§ om personuppgiftsombudets uppgifter.

| 41 § personuppgiftslagen anges att regeringen har mdjlighet att
foreskriva att vissa sérskilt kédnsliga behandlingar ska anmaélas till
Datainspektionen foér forhandskontroll. Denna ordning bor galla dven
fortsattningsvis vid personuppgiftsbehandling i verksamhet enligt
utlannings- och medborgarskapslagstiftningen. Utlanningsdatalagen bor
darfor innehdlla en hanvisning till 41 § personuppgiftslagen.

Upplysningar till allménheten

Den personuppgiftsansvarige ska enligt 42 § personuppgiftslagen till var
och en som begar det skyndsamt och pé lampligt satt lamna upplysningar
om sadana automatiserade eller andra behandlingar av personuppgifter
som inte har anmalts till tillsynsmyndigheten. Upplysningarna ska
omfatta det som en anmalan enligt 36 § forsta stycket skulle ha omfattat.
Den personuppgiftsansvarige dr dock inte skyldig att l[&mna ut
sekretessbelagda uppgifter eller uppgifter om vilka sékerhetsatgarder
som har vidtagits.

Den enskilde bor pa ett snabbt och enkelt sitt kunna fa besked om
vilka behandlingar som utfors dven i de fall den behandling som utfors
inte omfattas av nagon anmalningsskyldighet till Datainspektionen. En
hanvisning till 428 bor darfér, som utredningen foreslar, tas in i
utldnningsdatalagen.

Tillsynsmyndighetens befogenheter

Enligt 43 § personuppgiftslagen har tillsynsmyndigheten, dvs.
Datainspektionen, mojlighet att pd begaran fa tillgdng till
personuppgifter, upplysningar och dokumentation om behandlingen och
sékerheten samt tilltrade till lokaler. Om Datainspektionen inte efter en
begdran enligt 43 § kan fa tillrackligt underlag for att konstatera att
personuppgiftsbehandlingen ar laglig, far myndigheten med stod av 44 §
vid vite forbjuda den personuppgiftsansvarige att behandla
personuppgifter p& nagot annat satt an att lagra dem. Av 45 § forsta
stycket framgdr att Datainspektionen, om den konstaterar att
personuppgifter behandlas felaktigt, ska forsoka astadkomma rattelse
genom papekanden eller liknande forfaranden. Om det inte gar att fa till
stand rattelse eller om saken &r bradskande, far Datainspektionen
forbjuda behandlingen. Enligt 47 § har Datainspektionen réatt att hos
allmin forvaltningsdomstol ansoka om att sddana uppgifter som har
behandlats pd ett olagligt satt ska utplanas. Av forarbetena till
personuppgiftslagen framgér att det vid bedémningen kan beaktas om
utpldnandet skulle innebdra stora praktiska svarigheter for den
personuppgiftsansvarige eller ett svart ekonomiskt avbriack (se
prop.1997/98:44 s. 142). Nér det géller personuppgifter hos myndigheter
ar det i praktiken inte mojligt att utplana uppgifter som behovs for
handlaggningen av  &arenden eller som pd grund av
grundlagsbestammelser eller lag ska bevaras.

De nu beskrivna bestdammelserna i personuppgiftslagen galler redan i
dag vid personuppgiftsbehandling i verksamhet som rér utlannings- eller
medborgarskapslagstiftningen. Regeringen delar utredningens
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bedémning att de i princip bor vara tillampliga aven pa behandling som
sker med stod av utlanningsdatalagen. Som framgar ovan anser
regeringen att det inte bér vara mojligt for Datainspektionen att forena ett
forbud enligt 44 § med vite.

Skadestand och straff

| 48 § personuppgiftslagen anges att den personuppgiftsansvarige ska
erséatta den registrerade for den skada och krankning av den personliga
integriteten som en behandling av personuppgifter i strid med den lagen
har orsakat. Bestdmmelsen galler i dag vid behandling av
personuppgifter i verksamhet enligt utlannings- och
medborgarskapslagstiftningen och boér gélla dven fortsattningsvis. En
hanvisning till 48 § bor darfor tas in i utlanningsdatalagen.

I 49 § personuppgiftslagen foreskrivs straffansvar for overtradelser av
olika bestammelser i personuppgiftslagen. Behandlingen av
personuppgifter enligt den nya lagen kommer att utféras av personer som
&r anstéllda vid statliga myndigheter. De omfattas av bestdmmelserna om
tjanstefel m.m. i brottsbalken. Eftersom det & myndigheter som kommer
att utfora personuppgiftsbehandlingen, torde det inte bli aktuellt att
tillampa straffbestimmelsen (se prop. 1997/98:97 s. 109). Nagon
hanvisning till bestdimmelsen om straffansvar bor darfor inte goras i
utlanningsdatalagen.

Overklagande

I 51 § forsta stycket personuppgiftslagen foreskrivs att
tillsynsmyndighetens, dvs. Datainspektionens, beslut enligt lagen om
annat an foreskrifter far 6verklagas hos allmén férvaltningsdomstol. Som
anges ovan foreslas Datainspektionen kunna meddela forbud enligt 44 §
eller 45 § forsta stycket personuppgiftslagen. Darmed bor &ven en
hanvisning till 51 § forsta stycket goras.

Utredningen foreslar att utlanningsdatalagen ska hanvisa dven till 51 §
andra stycket som anger att Datainspektionen far bestimma att dess
beslut ska gélla aven om det 6verklagas. Det finns skal som talar bade for
och mot en sadan hanvisning. Systematiska skal talar for att regleringen
bor utformas pa samma satt, oavsett vem beslutet galler.
Verksamhetsskal talar dock mot inforandet av en saddan mdjlighet. Vid
inforandet av polisdatalagen gjordes bedémningen att Datainspektionen
inte borde ges mdjlighet att meddela interimistiska beslut i dessa fall
(prop. 2009/10:85 s. 91). Det finns inte skal att g6éra nagon annan
beddmning nér det géller de myndigheter som bedriver verksamhet enligt
utlannings- och medborgarskapslagstiftningen. Négon hénvisning till
51 § andra stycket bor darfor inte goras.

En myndighets beslut om information, réttelse och underréttelse till
tredje man om rattelsedtgarder, information om automatiserade beslut
och allméanna upplysningar om pagaende behandlingar far enligt 52 §
forsta  stycket  personuppgiftslagen  dverklagas hos  allmén
forvaltningsdomstol. Andra beslut enligt personuppgiftslagen far enligt
53 § inte Overklagas. Provningstillstand kravs vid Gverklagande till
kammarratten. | forarbetena till dessa bestammelser anges att det efter
inforandet av en bestammelse om o6verklagande i personuppgiftslagen
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registerforfattningar, som hénvisar till personuppgiftslagen (se prop.
2005/06:173 s. 53). Utlanningsdatalagen bor séledes inte innehalla nagon
séarskild bestammelse om &verklagande, utan endast en hanvisning till
personuppgiftslagens bestammelser om &verklagande.

6.7 Personuppgiftsansvar

Regeringens forslag: Den myndighet som utfér en behandling av
personuppgifter ska vara personuppgiftsansvarig foér behandlingen.
Migrationsverket ska dock dven vara personuppgiftsansvarigt for
utlandsmyndigheternas automatiserade personuppgiftsbehandling.

Migrationsverket och Polismyndigheten ska vara skyldiga att utse
ett eller flera personuppgiftsombud.

Den personuppgiftsansvarige ska anmala till Datainspektionen nar
ett personuppgiftsombud utses eller entledigas.

Utredningens forslag dverensstammer med regeringens. Utredningen
foreslar dock en annorlunda spraklig utformning av bestammelsen.

Remissinstanserna: De flesta remissinstanser antingen tillstyrker
forslaget eller lamnar det utan invandningar. Datainspektionen anser att
utlandsmyndigheterna sjélva ska vara personuppgiftsansvariga for sin
personuppgiftshehandling och att de i konsekvens med det ska vara
skyldiga att anméla ett personuppgiftsombud. Inspektionen anser vidare
att det bor klargéras hur en anmalan till inspektionen ska ske. Aven
Uppsala universitet (Juridiska fakultetsndmnden) anser att det inte &r
lampligt att  Migrationsverket & personuppgiftsansvarigt ~ for
utlandsmyndigheternas personuppgiftsbehandling.

Skalen for regeringens forslag
Vem ska vara personuppgiftsansvarig?

Enligt 3 § personuppgiftslagen (1998:204) ar personuppgiftsansvarig den
som ensam eller tillsammans med andra bestammer &ndamalet och
medlen for behandlingen av personuppgifter.

I 2 § forordningen om behandling av personuppgifter i verksamhet
enligt utldnnings- och medborgarskapslagstiftningen anges att
Migrationsverket &r personuppgiftsansvarigt for den behandling av
personuppgifter som verket utfér. Verket &r &ven personuppgiftsansvarigt
for den behandling som en utlandsmyndighet utfér. Polismyndigheten ar
personuppgiftsansvarig for den behandling som myndigheten utfor.

Som utredningen foreslar bor som  huvudregel galla i
utlanningsdatalagen att den som utfor sjalva behandlingen ocksa ska ha
personuppgiftsansvaret. Saledes  bor  Migrationsverket  och
Polismyndigheten dven fortsattningsvis vara personuppgiftsansvariga for
den behandling som respektive myndighet utfor. Fragan ar da vad som
ska galla for den personuppgiftsbehandling som sker vid
utlandsmyndigheterna och som Migrationsverket enligt géallande ordning
ar personuppgiftsansvarigt for.
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Som utredningen anser finns det skl som talar bade fér och mot att
behadlla nuvarande ordning. Avgorande bor enligt utredningens
bedémning bli vilken mdjlighet Migrationsverket har att utéva kontroll
och inflytande over utlandsmyndigheternas personuppgiftsbehandling,
till exempel nar det galler sékerheten vid personuppgiftsbehandlingen.
Som skal som talar mot nuvarande ordning pekar utredningen pa att det
ar  Utrikesdepartementet som dger och ar ansvarigt for
utlandsmyndigheternas lokaler och har ansvar fér deras externa avtal.

Migrationsverket och utlandsmyndigheterna ingadr inte i nagon
gemensam myndighetsorganisation och Migrationsverket har inte en
overordnad roll i forhallande till utlandsmyndigheterna. Eftersom

utlandsmyndigheterna & understéllda  Utrikesdepartementet torde
departementet ha battre mdjligheter dn Migrationsverket till faktisk
kontroll och inflytande 6ver verksamheten. Aven Datainspektionen och
Uppsala universitet anser att dessa omstandigheter talar mot att lata
personuppgiftsansvaret  for  utlandsmyndigheternas  automatiserade
behandling stanna hos Migrationsverket.

Vad som enligt utredningen talar for att nuvarande ordning bor besta ar
att det &r Migrationsverket som ar tekniskt ansvarigt for de datasystem
som utlandsmyndigheterna anvénder vid handlaggning av sina
viseringsarenden och olika tillstindsarenden. Utredningen pekar vidare
pa att behorigheten till datasystemen Wilma och W2 styrs av
Migrationsverket och att uppgifterna hiamtas fran CUD. Enligt
utredningen har inget annat framkommit &n att nuvarande ordning har
fungerat relativt val. Vidare underlattar det fér den enskilde om
personuppgiftsansvaret &r samlat hos en myndighet.

Vid en sammanvdgd bedomning stannar utredningen for att
Migrationsverket ~ &ven i  fortsattningen  bor  ansvara  for
utlandsmyndigheternas behandling av personuppgiftsbehandling enligt
utlannings- och medborgarskapslagstiftningen, men att ansvaret bor
begransas till utlandsmyndigheternas automatiserade behandling,
eftersom det ar sddan behandling som Migrationsverket har méjlighet att
utéva kontroll dver. Personuppgiftsansvaret for manuell behandling av
personuppgifter i register bor i stallet ligga pa utlandsmyndigheterna.
Regeringen kan i och for sig instdmma i Datainspektionens uppfattning
att det forhallandet att Migrationsverket ar tekniskt ansvarig for systemen
inte  bor vara avgérande for frdgan om placeringen av
personuppgiftsansvaret. | stallet vdger det tyngre att Migrationsverket
redan i dag, enligt 2 § forsta stycket forordningen (2001:720) om
behandling av personuppgifter i verksamhet enligt utl&nnings- och
medborgarskapslagstiftningen, ar ansvarigt for utlandsmyndigheternas
personuppgiftsbehandling. Regeringen tar vidare fasta pd utredningens
beddémning att den nuvarande ordningen har fungerat tillfredsstallande.
Mot den bakgrunden finns det inte tillrdckliga skal att nu forandra
placeringen av personuppgiftsansvaret i denna del. Regeringen foreslar
alltsa, liksom utredningen, att Migrationsverket alltjamt ska vara
ansvarigt aven for utlandsmyndigheternas automatiserade behandling av
personuppgifter.



Ska ett personuppgiftsombud utses?

Med héansyn till omfattningen av personuppgiftsbehandlingen och typen
av uppgifter som behandlas inom verksamhet inom utl&nnings- och
medborgarskapslagstiftningen anser regeringen, liksom utredningen, att
det &r lampligt att de personuppgiftsansvariga myndigheterna &r skyldiga
att var for sig utse personuppgiftsombud. Att en myndighet utser ett
personuppgiftsombud innebér att det finns en person som har ansvar for
granskning och kontroll av den egna myndighetens verksamhet och for
att behandlingen ar laglig och korrekt. Det underlattar vidare for de
enskilda som vill kontakta myndigheten i frdgor som ror
personuppgiftsbehandling att ha en sérskild person att vanda sig till.
Migrationsverket och Polismyndigheten bér darfor vara skyldiga att utse
ett eller flera personuppgiftsombud och anméla dessa till
Datainspektionen. Eftersom utlanningsdatalagen foreslas innehélla en
sarbestimmelse om skyldigheten att utse personuppgiftsombud och
anméla dessa till Datainspektionen foreslas ingen hanvisning i lagen till
36 § andra stycket personuppgiftslagen, som behandlar anmélan m.m. av
personuppgiftsombud. Av detta foljer att Datainspektionens foreskrifter
pa omradet inte ar direkt tillampliga for de myndigheter som omfattas av
utldnningsdatalagen. Det &r en ordning som galler dven i polisdatalagen
(2010:361) och i den nya aklagardatalagen (2015:433). Det framstar
dock trots det som naturligt att myndigheterna utformar sina anmalningar
pa ett satt som foljer Datainspektionens anvisningar.

Nar det géller utlandsmyndigheterna instdmmer regeringen i
utredningens beddmning att det bor vara frivilligt for dessa myndigheter
att avgora om de vill ha ett personuppgiftsombud.

6.8 Allméant om andamal
for personuppgiftsbehandling

Regeringens forslag: | utlanningsdatalagen ska det anges for vilka
andamal behandling av personuppgifter far forekomma. Andamalen
ska delas in i primdra och sekundara. De primara andamalen avser
behandling av personuppgifter for att tillgodose de behov som finns
hos de myndigheter som bedriver verksamhet enligt utlannings- och
medborgarskapslagstiftningen. Dessa andamal ska vara uttommande
angivna i lagen. De sekundidra andamalen ska avse behandling for
olika typer av utlamnande av personuppgifter. | fraga om behandling
av personuppgifter for andra sekundara andamal an de som anges i
lagen ska den s.k. finalitetsprincipen tillimpas. En generell
forutsattning ska vara att personuppgiftsbehandling endast far ske om
det behovs for att uppnd de primdra andamalen och om det ar
nodvandigt for de sekundara andamalen.

Utredningens forslag dverensstdammer i huvudsak med regeringens.
Utredningen foreslar bade for de primara och sekundira dndamalen att
personuppgiftsbehandling endast ska fa ske om det ar nodvandigt for
andamalen.
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Remissinstanserna: De flesta remissinstanser antingen tillstyrker
forslaget eller l&mnar det utan invéndningar. Pensionsmyndigheten
forordar att det, i enlighet med vad som foreslds i
Informationshanteringsutredningens slutbetdnkande Myndighetsdatalag
(SOU 2015:39), inte ska finnas ndgon begransning i lagen av for vilka
andamal personuppgifter far behandlas. | stéllet bor det vara den person-
uppgiftsansvariga myndigheten som inom ramen for sitt uppdrag
narmare ska fa specificera for vilket eller vilka andamél personuppgifter
behandlas i verksamheten.

Datainspektionen  ifragasatter om  utredningens forslag till
andamalsbestammelser uppfyller kraven pa att personuppgifter endast far
samlas in for specifika och legitima &ndamal och att de inte far anvandas
pa ett satt som ar oforenligt med dessa andamal. Sveriges
advokatsamfund invander generellt att de &ndamal som foreslas i
utlanningsdatalagen ar alltfor oprecisa och vida.

Kammarratten i Stockholm foérordar att nddvandighetskravet i
andamalsbestammelserna ersatts med ett behovskrav.

Skalen foér regeringens forslag
Andamalsbestammelsernas utformning

Personuppgiftslagens (1998:204) regelverk har till syfte att skydda
manniskor mot att deras personliga integritet kranks genom behandling
av personuppgifter. 1 9 § personuppgiftslagen anges vissa grundldggande
krav som den personuppgiftsansvarige maste leva upp till vid behandling
av personuppgifter. Enligt forsta stycket ¢ far personuppgifter samlas in
bara for sarskilda, uttryckligt angivna och beréttigade dndamal. | forsta
stycket d anges den s.k. finalitetsprincipen enligt vilken personuppgifter
inte far behandlas fér ndgot andamél som ar oférenligt med det for vilket
uppgifterna samlades in. Bestdmmelserna innebédr bland annat att den
personuppgiftsansvariga redan vid insamlingen av uppgifterna maste
bestamma for vilket eller vilka andamal insamlingen sker. De innebér
ocksa att vidarelamning av uppgifter maste foregas av en prévning av om
mottagarens dndamal ar oférenligt med de ursprungliga andamalen eller
inte.

I avsnitt 6.6.2 foreslar regeringen att utlanningsdatalagen ska innehalla
en hanvisning till 9 § personuppgiftslagen. En generell ram for hur
personuppgifter far samlas in och vidarebehandlas kommer darfor att
gélla for de myndigheter som ska tillampa utlanningsdatalagen.

I likhet med t.ex. polisdatalagen (2010:361) bér utlanningsdatalagen
dessutom innehalla en mer verksamhetsanpassad ram i form av specifika
verksamhetsbestammelser som slar fast for vilka andamal
personuppgifter ska kunna behandlas i den verksamhet som lagen
omfattar. Sadana &ndamalsbestammelser & av central betydelse for
skyddet for den personliga integriteten. Andamalsbestimmelserna
definierar vilka uppgifter som far behandlas och hur uppgifterna far
behandlas. Andaméalsbestimmelserna ska ocksd garantera att en
personuppgift endast behandlas om det & motiverat och nddvandigt.
Bestamda  dndamal  begrdnsar den  personuppgiftsansvariges
handlingsfrihet, vilket ger ett skydd for den enskildes personliga
integritet.



Det &r vanligt att man i forfattningar som reglerar myndigheters
personuppgiftsbehandling delar upp dndamalen med behandlingen av
personuppgifter i primara och sekundara. De primara d&ndamalen avser
att tillgodose de behov som finns att behandla personuppgifter i de
berérda myndigheternas egen verksamhet. De sekunddra &ndamalen
reglerar i vilken utstrackning personuppgifter, som myndigheten samlat
in for ett primart &ndamal, far behandlas for att lamnas ut till enskilda
eller till andra myndigheter i syfte att tillgodose deras behov.

Det finns olika satt att utforma &ndamalsregleringen i en
registerforfattning. Ett sitt dr att uttdmmande ange de andamal for vilken
behandling far ske, bade primara och sekundara. Ett annat satt ar att de i
lagen angivna andamalen kompletteras med en mojlighet att behandla
uppgifter aven for andamal som inte ar oférenliga med for vilka
uppgifterna samlades in, i enlighet med finalitetsprincipen.

I exempelvis polisdatalagen har den senare typen av reglering valts.
Lagen innehaller en uttémmande upprakning av de primara andamélen,
medan upprakningen av de sekundara andamélen inte ar uttbmmande
utan i stallet begransas av finalitetsprincipen. Utredningen foreslar att
aven utlanningsdatalagen ska utformas pé detta satt. Regeringen ansluter
sig till den beddmningen. Som Pensionsmyndigheten anfor foreslas i
Informationshanteringsutredningens slutbetdnkande Myndighetsdatalag
att nadgon begransning av for vilka andamal myndigheterna far behandla
personuppgifter inte ska inféras i den foreslagna generella
myndighetsdatalagen (SOU 2015:39 s. 277 f.). Beténkandet bereds nu i
Regeringskansliet. Regeringen anser att det for ndrvarande inte &r
lampligt att foregripa den beredningen genom att redan nu avvika fran en
I6sning som har sin forebild i flera moderna registerforfattningar, sdsom
polisdatalagen och den av riksdagen nyligen beslutade &klagardatalagen
(2015:433).

I avsnitt 6.9 behandlas vilka de priméra respektive sekundéra
andamalen bor vara vid myndigheternas behandling av personuppgifter i
verksamhet enligt utldnnings- och medborgarskapslagstiftningen. Som
utredningen foreslar bor de priméra och sekundéara andamalen redovisas i
skilda paragrafer i utlanningsdatalagen. Datainspektionen och Sveriges
advokatsamfund invander generellt att de foreslagna andamalen &r alltfor
vida och anser att det kan ifrdgasittas om de foreslagna
andamalshestammelserna uppfyller kraven pd att personuppgifter endast
far samlas in for specifika och legitima &ndamél och att de inte far
anvandas pa ett satt som &r oforenligt med dessa d&ndamal.

For regeringens del &r det avgorande att verksamheten inom
utlannings- och medborgarskapslagstiftningen bestdr av  manga
sinsemellan olika uppgifter for myndigheterna. Det innebér att det &r en
utmaning att hitta en optimal balans mellan verksamhetsintressen och
integritetsskyddsintressen. 1 och med att i stort sett all
informationshantering inom verksamheten sker med stdd av datorer och
att informationen i stor utstrackning innehaller personuppgifter skulle en
alltfor  detaljerad och begransande reglering kunna férsamra
myndigheternas forutsattningar att uppfylla de krav som lagstiftningen
stéller pa dem. Utredningens forslag till andamalshestammelser bygger i
allt vasentligt pa vad som hittills gallt enligt férordningen (2001:720) om
behandling av personuppgifter i verksamhet enligt utl&nnings- och
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medborgarskapslagstiftningen. Enligt regeringens mening innebér
forslaget en tillrackligt vid, men samtidigt ocksa tillrackligt precis
reglering for att intresset av att myndigheternas verksamhet ska kunna
bedrivas pa ett andamalsenligt satt ska vara balanserat mot behovet av att
varna de enskildas integritet.

Kammarratten i Stockholm forordar att utldnningsdatalagens
andamélsregler ska innehélla ett behovskrav i stillet for det av
utredningen foreslagna nédvandighetskravet. Nar det géller de priméara
andamalen skulle en sadan lésning innebara att terminologin i
utlanningsdatalagen dverensstdammer med vad som géller enligt
polisdatalagen. Regeringen anser att en sadan losning ar andamalsenlig.
For de primara &ndamalen foreslar regeringen darfor —att
personuppgiftsbehandling ska fa ske om det behdvs for de i
utlanningsdatalagen foreslagna andamalen. Nar det géller de sekundéara
andamélen bor dock utredningens forslag till formulering véljas. Som
framgar av avsnitt 6.3 foreslas att utlanningsdatalagens regler ska
tillimpas av Polismyndigheten ndar myndigheten bedriver verksamhet
enligt utlannings- och medborgarskapslagstiftningen. Det &r under
sddana omstandigheter naturligt att valja samma uttryckssatt som galler
enligt polisdatalagen for de sekundéra d&ndamalen.

Det bor dock betonas att syftet med de olika sétten att uttrycka
begransningen i allt vasentligt &r detsamma. Avsikten &r att betona att
behandling av uppgifter inte far ske slentrianmassigt och att en
bedémning av behovet eller nddvandigheten maste goras innan en
behandling pabarjas.

6.9 For vilka andamal ska personuppgifter
fa behandlas?

6.9.1 Handlaggning av éarenden

Regeringens forslag: Personuppgifter ska fa behandlas i
Migrationsverkets, Polismyndighetens och utlandsmyndigheternas
verksamhet enligt utl&nnings- och medborgarskapslagstiftningen om
det behovs for handlaggningen av arenden eller en myndighets bitrade
i sddana drenden.

Utredningens forslag éverensstdammer i huvudsak med regeringens.
Utredningen foreslar ett nddvandighetskrav i stallet for ett behovskrav.

Remissinstanserna: Remissinstanserna antingen tillstyrker forslaget
eller [&mnar det utan invéndningar. Kammarrétten i Stockholm forordar
dock att nodvandighetskravet i andamalsbestammelserna ersétts med ett
behovskrav.

Skalen for regeringens forslag: En stor del av den
personuppgiftsbehandling som sker i dag utférs vid myndigheternas
handlaggning av arenden enligt utlannings- och
medborgarskapslagstiftningen. Som utredningen lyfter fram maste
myndigheterna kunna inhamta, ta emot, lagra och pa andra satt behandla
personuppgifter i samband med att de fullgér de uppgifter som de ska
skota enligt olika forfattningshestammelser. Ett primart andamal for
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foreslar, vara om det behovs for handlaggning av arenden eller en
myndighets bitrade i sddana arenden.

Begreppet handlaggning bor ges en vid tolkning och innefatta alla
moment som kan bli aktuella vid handlaggningen av ett drende. Till
exempel bor dndamalet omfatta Migrationsverkets behandling av
personuppgifter i samband med mottagande, registrering och beredning
av arenden, forordnande av offentligt bitrdde, kommunikation med
parter, kommunikation med andra tjanstemédn inom samma myndighet
med anledning av drendet samt uppréttande och meddelande av beslut.

Andamalet bor aven omfatta Polismyndighetens
personuppgiftsbehandling i kontroll- och verkstallighetsarenden. Till
sadan verksamhet hor till exempel att Polismyndigheten pa elektronisk
vag far tips om var personer som ska utvisas befinner sig eller att
myndigheten sjalv anvander sig av automatiserad behandling i syfte att
identifiera och hitta personer vars beslut om avlédgsnande
Polismyndigheten ska verkstélla. Aven den personuppgiftsbehandling
som utférs i samband med Polismyndighetens verkstillande av
Migrationsverkets beslut om forvar bor falla under detta dndamal.
Andamalet bér slutligen ge stod for utlandsmyndigheternas
personuppgiftsbehandling i den medverkan med utredning i
Migrationsverkets, Polismyndighetens och Sékerhetspolisens
handlaggning av utldnnings- och medborgarskapsérenden som sker med
stod av 3 kap. 9 § forordningen (2014:115) med instruktion for
utrikesrepresentationen.

Andamalet bor tolkas s& att det ger stod &t att personuppgifter som
samlats in for ett visst arende behandlas i ett senare arende som ror
samma person eller i ett &rende som ror en annan person men dar den
registrerade forekommer som till exempel anhérig.

Som konstateras i avsnitt 6.8 bor de primara dndamalshestimmelserna
innehélla ett behovskrav i stallet for ett nédvandighetskrav.

6.9.2 Kontroll av utlanningar

Regeringens forslag: Personuppgifter ska fa behandlas i
Migrationsverkets, Polismyndighetens och utlandsmyndigheternas
verksamhet enligt utlannings- och medborgarskapslagstiftningen om
det behdvs for kontroll av utldnningar i samband med inresa och
utresa samt kontroll under vistelsen i Sverige.

Utredningens forslag dverensstdmmer i huvudsak med regeringens.
Utredningen foreslar ett nddvandighetskrav i stallet for ett behovskrav.

Remissinstanserna: Remissinstanserna antingen tillstyrker forslaget
eller l&mnar det utan invandningar. Kammarratten i Stockholm férordar
att nodvandighetskravet i andamalsbestimmelserna ersatts med ett
behovskrav.

Skalen for regeringens forslag: Polismyndigheten har behov av att
utféra personuppgiftsbehandling i samband med yttre granskontroll och
inre utlanningskontroll. Migrationsverket kan ocksa medverka vid sadan
kontrollverksamhet. Den yttre gréanskontroll och inre utlanningskontroll
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som Polismyndigheten bedriver kan ha brottsbekdmpande syfte, till
exempel att upptacka gransoverskridande brottslighet. | sadana fall
regleras personuppgiftsbehandlingen i stillet av polisdatalagen
(2010:361). | andra fall & andamalet att kontrollera den inresandes
identitet och att kontrollera att han eller hon uppfyller de formella och
materiella kraven enligt utlanningslagen for ratt till inresa och vistelse i
Sverige. | sadana fall bor personuppgiftsbehandlingen regleras av
utlanningsdatalagen. Det bor séledes finnas en bestimmelse av vilken det
framgar att behandling av personuppgifter ar tillaten vid yttre
granskontroll och inre utlanningskontroll, dvs. kontroll av utldnning i
samband med inresa, utresa och kontroll under vistelsen i Sverige. Aven
detta &ndamal bor vara primart.

Som konstateras i avsnitt 6.8 bor de priméra andamalshestammelserna
innehalla ett behovskrav i stéllet for ett nodvandighetskrav.

6.9.3 Utférande av arbetsuppgifter som galler
mottagande och bosattning av asylsékande
och andra utlanningar

Regeringens forslag: Personuppgifter ska fa behandlas i
Migrationsverkets, Polismyndighetens och utlandsmyndigheternas
verksamhet enligt utldnnings- och medborgarskapslagstiftningen om
det behovs for att utféra arbetsuppgifter som galler mottagande och
bosattning av asylsokande och andra utlanningar.

Utredningens forslag dverensstimmer i huvudsak med regeringens.
Utredningen foreslar ett nodvandighetskrav i stallet for ett behovskrav.

Remissinstanserna: Remissinstanserna antingen tillstyrker forslaget
eller [&mnar det utan invéndningar. Kammarrétten i Stockholm forordar
att nodvandighetskravet i adndamalshestimmelserna ersitts med ett
behovskrav.

Skalen for regeringens forslag: Migrationsverket har ett omfattande
ansvar nar det galler mottagande och bosattning av asylsdkande och
andra utlanningar. Séarskilda bestdmmelser om detta finns bl.a. i lagen
(1994:137) om mottagande av asylsokande m.fl. En sérskild
bestammelse som tar sikte pa behandling av uppgifter for mottagande
och bosattning av asylsékande och andra utlanningar bor darfér inforas.
Andamalet mojliggér personuppgiftsbehandling hos Migrationsverket
som avser ombesdrjandet av boende och sysselsattning for asylsékande
och andra utlanningar, men som inte direkt utfors inom ramen for ett
enskilt drende. Som exempel kan ndmnas myndighetens kontakter med
arbetsgivare och andra myndigheter for att ordna praktikplats at en
asylsokande. Inom ramen for det nu foreslagna dndamélet faller ocksa
myndighetens arbete med att ta emot kvotflyktingar. Kvotflyktingar ar de
flyktingar som FN:s flyktingorgan UNHCR beviljat flyktingstatus och
som kommer till Sverige fran nagot av FN:s flyktinglager.
Migrationsverket har ansvar for att avgora vilka personer som ska tas ut.
Denna verksamhet innefattar praktiskt arbete med mottagande och
boséttning i vilken en stor mangd personuppgifter behandlas.



Det torde som utredningen framhaller mycket sallan bli aktuellt for
Polismyndigheten  eller  utlandsmyndigheterna  att  behandla
personuppgifter for det nu foreslagna dndamalet. Skulle ett sédant behov
uppkomma bor dock lagstiftningen utformas sa att den inte lagga hinder i
vagen for nodvandig personuppgiftsbehandling. Aven Polismyndigheten
och utlandsmyndigheterna bor darfor omfattas av bestammelsen.

Som konstateras i avsnitt 6.8 bor de primara andamalshestammelserna
innehélla ett behovskrav i stallet for ett nodvandighetskrav.

6.9.4 Tillsyn m.m.

Regeringens forslag: Personuppgifter ska fa behandlas i
Migrationsverkets, Polismyndighetens och utlandsmyndigheternas
verksamhet enligt utlannings- och medborgarskapslagstiftningen om
det behdvs for att myndigheterna ska kunna framstélla statistik och
bedriva testverksamhet.

Regeringens beddmning: Det behdvs inte nagot sarskilt d&ndamal
som reglerar myndigheternas mojlighet att behandla personuppgifter
for att kunna utfora tillsyn, kontroll, uppféljning eller planering av
verksamheten.

Utredningens forslag dverensstdammer delvis med regeringens forslag
och bedémning. Utredningen foreslar att &ven majligheten att behandla
personuppgifter for att kunna utfora tillsyn, kontroll, uppféljning eller
planering av  verksamheten ska regleras av en  sérskild
andamalshestammelse. Utredningen foreslar vidare ett
nodvandighetskrav i stéllet for ett behovskrav.

Remissinstanserna: Remissinstanserna antingen tillstyrker forslaget
eller lamnar det utan invandningar. Kammarratten i Stockholm férordar
att nodvandighetskravet i andamalsbestimmelserna ersatts med ett
behovskrav. Polismyndigheten anser att utredningens forslag om en
sarskild andamalsbestammelse for tillsyn m.m. véacker fragor om néar
behov av behandling for motsvarande &ndamal finns inom
polisdatalagens tillampningsomrade.

Skalen for regeringens forslag och beddémning: Liksom andra
myndigheter, har de myndigheter som bedriver verksamhet enligt
utldnnings- och medborgarskapslagstiftningen ett behov av att behandla
uppgifter inom verksamheten for att utéva tillsyn, kontroll, uppféljning
och planering av verksamheten och for att kunna framstélla statistik.
Myndigheterna kan t.ex. behdva behandla personuppgifter for tillsyn av
handl&ggningen av enskilda drenden eller kontroll av delar av eller hela
verksamheten. Behov finns ocksd av personuppgiftsbehandling for
utvardering och planering av verksamheten pa olika nivaer. Det kan till
exempel réra sig om utvardering av en viss del av verksamheten genom
framstallning av  statistik med  hjalp av  uppgifter fran
arendehanteringssystemet.  Enligt  forordningen  (2007:996) med
instruktion for Migrationsverket, ska verket fora register och statistik
Over utlanningar i landet i den utstrackning som behdvs for
verksamheten. Migrationsverket framstéller &ven statistik till externa
mottagare sdsom riksdagen, Regeringskansliet, fackforbund, Eurostat och
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UNHCR. Myndigheterna har ocksa ofta behov av att kunna anvénda
personuppgifter i testverksamhet, t.ex. for att kontrollera att it-systemen
fungerar pa ett effektivt och rattssakert satt eller vid introducerandet av
ny teknisk utrustning eller datasystem. Manga ganger kravs sadana tester
for att t.ex. Migrationsverket ska kunna delta i det europeiska samarbetet.

Utredningen foreslar att myndigheternas behov av att behandla
personuppgifter for tillsyn, kontroll, uppféljning, planering av
verksamheten, framstallning av statistik och i testverksamhet ska regleras
i en sarskild andamalsbestammelse som uttryckligen tar sikte pa dessa
aktiviteter. | denna del gor regeringen foljande Gvervdganden. Nar det
forst galler tillsyn, kontroll och uppféljning och planering av
verksamheten uttalade Lagradet i lagstiftningsarendet om behandling av
personuppgifter i Tullverkets brottsbekdmpande verksamhet att en
andamalsbestammelse som tar sikte pad planering, uppféljning och
utvardering av verksamheten var obehovlig (prop. 2004/05:164 s. 179).
Lagradet anség att sddan verksamhet ar en integrerad del av sjélva
verksamheten och inte nagon fristdende aktivitet som behéver regleras
sarskilt. Nagon motsvarande bestammelse har av det skilet inte inforts i
polisdatalagen (2010:361) (se prop. 2009/10:85 s. 116) eller i den nya
aklagardatalagen (2015:433) (se prop. 2014/15:63 s. 141), som trader i
kraft den 1 januari 2016. Regeringen instdimmer i utredningens
standpunkt att det ar angeldget att  utlanningsdatalagens
andamalshestammelser ar sa tydliga som mojligt. Samtidigt finns det
intresse av att myndigheternas personuppgiftshanteringsregler utformas
pa ett enhetligt satt. Mot denna bakgrund anser regeringen att det inte
finns tillrackliga skal att gdra en annan beddmning av hur det
grundladggande regelverket bor utformas nér det géller verksamhet enligt
utlannings- och medborgarskapslagstiftningen. Regeringen foreslar
darfor inte heller i utlanningsdatalagen négot sérskilt &ndamal som avser
tillsyn, kontroll, uppféljning eller planering av verksamheten.

Néar det sedan galler behandling av personuppgifter for att framstalla
statistik och bedriva testverksamhet kan det visserligen hdvdas att &ven
sadan verksamhet manga ganger maste anses ha ett sddant samband med
verksamheten i Ovrigt att den inte skulle behdva regleras i en sérskild
andamalsbestammelse. Betraffande just testverksamhet inom ramen for
utlannings- och medborgarskapslagstiftningen har dock regeringen
nyligen gjort beddmningen att det bor inféras en sérskild
andamalsbestammelse som reglerar den sortens verksamhet i
forordningen om behandling av personuppgifter i verksamhet enligt
utlannings- och medborgarskapslagstiftningen (se &ndringar i 3 och 9 §§
som infordes genom SFS 2015:310). Né&r det géller framstéllning av
statistik delar regeringen utredningens beddmning att det av
tydlighetsskal ar lampligt att framstallning av statistik sarskilt omnadmns i
andamalsbestammelsen. Harigenom klargérs att personuppgifter far
behandlas for statistikindamal oavsett om det handlar om att tillgodose
den egna myndighetens behov eller om att framstélla statistik fér att
kunna lamna 6ver den till andra myndigheter. Mot denna bakgrund bor
det alltsd i utlanningsdatalagen inforas sérskilda andamalsbestammelser
som avser framstéllning av statistik och testverksamhet.

Som konstateras i avsnitt 6.8 bor de primara andamalshestammelserna
innehalla ett behovskrav i stéllet for ett nodvandighetskrav.



6.9.5 Registrering och annan dokumentationsskyldighet ~Prop. 2015/16:65

Regeringens forslag: Personuppgifter ska fa behandlas i
Migrationsverkets, Polismyndighetens och utlandsmyndigheternas
verksamhet enligt utlannings- och medborgarskapslagstiftningen om
det behdvs for registrering och annan dokumentationsskyldighet.

Utredningens forslag Overensstimmer i huvudsak med regeringens.
Utredningen foreslar ett nddvandighetskrav i stallet for ett behovskrav.

Remissinstanserna: Remissinstanserna antingen tillstyrker forslaget
eller lamnar det utan invandningar. Kammarratten i Stockholm férordar
att nodvandighetskravet i adndamalsbestimmelserna ersatts med ett
behovskrav.

Skélen for regeringens forslag: Viss personuppgiftsbehandling ar
nodvandig utan att den kan sdgas direkt rora den konkreta
karnverksamheten enligt utl&nnings- och medborgarskapslagstiftningen.
Till myndigheterna lamnas av olika anledningar uppgifter, daribland
personuppgifter, som inte har betydelse for myndighetens handlédggning
eller bedémning av ett visst &rende. Det finns bestdmmelser som medfor
skyldighet for den mottagande myndigheten att behandla inkommande
personuppgifter, oavsett om de &r nddvandiga for myndighetens
verksamhet eller inte. De inlamnande uppgifterna kan till exempel utgéra
en del av en allmén handling i tryckfrihetsférordningens mening. Enligt
5kap. 1 8§ offentlighets- och sekretesslagen (2009:400) galler som
huvudregel att allménna handlingar som kommit in till en myndighet ska
registreras, dvs. diarieforas, sa snart som mojligt. 1 5 kap. 2 § samma lag
uppstalls vissa minimikrav betraffande uppgifterna i ett sadant register.
Av registret ska bland annat framga uppgifter om handlingens avsandare
eller mottagare och i korthet vad handlingen ror. | forvaltningslagen
(1986:223) finns vissa regler om anteckningsskyldighet, parts ratt att ta
del av det som tillforts &rendet och kommunikationsplikt. Vidare &r en
myndighet enligt 5 § andra stycket forvaltningslagen skyldig att se till att
det & mojligt for enskilda att kontakta myndigheten med hjélp av bl.a. e-
post och att svar kan lamnas pad samma sitt. Dessa bestimmelser kan
innebara att personuppgifter maste behandlas.

Eftersom de primdra d&ndamalen bor regleras uttdmmande behdvs det,
som utredningen foreslar, en dndamalsbestimmelse som tar sikte pé
myndigheternas skyldighet att registrera och pa annat satt dokumentera
personuppgifter som kommer in till myndigheterna.

Som konstateras i avsnitt 6.8 bor de primara dndamalshestammelserna
innehélla ett behovskrav i stallet for ett nodvandighetskrav.

6.9.6 Atersokning av avgoranden, rattsutredningar,
annan rattslig information m.m.

Regeringens forslag: Personuppgifter ska fa behandlas hos
Migrationsverket i  verksamhet  enligt  utldnnings-  och
medborgarskapslagstiftningen om det behdvs for atersokning av
avgoranden, rattsutredningar och annan réttslig information eller
information som ror forhallanden i andra lander.
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Utredningens forslag éverensstdammer i huvudsak med regeringens.
Utredningen foreslar ett nddvandighetskrav i stallet for ett behovskrav.

Remissinstanserna: De flesta remissinstanser antingen godtar
forslaget eller 1amnar det utan invandningar. Kammarratten i Stockholm
forordar att nddvandighetskravet i &ndamalsbestimmelserna ersatts med
ett behovskrav. Datainspektionen anser inte att det bor vara tillatet
behandla personuppgifter som direkt pekar ut den enskilde.

Skalen for regeringens forslag: Enligt 8 § i den nu gallande
férordningen (2001:720) om behandling av personuppgifter i verksamhet
enligt utlannings- och medborgarskapslagstiftningen far
Migrationsverket fora automatiserade register for atersokning av
véagledande avgoranden, rattsutredningar och liknande réttslig
information. Verket far enligt 12 § vidare fora ett register for atersokning
av information som lamnats rorande forhallanden i andra lander.

For Migrationsverket ar tillgdngen till aktuell rattspraxis och
uppdaterad information om lander nddvéndig for att myndigheten ska
kunna fatta korrekta beslut i enlighet med géallande praxis och i dvrigt
bedriva verksamheten s effektivt och rattssakert som mdojligt.
Tjansteman och beslutsfattare pd Migrationsverket bor darfor, som
utredningen foreslar, dven i fortsattningen ha majlighet att behandla
personuppgifter for dndamalet att soka avgoéranden, rattsutredningar,
annan rattslig information samt information som ror forhallanden i andra
lander.

I dag ar mojligheten att behandla personuppgifter for detta d&ndamal
begransad pa sd sitt att informationssamlingen inte far innehalla
uppgifter som direkt pekar ut den enskilde. Utredningen foreslar att den
begrénsningen inte ska foras &ver till utldnningsdatalagen. Enligt
utredningen innebdr i stallet det generella kravet pa att behandlingen ska
vara nodvandig samt den foreslagna hénvisningen till bestimmelserna i
9 § forsta stycket e och f personuppgiftslagen (1998:204) en tillracklig
begransning. Enligt dessa bestammelser har den personuppgiftsansvarige
ett ansvar att se till att de personuppgifter som behandlas ar adekvata och
relevanta i forhallande till andamélen med behandlingen och att inte fler
personuppgifter behandlas &n vad som ar nédvandigt. Datainspektionen
motsétter sig forslaget, bl.a. eftersom det innebar att Migrationsverket,
till skillnad fran i dag, sjalvt kommer att kunna bedéma behovet av att ha
kvar direkt utpekande personuppgifter.

Som utredningen lyfter fram maste det generella kravet pa att
personuppgiftsbehandling bara ska fa ske om det behdvs med hansyn till
andamalet och de foreslagna hanvisningarna till 9 § forsta stycket e och f
personuppgiftslagen i de flesta fall anses innebéra att personuppgifter
maste avidentifieras eller i vart fall att uppgifter som direkt utpekar en
individ uteldmnas. Som Datainspektionen framfor blir konsekvensen av
utredningens forslag att Migrationsverket far en mojlighet som inte finns
i dag att bedoma om uppgifter som direkt pekar ut den enskilde ska fa
behandlas. Enligt regeringen kan dock en sadan utvidgning framsta som
rimlig. | rattsfallssamlingar &r identiteten pa en person oftast ovasentlig
for informationsvardet. Daremot kan det vara nédvandigt att behandla
titlar pd domar frdn exempelvis EU-domstolen och Europadomstolen
aven om de innehaller ett namn pa en person. Ett forbud att hantera
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hanteringen av sadana avgoranden. Det far forutsittas att
Migrationsverket hanterar mojligheten att behandla personuppgifter som
direkt pekar ut den registrerade med aterhallsamhet. | detta sammanhang
kan framhédllas att regeringen i avsnitt 6.6.2 foreslar att
utlanningsdatalagen ska héanvisa till vissa bestimmelser i
personuppgiftslagen som ror tillsynsmyndighetens befogenheter. Enligt
dessa bestdammelser kan Datainspektionen ingripa mot och foérbjuda
personuppgiftsbehandling som utférs av bla. Migrationsverket.
Sammanfattningsvis delar regeringen utredningens beddmning att
forbudet mot att behandla direkt utpekande uppgifter inte bor dverforas
till utldnningsdatalagen.

Som konstateras i avsnitt 6.8 bor de primara andamalshestammelserna
innehalla ett behovskrav i stéllet for ett nodvandighetskrav.

6.9.7 Behandling av uppgifter for att tillhandahalla
information till andra

Regeringens forslag: Personuppgifter som far behandlas i verksamhet
enligt utlannings- och medborgarskapslagstiftningen ska aven fa
behandlas nar det ar ngdvandigt for att tillhandahalla information till

— riksdagen eller regeringen,

— en annan myndighet eller en enskild,

— en utldndsk myndighet,

— ett EU-organ, eller

—en mellanfolklig organisation.

En forutsdttning ska vara att utlamnandet foljer av lag eller
forordning, av Sveriges medlemskap i EU, av en internationell
konvention som Sverige tilltratt eller enligt ett av riksdagen godként
avtal med frammande stat eller mellanfolklig organisation.

For att tillhandahalla information till andra for andra &ndamal &n de
ovan uppriknade ska uppgifter f& behandlas endast om det nya
andamélet i det enskilda fallet inte kan anses oférenligt med det
andamal som uppgifterna samlades in for.

Utredningens forslag dverensstdmmer i huvudsak med regeringens.
Utredningen foreslar dock inte att tillhandahallande av information till
riksdagen eller regeringen sarskilt ska anges i lagtexten.

Remissinstanserna: De flesta remissinstanser antingen godtar
forslaget eller [&mnar det utan invéndningar. Kammarrétten i Stockholm
forordar att nodvandighetskravet i andamalsbestimmelserna ersatts med
ett behovskrav. Polismyndigheten efterfrigar ytterligare ett sekundart
andamal som tilliter myndigheten att tillhandahalla uppgifter som
behandlas med stod av de primara dndamélsbestammelserna till den
brottsbekdmpande verksamheten inom Polismyndigheten.
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Skalen for regeringens forslag
Allmant

| avsnitten 6.9.1-6.9.6 redovisas vilka de primara &ndamalen bor vara. |
detta avsnitt diskuteras vilka sekunddra &ndamal som bor anges i
utlanningsdatalagen, dvs. i vilken man personuppgiftsbehandling ska fa
ske for att mota andras behov av uppgifter fran de myndigheter som
bedriver  verksamhet enligt utlannings- och medborgarskaps-
lagstiftningen. 1 och med att regleringen av de sekundara d&ndamalen inte
foreslas vara uttdmmande finns det dven ett visst utrymme for att
tillhandahalla uppgifter for andra d&ndamal &n de i lagen angivna, under
forutsattning att det nya andamalet inte kan anses oférenligt med
insamlingsandamalet (finalitetsprincipen).

Det bor betonas att uppgiftsutlimnande manga ganger kan ske inom
ramen for nagot av de primara &ndamalen, exempelvis nar
uppgiftslamnande &r en del av myndigheternas handlaggning av &renden.

Som  konstateras i  avsnitt 6.8 bor de  sekundira
andamalsbestammelserna innehalla ett nddvandighetskrav.

Tillhandahallande av information med stod av lag eller forordning

Migrationsverket,  Polismyndigheten ~ och  utlandsmyndigheterna
behandlar inte enbart uppgifter for egen del utan &ven genom utldmnande
till andra. Uppgiftslamnande kan ske av olika anledningar.

Det finns en rad olika forfattningar som foéreskriver en
uppgiftsskyldighet for myndigheterna, dvs. att myndigheterna ska lamna
ut uppgifter i vissa angivna situationer. For det forsta & myndigheterna i
vissa fall skyldiga att lamna ut uppgifter till vissa utpekade myndigheter.
Till exempel har Forsdkringskassan och Pensionsmyndigheten enligt
17 kap. 3 § utlanningslagen rétt att ta del av uppgifter om enskilda hos
Migrationsverket. Ett annat exempel &r att Migrationsverket ska lamna
vissa uppgifter om utl&nningar till Centrala studiestédsndmnden enligt
30 § forordningen (1990:1361) for provning av lan till hemutrustning for
flyktingar och vissa andra utlanningar. Av 10 kap. 28 8 offentlighets- och
sekretesslagen framgar att sekretess inte hindrar att en uppgift lamnas till
en myndighet, om uppgiftsskyldighet foljer av lag eller férordning.

Myndigheter &r vidare i vissa fall enligt lag eller férordning skyldiga
att pa begéran lamna ut uppgifter till andra. En myndighet ar till exempel
enligt reglerna i 2 kap. tryckfrihetsférordningen skyldig att lamna ut
personuppgifter som &r allménna handlingar, om inte sekretess galler for
uppgifterna. En skyldighet att l&mna uppgifter kan &ven fdlja av
bestdmmelser i offentlighets- och sekretesslagen. Enligt 6 kap. 5 §
samma lag ska en myndighet pa begéran av en annan myndighet lamna
uppgift som den forfogar dver, i den man hinder inte méter pa grund av
bestammelse om sekretess eller av hansyn till arbetets behdriga gang.

Vidare finns det ett antal forfattningar med bestdammelser som medfér
att uppgifter far lamnas ut. Bestammelserna innebér saledes inte, som de
ovan beskrivna, en uppgiftsskyldighet, utan enbart att utldmnande &r
tillatet. Ett exempel pd en sadan bestdammelse ar 10 kap. 15 §
offentlighets- och sekretesslagen. | bestdmmelsen anges att sekretess inte
hindrar att uppgift 1dmnas till regeringen eller riksdagen. Vidare finns i
10 kap. 27 § samma lag en generalklausul som innebér att en



sekretessbelagd uppgift far lamnas till en annan myndighet, om det ar
uppenbart att intresset av att uppgiften 1d&mnas ut har foretrdde framfor
det intresse som sekretessen ska skydda.

Myndigheterna ldamnar inte enbart ut uppgifter for att tillgodose andras
behov. En myndighet kan dven lamna ut uppgifter pa eget initiativ, till
exempel foér att kunna utféra en uppgift i den egna verksamheten. Det
kan till exempel ske med stod av 10 kap. 2 § offentlighets- och
sekretesslagen, som anger att sekretess inte hindrar att en uppgift lamnas
till en enskild eller till en annan myndighet, om det &r nddvéandigt for att
den utldmnande myndigheten ska kunna fullgéra sin verksamhet. Ett
annat exempel &r 10 kap. 18 § samma lag, som anger att sekretess inte
hindrar att en uppgift Iamnas till en myndighet, om uppgiften behdvas
dar for forundersokning, rattegang, darende om disciplinansvar eller
skiljande fran anstallning eller annat rattsligt forfarande vid myndighet
mot nagon rérande hans eller hennes deltagande i verksamheten vid den
myndighet dar uppgiften férekommer.

Nar bestammelser om uppgiftslamnande har inforts i lagstiftningen far
det forutsattas att det gjorts en avvagning mellan intresset av att
uppgiften lamnas ut och intresset av att skydda enskilda personers
integritet, vid vilken man funnit att uppgiften ska eller far lamnas ut.
Som utredningen foreslar, bor det darfor i utlanningsdatalagen inforas en
bestammelse som medger att uppgifter som far behandlas for nagot av de
primara andamalen far lamnas ut till andra myndigheter eller enskilda om
uppgiften ska eller far lamnas ut med stod av lag eller forordning.
Bestammelsen bor dven kompletteras pa sa satt att det anges att uppgifter
far behandlas for att tillhandahalla information till riksdagen eller
regeringen.

Tillhandahallande av personuppgifter till utlandska myndigheter och
organ

Samarbetet inom EU och det internationella samarbetet i Ovrigt pa
utlanningslagstiftningens omrade blir alltmer omfattande. Samverkan
Over granserna innebdar att svenska myndigheter i allt hdgre utstrackning
behandlar uppgifter genom utldmnande till myndigheter i andra l&nder.
Nér det galler EU-samarbetet dr mycket av den personuppgiftshantering
som sker reglerad i sérskilda férordningar som géller som svensk lag. For
att nodvandigt uppgiftslamnande ska kunna ske i det fall sddana sarskilda
bestammelser saknas, boér det som utredningen foreslar inforas en
sarskild &ndamalsbestimmelse som tillater att uppgifter behandlas genom
att ldmnas ut enligt bestdimmelser som foljer av Sveriges medlemskap i
EU. Som utredningen foreslar bor en motsvarande dandamalshestammelse
inféras som medger uppgiftlamnande som sker med stdd av forpliktelser
i konventioner eller av riksdagen godkanda avtal med frimmande stat
eller mellanfolkliga organisationer.

Om sekretess galler for uppgiften far, enligt 8 kap. 3 § offentlighets-
och sekretesslagen (2009:400), uppgiften inte rojas for en utlandsk
myndighet eller en mellanfolklig organisation, om inte utldmnande sker i
enlighet med sérskild foreskrift i lag eller férordning eller om uppgiften i
motsvarande fall skulle f& lamnas ut till en svensk myndighet och det
enligt den utlamnande myndighetens prévning star klart att det ar
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forenligt med svenska intressen att uppgiften 1amnas till den utlandska
myndigheten eller den mellanfolkliga organisationen.

Ytterligare sekundara &ndamal?

Polismyndigheten efterfragar ytterligare ett sekundart &ndamal som
medger Polismyndigheten att tillhandahalla uppgifter som behandlas
enligt den primédra andamalsbestammelsen till den brottsbekdmpande
verksamheten inom Polismyndigheten. Enligt regeringens mening kan
det finnas skal att Overvdaga en sadan komplettering for att
Polismyndighetens arbete ska kunna bedrivas effektivt. De ndrmare
forutsattningarna for sadan vidarebehandling maste emellertid 6vervagas
ytterligare. Det finns inte utrymme for att gora sddana Gvervaganden
inom ramen for detta lagstiftningsarende, men regeringen avser att
aterkomma till frdgan i ett annat sammanhang.

6.10 Migrationsverkets register 6ver fingeravtryck
och fotografier

Regeringens forslag: Utlanningsdatalagen ska innehélla sarskilda
bestaimmelser som uttdmmande reglerar for vilka &ndamal
fingeravtryck och fotografier som tagits med stod av utlanningslagen
far behandlas.

Enligt de sarskilda bestammelserna ska Migrationsverket fa fora
separata register Over fingeravtryck och fotografier som tagits med
stod av utldnningslagen.

Uppgifter ur registren ska fa anvandas vid prévning av ansokningar
om uppehallstillstind dar skal som anges i 4 kap. 1-2 a 88
utlanningslagen (skyddsskal) dberopas, i arenden om avvisning och
utvisning samt i testverksamhet.

Uppgifter om fingeravtryck ska dven f& behandlas om det behovs
for att Migrationsverket ska kunna kontrollera fingeravtryck som
tagits med stod av 9 kap. 8 § utlanningslagen mot det fingeravtrycks-
och signalementsregister som Polismyndigheten for  enligt
polisdatalagen.

Migrationsverkets fotografiregister ska ocksa fa anvandas om det
behovs for att kontrollera en persons identitet pa ett fotografi som
kommit in till verket.

En upplysningsbestdmmelse om att regeringen kan meddela
ytterligare bestammelser om vilka uppgifter som far behandlas i
registren och bestdmmelser om gallring ska inforas.

Migrationsverket ska kunna éverfora uppgifter om fingeravtryck till
Polismyndigheten och Polismyndigheten ska kunna 6verféra uppgifter
om fingeravtryckjamforelse  till  Migrationsverket.  Sérskilda
uppgiftsskyldigheter som ger stod for sadan 6verforing ska inforas.

Utredningens forslag éverensstammer i huvudsak med regeringens.
Utredningen foreslar ett nodviandighetskrav i stallet for ett behovskrav
nar det galler Migrationsverkets kontroll mot Polismyndighetens
fingeravtrycks- och signalementsregister.



Remissinstanserna: De flesta remissinstanser antingen godtar
forslaget eller [&mnar det utan invéndningar. Kammarréatten i Stockholm
forordar att nddvandighetskravet i bestdammelsen om Migrationsverkets
mojlighet till kontroll i Polismyndighetens fingeravtrycks- och
signalementsregister ersatts med ett behovskrav. Domstolen ifragasatter
ocksd om Migrationsverket bor vara personuppgiftsansvarigt for verkets
fingeravtrycksregister, eftersom verket varken har tillgang till eller
kontroll ©6ver registret. Vidare anser domstolen att det rattsliga
forhallandet mellan Migrationsverket och Polismyndigheten nar det
géller ansvaret for Migrationsverkets fingeravtrycksregister bor
Overvéagas narmare i det fortsatta lagstiftningsarbetet.

Datainspektionen avstyrker utredningens forslag att inféra en mojlighet
for Migrationsverket att jamféra uppgifter i fotografiregistret med till
verket inkomna fotografier. Inspektionen efterlyser vidare en djupare
analys av de integritetsrisker Migrationsverkets atkomst till
Polismyndighetens fingeravtrycksregister kan medfora. Inspektionen
anser ocksa att reglerna om gallring i registret i stallet ska ges lagform.

Sveriges advokatsamfund avstyrker forslaget att Migrationsverket ska
tillatas kontrollera fingeravtryck som verket tagit mot Polismyndighetens
register och forslaget till &ndring i polisdatalagen. Enligt samfundet
saknas det underlag for att sadana slagningar skulle underlatta
Migrationsverkets arbete med att faststalla asylsokandes identitet. Det ar,
enligt samfundet, osannolikt att personer skulle ha registrerats i polisens
fingeravtrycksregister utan att &ven registreras i Migrationsverkets
register vid in- eller utresa fran Sverige.

Sakerhets- och integritetsskyddsndmnden anser att det bor fortydligas i
vilken utstrackning Polismyndigheten och Migrationsverket kommer att
behandla uppgifter gemensamt i nagot system, och att frdgan om
personuppgiftsansvarets fordelning i sadana system bor utvecklas
ytterligare.

Skalen for regeringens forslag

Migrationsverkets behandling av fingeravtryck och fotografier bor
sarregleras

I nu géllande férordning (2001:720) om behandling av personuppgifter i
verksamhet enligt utldnnings- och medborgarskapslagstiftningen &r
Migrationsverkets behandling av fingeravtryck och fotografier reglerad i
en sarskild bestammelse. Av 9 § foljer att Migrationsverket far fora ett
register over fingeravtryck och fotografier som tas med stéd av 9 kap. 8 §
utlanningslagen. Registret far endast anvandas vid prévning av
ansokningar om uppehéllstillstand dar skyddsskal aberopats, i arenden
om avvisning och utvisning samt i testverksamhet.

Migrationsverket registrerar och lagrar fotografier i den centrala ut-
lanningsdatabasen (CUD) som &gs av och finns hos Migrationsverket.
Né&r det géller fingeravtryck for Migrationsverket ett sdrskilt register.
Bade Migrationsverkets fingeravtrycksregister och Polismyndighetens
fingeravtrycksregister &r lokaliserat hos Polismyndigheten och lagras i ett
automatiserat identifieringssystem for fingeravtryck (AFIS). Registren &r
tekniskt separerade fran varandra och Migrationsverkets fingeravtryck
lagras i vad som bendamns B-filen medan Polismyndighetens
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fingeravtryck lagras i den s.k. A-filen. Utdver fingeravtryck finns dven
viss annan information om namn, fodelsetid, nationalitet m.m. registrerad
i registren. Det ar endast Polismyndigheten (i praktiken ett fatal personer)
som har tillgdng till Migrationsverkets fingeravtryck i B-filen. For
atkomst till B-filen kravs det en sarskild behdrighet och tillgang till
sérskilt anpassade arbetsstationer och programvaror. | praktiken ar det
alltsd Polismyndigheten som handhar, forvaltar och underhéller B-filen
genom en  overenskommelse  mellan  Migrationsverket  och
Polismyndigheten. Verket har saledes ingen mojlighet att registrera,
radera eller komma at uppgifter i sitt eget fingeravtrycksregister utan
hjalp av  Polismyndigheten. Polismyndigheten ~ ar  alltsa
personuppgiftsbitrade for den behandling av personuppgifter som utfors i
B-filen. Ett skriftligt personuppgiftsbitrades- och sékerhetsavtal har
ingatts mellan Polismyndigheten och Migrationsverket om denna
behandling.

Mot bakgrund av den praktiska hanteringen av fingeravtryck kan, som
Kammarrétten i Stockholm och Sékerhets- och integritetsskyddsnamnden
anser, diskuteras vilken myndighet som ska anses vara
personuppgiftsansvarig fér Migrationsverkets fingeravtrycksregister.
Frégan om vem som &r personuppgiftsansvarig ska bedémas utifran de
faktiska  omstandigheterna i det  enskilda  fallet. En
personuppgiftsansvarig myndighet far anses utféra en behandling aven
om den faktiska hanteringen av personuppgifter har dverlamnats till ett
personuppgiftsbitrade. Det har heller inte framkommit att den modell for
samarbete som tilldmpas mellan Migrationsverket och Polismyndigheten
har lett till ngra praktiska problem. Mot den bakgrunden bor, som ocksé
utredningen anser, Migrationsverket anses som personuppgiftsansvarig
for sitt fingeravtrycksregister dven om Migrationsverket till foljd av det
tekniska upplagget endast kan fa atkomst till registret genom
Polismyndighetens medverkan.

Av avsnitt 6.1 framgar att utgdngspunkten bor vara att
utlanningsdatalagen ska vara teknikneutral och att lagen ska reglera all
helt eller delvis automatiserad behandling av personuppgifter och
uppgifter i manuella register. Av det foljer att malsattningen ar att
undvika sérreglering av vissa personuppgiftssamlingar eller viss typ av
personuppgiftsbehandling. Utredningen foreslar dock att det trots den
utgangspunkten, liksom galler i dag, bor inféras en sérreglering av
Migrationsverkets behandling av fingeravtryck och fotografier.
Avgorande for utredningens bedémning ar de speciella rutiner som géller
for Migrationsverkets register dver fingeravtryck och den konstruktion
som valts for registerforingen. Som framgér ovan &r uppgifterna i
Migrationsverkets  register ~ over  fingeravtryck avskilda  fran
Migrationsverkets &rendehanteringssystem och andra datasystem hos
verket. Fingeravtryck ar ocksd personuppgifter av ett speciellt slag,
eftersom de krdver anvdndning av speciell teknik for att kunna
behandlas.

Regeringen delar utredningens uppfattning att dessa omstandigheter
talar for att &ven i utldnningsdatalagen sarreglera person-
uppgiftsbehandlingen avseende fingeravtryck. Som utredningen féreslar
&r det vidare lampligt att infora sérregler aven for Migrationsverkets
hantering av fotografier, &ven om dessa ar skilda fran fingeravtrycken



och hanteras av Migrationsverket i den centrala utldnningsdatabasen
(CUD). Migrationsverkets personuppgiftsbehandling av fingeravtryck
och fotografier som tagits med stéd av 9 kap. 8 § utlanningslagen bor
regleras uttommande i den sérregleringen. Den bor darfor alltsd inte
darutover fa ske med stod av de primidra och sekundara
andamalshestammelser som foreslas i avsnitt 6.9 och som galler for
dvriga personuppgifter. Regeringen aterkommer i det foljande till for
vilka dndamal fingeravtryck och fotografier ska fa behandlas.

De tillatna &ndamalen for behandling av fingeravtryck och fotografier
bor i princip vara desamma som i dag

Utredningen foreslar att de andamal for hanteringen av fingeravtryck och
fotografier som i dag galler enligt férordningen om behandling av
personuppgifter i verksamhet enligt utlénnings- och
medborgarskapslagstiftningen ska foras over till utlanningsdatalagen.
Regeringen ansluter sig till det forslaget. Liksom tidigare bor alltsa
behandling av fingeravtryck och fotografier fa ske vid provning av
ansokningar om uppehallstillstand dar sadana skyddsskal som avses i
4 kap. 1-2 a 8§ utlanningslagen aberopas, i drenden om avvisning och
utvisning samt i testverksamhet. Utredningen foreslar emellertid ocksa en
utvidgning av dndamalen i forhallande till vad som géller i dag. | det
foljande behandlar regeringen utredningens forslag till utvidgning.

Jamforelser av fotografier

Migrationsverket far in ett stort antal underrattelser, tips och
identitetshandlingar fran myndigheter och privatpersoner rérande olika
personer.  Sadan information kan exempelvis lamnas av
Polismyndigheten med stdd av bestdammelser om underréttelseskyldighet
i 6kap. 14§ och 7 kap. 2 och 388 utlanningsférordningen. | dessa
handlingar finns ibland kopior pé identitetshandlingar med fotografier.

I 5kap. 1-488 offentlighets- och sekretesslagen finns de
grundldggande bestdammelserna om myndigheternas skyldighet att
registrera allménna handlingar. Av bestdmmelserna féljer bland annat att
allmanna handlingar som huvudregel ska registreras sa snart de har kommit
in till eller uppréttats hos en myndighet. Bl.a. ska det datum d& handlingen
kom in eller upprattades antecknas och det diarienummer eller annan
beteckning handlingen fatt vid registreringen anges. | forekommande fall
ska uppgifter framgd om handlingens avsandare eller mottagare och i
korthet vad handlingen rér. Myndigheternas skyldighet att registrera
allmanna handlingar ska fylla den funktionen att allminheten kan fa
vetskap om vilka handlingar som finns hos en myndighet.

I manga fall kan Migrationsverket endast efter mycket arbete eller i
vissa fall inte alls koppla inkomna underréttelser, fotografier och tips till
nagon fysisk person som finns registrerad hos verket med hjalp av enbart
skriftliga uppgifter. Det kan bland annat bero pa att personerna har anvant
sig av falska identiteter vid asylansokan. Vidare kan namnet, fodelsedata,
medborgarskap m.m. vara felaktigt angivet. | de fall ndgon koppling inte
kan goras till ett &rende l&dggs handlingarna i det allmanna diariet.

For att oka effektiviteten vid registreringen har Migrationsverket i
testmiljo tagit fram ett fotojamforelseprogram, som &r ténkt att anvandas
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som ett komplement till de sedvanliga sokningarna. Det har vid
genomforda tester framkommit att traffrekvensen vid de automatiserade
fotojamforelserna ar forhallandevis hdg. Genom jamforelseprogrammet
generas en lista med 20-50 kandidater att valja manuellt ifrn. Vid en
eventuell traff gors sedan en fotojamforelse med sakkunnigutlatande dar
tvd  identiteter kan  kopplas samman. Med hjalp av
fotojamforelseprogrammet kan allts ytterligare handlingar, till exempel
fotografier, kopplas till fysiska personer som férekommer i drenden hos
verket.

I dag finns det inget stdd i forordningen om behandling av
personuppgifter i verksamhet enligt utldnnings- och medborgar-
skapslagstiftningen ~ for ~ den  personuppgiftsbehandling  som
fotojamforelsen innebédr. Mot denna bakgrund har Migrationsverket i en
framstallning till Justitiedepartementet (dnr Ju 2014/3918/L7), efterfragat
ett rattsligt stdd i forordningen om behandling av personuppgifter i
verksamhet enligt utlannings- och medborgarskapslagstiftningen for att
f& gora automatiserade jamforelser av foton for att kunna uppfylla
skyldigheten att kunna diarieféra en inkommen handling under ratt
&rende. Migrationsverket anser att anvandande av fotojamforelser medfor
att Migrationsverket skulle kunna utféra skyldigheten att diariefora en
inkommen allmén handling pa ett battre satt &n vad verket gor i dag och
att identitetsarbetet skulle bli effektivare. Detta medfor enligt
Migrationsverket dven att handlaggningstiderna i asylprocessen skulle
kunna forkortas, eftersom fler uppenbart ogrundade asylansékningar
skulle kunna upptackas, identiteten pa fler personer skulle kunna
faststédllas och arbetet med aterresor skulle kunna effektiviseras. Vidare
skulle enligt verket farre alias- och dubbeldossierer behtva skapas och
fler personer skulle dven kunna registreras som konstaterat utresta.

Regeringen delar Migrationsverkets uppfattning om att det ar viktigt att
inkomna fotografier p& ett sd enkelt och smidigt satt som majligt kan
registreras och hanforas till ett &rende som eventuellt redan finns
betraffande den person som fotografiet avser. En ordning som tillater
fotojamforelser i Migrationsverkets fotografiregister skulle kunna
effektivisera myndighetens arbete och dérmed i forlangningen forkorta
asylprocessen i vissa fall. Goda skal talar darfor for att Migrationsverket
bor fa& kunna jamféra ingivna fotografier med verkets register over
fotografier om osékerhet rader om identiteten pa den person som finns pa
fotografiet. Regeringen delar vidare utredningens uppfattning att sidana
jamforelser knappast kan innebara ndgra integritetsrisker for den
enskilde. | stéllet bor en sékrare identitetsanalys av inkomna fotografier
snarast gynna enskildas integritet, genom att risken for oklarheter och
missforstand om enskildas identitet minskar. Det kan givetvis, som
Datainspektionen lyfter fram, intraffa att jamforelsen mellan ett till
verket inkommet fotografi och uppgiften i fotografiregistret leder till att
fotografier som i sjalva verket forestéller tva olika personer bedéms avse
samma person. Sadana felaktigheter kan dock antas snabbt upptackas i
den fortsatta handlaggningen och borde inte medféra nagra storre
olagenheter for den enskilde. Som utredningen foreslar bor darfor
fotografiregistret om det behovs fa anvandas av Migrationsverket for att
kontrollera identiteten av en person pa ett till verket inkommet fotografi.



Kontroll mot Polismyndighetens fingeravtrycksregister

Enligt 9 kap. 8 § utlanningslagen far Migrationsverket eller
Polismyndigheten fotografera en utlanning och, om utlanningen fyllt 14
ar, ta hans eller hennes fingeravtryck om utlanningen inte kan styrka sin
identitet ndr han eller hon kommer till Sverige, om utlanningen ansoker
om uppehallstillstind som flykting eller som annan skyddsbehdvande
eller om det finns grund for att besluta om forvar.

De fingeravtryck som Migrationsverket tar med stoéd av 9 kap. 8 §
utlanningslagen  kontrolleras i dag mot Eurodac samt mot
Migrationsverkets eget och Polismyndighetens fingeravtrycks- och
signalementsregister. Syftet med kontrollerna &ar dels att faststalla
ansvarig medlemsstat enligt exempelvis Dublinférordningen, dels att
faststélla utlanningens identitet.

Polismyndigheten och Migrationsverket har ansett att det redan i dag
finns stéd for Migrationsverkets kontroll i Polismyndighetens
fingeravtrycksregister i 2 kap. 8 § forsta stycket 6 b polisdatalagen
(2010:361). Myndigheterna framhaller dock samtidigt att de anser att
denna reglering ar otydlig, varfor de efterfragar en uttrycklig reglering av
mojligheten till kontroll. Polismyndigheten har darfor tillsammans med
Migrationsverket i en framstéllning till Justitiedepartementet (dnr
Ju2014/06091/L4) foreslagit att lagstiftningen kompletteras med en
uttrycklig ratt for Migrationsverket att ta del av Polismyndighetens
fingeravtrycks- och signalementsregister for jamforelse.

Som ocksd utredningen anser har Migrationsverket ett beréattigat
intresse av att kontrollera sina fingeravtryck mot Polismyndighetens
fingeravtrycksregister. En sadan sokning visar om personen ar kand av
polisen sedan tidigare som (i Sverige) démd eller misstankt garningsman.
En sadan sokning kan &ven i vissa fall visa om en person &r
internationellt efterlyst av Interpol. Liksom for sokningen mot
Migrationsverkets eget register beddmer regeringen att sékningen mot
Polismyndighetens register kan utgdra en viktig del i arbetet att klarlagga
identiteten, genom att det dar finns uppgifter om namn, nationalitet m.m.
Sokningen kan darmed pad samma sdtt som en sokning i
Migrationsverkets eget register bidra till att verifiera tidigare kénd
identitet eller, om annan identitet patraffas, aktualisera ytterligare
utredning. Informationen kan ocksé vara av vikt infor utredningssamtal
pé sa satt att man kan vidta eventuella atgarder exempelvis i fall da en
sokande varit domd for valdsbrott. | vissa fall kan aven en traff mot
fingeravtryck insanda fran Interpol hjalpa den sokande att styrka asylskal
om exempelvis efterlysningen ar utfardat av en stat dar dodsstraff utmats.

Vid bedémningen om Migrationsverket dven fortsattningsvis bor fa ta
del av uppgifter fran Polismyndighetens fingeravtrycksregister maste
bla. &ven Overvdagas vilka integritetsrisker som en sadan
personuppgiftsbehandling kan medfora.

Uppgifterna i Polismyndighetens fingeravtrycks- och
signalementsregister har samlats in av en annan myndighet for andra
andamal an de som Migrationsverket avser att behandla dem for.
Fingeravtrycken i Polismyndighetens register har bl.a. samlats in for
brottsbekdampande andamél fran personer som &r misstinkta eller démda
for brott eller i utredningar om brott dar fingeravtryck inte kan hanféras
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till en identifierbar person. Andamalet med Migrationsverkets
behandling av uppgifterna ar déremot framst att forsoka faststalla
utlanningens identitet. Att Migrationsverket far ta del av personuppgifter
som samlats in av Polismyndigheten kan darfor i sig innebéra ett intrang
i den personliga integriteten. En annan aspekt &ar att redan den
omstandigheten att en enskild &r registrerad i Polismyndighetens
fingeravtrycks- och signalementsregister och att Migrationsverket far
kannedom om detta kan vara kénslig for den enskilde.

Integritetsriskerna maste dock bedémas mot bakgrund av att kontroller
mot Polismyndighetens fingeravtrycks- och signalementsregister gors
redan i dag. Utredningen har inte identifierat nagra omstandigheter som
tyder pa att forfarandet innebéar nagra egentliga risker for obehdriga
intrang i de enskildas personliga integritet sa lange de grundlaggande
kraven pa behandling av personuppgifter iakttas. De integritetsrisker som
behandlingen kan innebdra for de enskilda personerna bor enligt
utredningens bedémning aven framdver kunna hanteras pa ett
tillfredsstéllande sétt av Migrationsverket. Regeringen gor darfor liksom
utredningen bedémningen att det i utlanningsdatalagen bor inféras ett
uttryckligt stod for Migrationsverket att behandla uppgifter om
fingeravtryck i syfte att jamfora dem med uppgifter i Polismyndighetens
fingeravtrycks- och signalementsregister. | avsnitt 6.8 gor regeringen
bedémningen att nddvandighetskravet i de priméra
andamalshestammelserna bor bytas mot ett behovskrav. Motsvarande
bedémning gors betréffande Migrationsverkets mojlighet att kontrollera
fingeravtryck ~ mot  Polismyndighetens  fingeravtrycks-  och
signalementregister.

Sekretess

Uppgifter om fingeravtryck kan som utredningen framhaller vara
sekretessbelagda hos verket med stdd av 37 kap. 1 8§ offentlighets- och
sekretesslagen. Som utredningen foreslar bor det darfor inforas
uppgiftsskyldigheter med sekretessbrytande verkan som tar sikte pa den
overforing av uppgifter om fingeravtryck fran Migrationsverket till
Polismyndigheten som sker for registrering och for jamférelse med
Polismyndighetens fingeravtrycksregister. Som utredningen ocksa
foreslar bor bestimmelsen utformas som en ratt for Polismyndigheten att
ta del av uppgifter hos Migrationsverket. Det innebér i sin tur en
skyldighet  for  Migrationsverket att l&mna  uppgifterna till
Polismyndigheten. Utredningen foreslar att uppgiftsskyldigheten ska
placeras i 17 kap. utlanningslagen (2005:716). Enligt regeringens mening
&r det dock mer lampligt att den infors i utldnningsdatalagen. Regeringen
aterkommer till denna uppgiftsskyldighet i avsnitt 6.15.

Migrationsverket har ett behov av att ta del av resultatet av en
fingeravtrycksjamforelse i Polismyndighetens fingeravtrycksregister. For
att regler om sekretess inte ska hindra en sadan informationséverforing
bor vidare, som utredningen foreslar, en uppgiftsskyldighet inforas i
polisdatalagen.



En upplysningsbestammelse

Utredningen foreslar att det i anslutning till reglerna om
Migrationsverkets register ver fingeravtryck och fotografier ska inforas
en upplysningsbestdmmelse om att regeringen kan meddela ndrmare
foreskrifter om vilka uppgifter som far behandlas i registret och om
gallring. 1 avsnitt 6.11.1 nedan foreslar regeringen  att
utlanningsdatalagen inte ska specificera vilka kategorier av
personuppgifter som ska fa behandlas. Detta bor i stallet 6vervagas i
forordning. Motsvarande bedémning gors for Migrationsverkets register
over fingeravtryck och fotografier. Nar det galler gallring av uppgifter
bedémer regeringen i avsnitt 6.17 att det inte ska finnas sérskilda
gallringsregler i utlanningsdatalagen. | stallet boér som huvudregel
bestdammelserna i arkivlagen tillampas. Regeringen instammer dock i
utredningens beddmning att det kan finnas behov av att inféra vissa
gallringsregler som tar sikte pa fingeravtryck och fotografier. Sadana
gallringshestammelser behdver kunna utformas pa ett satt som ar
anpassat till den tekniska utvecklingen och Migrationsverkets ver tid
varierande behov. Regeringen instdmmer &ven i utredningens bedémning
att det ar mest andamalsenligt att sadana gallringsregler far ges pa
forordningsniva. Sammanfattningsvis foreslar darfor regeringen en
upplysningsbestdmmelse i huvudsak i enlighet med utredningens forslag.

6.11  Personuppgifter som far behandlas

6.11.1  Ingen specificering av vilka typer av uppgifter som
far behandlas

Regeringens beddmning: Utlanningsdatalagen bor inte ange vilka
kategorier av personuppgifter som far behandlas.

Utredningens bedémning dverensstdmmer med regeringens.

Remissinstanserna: De flesta remissinstanser antingen delar
utredningens bedémning eller [&mnar den utan invandningar.
Datainspektionen anser att forslaget att ta bort den tidigare upprékningen
av kategorier av personuppgifter som far behandlas innebar ett forsamrat
integritetsskydd dar mdjligheterna att behandla personuppgifter sannolikt
Okar.

Skalen for regeringens beddmning: Vissa forfattningar med
bestammelser om personuppgiftshantering innehaller en specifikation av
vilka Kkategorier av personuppgifter som far behandlas. Sadana
bestdmmelser finns t.ex. i dag i 4 och 10 §8 forordningen om behandling
av  personuppgifter i  verksamhet enligt utldnnings-  och
medborgarskapslagstiftningen. 1 andra forfattningar  specificeras
emellertid inte vilka personuppgifter som fér eller inte far behandlas i en
viss verksamhet. | stéllet avgors detta utifrdn andamélsbestammelserna.
Ett exempel pd dar denna lagstiftningsteknik delvis anvands ar
polisdatalagen (2010:361).

Som utredningen redogor for kan det ur ett integritetsskyddsperspektiv
finnas fordelar med en reglering som tydligt specificerar de
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personuppgifter som far behandlas. Det galler sarskilt nar det ror sig om
personuppgiftsbehandling i ett register i traditionell mening, dvs. att
uppgifter fors in i en uppgiftssamling pa ett systematiskt satt enligt
sérskilda kriterier och att de &r sokbara med sarskilda sokord, koder eller
liknande. S&dan reglering finns t.ex. nédr det géller Polismyndighetens
fingeravtrycks- och signalementregister (4 kap. 13 § polisdatalagen).

Som utredningen anfér ar emellertid den arendehantering som sker hos
Migrationsverket inte anpassad till traditionella register. Verket tillampar
ett arendehanteringssystem dar all information om en person samlas i en
dossier. Den behandling som sker i verksamhet enligt utldnnings- och
medborgarskapslagstiftningen ar aven omfattande och mangsidig. Att
under sadana omstandigheter specificera vilka kategorier av uppgifter
som ska fa behandlas kan vara bade svart och opraktiskt, eftersom
upprékningen ofta kan komma att behdva &ndras om behovet hos den
personuppgiftsbehandlande myndigheten férandras. Vid en sammantagen
bedémning anser regeringen darfér liksom utredningen att
utlanningsdatalagen inte bor innehdlla bestammelser som specificerar
vilka kategorier av personuppgifter som far behandlas. | stillet bor de
andamalsbestammelser som foreslds i avsnitt 6 och de grundlidggande
bestdammelserna i 9 § personuppgiftslagen (1998:204), som
utlanningsdatalagen foreslas hanvisa till, vara avgorande for vilka
uppgifter som far behandlas. Regeringen kommer dock att Gvervaga
begransningar i forordning av vilka kategorier av uppgifter som ska fa
behandlas.

6.11.2  Sarskilt om kéansliga personuppgifter

Regeringens forslag: Kansliga personuppgifter som anges i 13 §
personuppgiftslagen ska fa behandlas endast om det &r absolut
nodvindigt for de &ndamal som anges i utlanningsdatalagen.

Kinsliga personuppgifter ska aldrig fa behandlas for testverksamhet
eller atersokande av avgoranden, rattsutredningar och annan rttslig
information. Vid atersokning av information som ror forhallanden i
andra lander far kansliga personuppgifter behandlas bara i l6pande
text.

Det inférs en upplysningsbestdmmelse om att regeringen kan
meddela ytterligare foreskrifter som begrénsar anvéndningen av
kansliga personuppgifter.

Utredningens forslag Overensstdmmer delvis med regeringens.
Utredningen foreslar att kansliga personuppgifter ska fa behandlas ocksa
om den registrerade har [l&mnat sitt uttryckliga samtycke till
behandlingen och om den registrerade pa ett tydligt satt sjalv
offentliggjort uppgifterna. Utredningen foreslar aven att kansliga
personuppgifter ska fa behandlas for att utfora testverksamhet.

Remissinstanserna: De flesta remissinstanser antingen godtar
forslaget eller l&mnar det utan invéndningar. Kammarrétten i Stockholm
anser att det inte &r lampligt att anvénda begreppet absolut nddvéndigt i
lagtext. | stillet bor begreppen behovligt och nddvéndigt anvandas. Aven
Sveriges advokatsamfund anser att begreppet absolut nddvandigt &r



oldmpligt eftersom det ladmnar ett brett tolkningsutrymme fér de Prop. 2015/16:65

tillampande myndigheterna. Samfundet forordar i stéllet att hdnvisningen
till 15 § personuppgiftslagen tas bort och ersatts med en precisering av
vilka personuppgifter som &éver huvud taget far behandlas.
Datainspektionen anser att utredningens analys av integritetsriskerna
med behandling av kénsliga personuppgifter ar bristfallig och att det
saknas underlag for att beddma Migrationsverkets behov av att kunna
behandla kansliga personuppgifter i testverksamhet.

Sékerhets- och integritetsskyddsndmnden vill betona vikten av att en
restriktiv tillampning av mdjligheten till behandling av kénsliga
personuppgifter uppratthalls trots att det handlar om en verksamhet dar
kansliga personuppgifter &r vanligt forekommande.

Skalen for regeringens forslag
Allmént om kansliga personuppgifter

Det &r enligt 13 § personuppgiftslagen (1998:204) som huvudregel
forbjudet att behandla kénsliga personuppgifter. Med kénsliga
personuppgifter avses uppgifter som avsldjar ras eller etniskt ursprung,
politiska asikter, religios eller filosofisk Gvertygelse, medlemskap i
fackférening samt uppgifter som ror hélsa eller sexualliv.

Det finns dock ett antal undantag fran forbudet i 14-20 88
personuppgiftslagen. Det  foljer vidare av artikel 8.4 i
dataskyddsdirektivet att medlemsstaterna, under forutsattning att
lampliga skyddsatgarder vidtas, av hansyn till ett viktigt allmant intresse
kan besluta om andra undantag, antingen i sin nationella lagstiftning eller
genom ett beslut av tillsynsmyndigheten. | svensk ratt har en sadan
mojlighet inforts i 20 § personuppgiftslagen. Enligt den bestdmmelsen
far regeringen, eller den myndighet som regeringen bestammer, meddela
foreskrifter om ytterligare undantag fran forbudet att behandla kansliga
personuppgifter, om det behdvs med hénsyn till ett viktigt allmént
intresse. | 8 § personuppgiftsforordningen har regeringen dven foreskrivit
att kénsliga personuppgifter, utéver de undantag som anges i
personuppgiftslagen, far behandlas av en myndighet i l6pande text om
uppgifterna har lamnats i ett &rende eller & nddvandiga for
handl&ggningen av det.

I verksamhet enligt utlénnings- och medborgarskapslagstiftningen
forekommer kénsliga personuppgifter i stor utstrdckning och omfattar
alla de kategorier av uppgifter som anges i 13 § personuppgiftslagen. De
undantag som finns i personuppgiftslagen eller dess férordning &r, som
ocksa utredningen bedoémer, inte tillrackliga for att tacka all nodvandig
behandling av kénsliga personuppgifter som i dag utférs av de
myndigheter som foreslas omfattas av utlanningsdatalagens regler. En
reglering av behandlingen av kénsliga personuppgifter bor darfor finnas i
utlanningsdatalagen.

Dagens reglering av kansliga personuppgifter

I férordningen om behandling av personuppgifter i verksamhet enligt
utlannings- och medborgarskapslagstiftningen finns i dag vissa
bestammelser om behandling av kansliga personuppgifter. 1 5 § finns en
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generell bestdammelse som rér behandling av kénsliga personuppgifter i
den mening som avses i 13 § personuppgiftslagen. Enligt bestdmmelsen
far sadana uppgifter behandlas endast om uppgifterna ar oundgangligen
nodvandiga for myndigheternas handlaggning av 4drenden och
fullgérande av underrattelseskyldighet som foéljer av lag eller annan
forfattning. Enligt 48§ 7 far uppgifter om sprak, religion, politisk
askadning, etnisk tillhorighet, halsotillstind och sexuell laggning
behandlas i verksamhetsregistret, endast om uppgifterna ar oundgéng-
ligen nddvandiga for myndighetens handldggning av drenden eller
fullgérande av underrattelseskyldighet. Vidare far enligt 4 § 18 och 20
uppgifter om halsotillstand och andra personliga forhallanden behandlas
endast om uppgifterna &r oundgéngligen nddvandiga for beslut om forvar
eller verkstéllighet. Av 7 § foljer vidare att kénsliga personuppgifter inte
far anvandas som sokbegrepp i myndigheternas verksamhetsregister. |
Migrationsverkets landinformationsregister far enligt 12 § kansliga
personuppgifter endast behandlas i l6pande text och under forutsattning
att uppgifterna ar oundgéngligen ndédvéndiga for att fullgdra uppgifter i
verksamhet inom utlannings- och medborgarskapslagstiftningen.

Hur ska fragan om behandling av kénsliga personuppgifter regleras i
utlanningsdatalagen?

Som tidigare namnts medfor verksamheten enligt utl&nnings- och
medborgarskapslagstiftningen ett behov av behandling av kéansliga
personuppgifter och behovet omfattar alla de kategorier av uppgifter som
anges i 13 § personuppgiftslagen. Till exempel kraver handldggningen av
asylarenden hos Migrationsverket behandling av kénsliga person-
uppgifter, eftersom den asylsékandes hlsotillstand, etnicitet eller
sexuella l&ggning &r uppgifter som kan ha betydelse for en méngd beslut
som fattas i asylprocessen. Uppgifterna harror i sadana fall ofta fran vad
den sckande sjalv har uppgett till myndigheten. Ett annat exempel pa
drenden som kréver behandling av kénsliga personuppgifter ar
verkstallighetsarenden, dar bl.a. behandling av uppgifter om den
enskildes hélsa kan vara nddvandig for Migrationsverket eller
Polismyndigheten. Inte séllan ligger det i den registrerades eget intresse
att sddana uppgifter om honom eller henne kan behandlas och beaktas.
Myndigheterna méste séledes kunna behandla kansliga personuppgifter
med hjalp av modern informationsteknik.

Annat har inte framkommit &n att myndigheternas behov av behandling
av kénsliga personuppgifter i huvudsak tillgodoses genom de undantag
fran det generella forbudet att behandla kansliga personuppgifter som
féljer av forordningen om behandling av personuppgifter i verksamhet
enligt utldnnings- och medborgarskapslagstiftningen. En reglering som
bygger pa dessa undantag bor darfor som utredningen foreslar foras in i
utldnningsdatalagen.

Kénsliga personuppgifter bor alltsd for det forsta fa behandlas for
handlaggning av drenden eller en myndighets bitrade i sddana arenden,
kontroll av utlanning i samband med inresa och utresa samt kontroll
under vistelsen i Sverige, utférande av arbetsuppgifter som géller
mottagande och boséttning av asylsokande och andra utlanningar samt
uppgiftslamnande i vissa fall, om uppgifterna verkligen ar nédvandiga



for andamalet med behandlingen. Kansliga personuppgifter bor aven i
vissa fall fa behandlas av Migrationsverket i I6pande text for atersokning
av information som ror forhéllanden i andra lander, om uppgifterna &r
nodvandiga for att fullgéra arbetsuppgifter i Migrationsverkets verk-
samhet.

Som utredningen foreslar behdvs det av integritetsskyddsskal en mer
begransad mojlighet att behandla kansliga personuppgifter jamfért med
andra personuppgifter. Frdgan ar d& hur denna begransning ska
formuleras.

Utredningen foreslar att kansliga personuppgifter ska fa behandlas
endast i de fall det ar absolut nodvandigt for de i lagen tillatna
andamalen, vilket enligt utredningen motsvarar det som galler i dag
enligt forordningen om behandling av personuppgifter i verksamhet
enligt utldnnings- och medborgarskapslagstiftningen.

Kammarrétten i Stockholm och Sveriges advokatsamfund anser att det
ar oldmpligt att anvanda begreppet absolut nddvandigt i lagtext.
Kammarrétten forordar i stéllet att lagen ska skilja mellan behandling
som &r nodvandig och behandling som endast &r behdvlig. Regeringen
har viss forstaelse for domstolens synpunkt. Intresset av att sa langt
mojligt anvanda likartad terminologi i de olika lagar som reglerar
myndigheternas personuppgiftsanvandning vager & andra sidan tungt.
Bade i 2 kap. 10 § polisdatalagen och i 2 kap. 8 § i dklagardatalagen (se
prop. 2014/15:63) anvands begreppet absolut nddvandigt for att avgrénsa
i vilken man behandling av kénsliga personuppgifter ska vara tillaten. En
sadan begransning 6verensstammer dessutom med vad som i dag, om &n
nagot annorlunda uttryckt, galler enligt forordningen om behandling av
personuppgifter i verksamhet enligt utlannings- och
medborgarskapslagstiftningen. Regeringen bedémer darfor att lagen pa
den aktuella punkten bor utformas som utredningen foreslar, dvs. att
kansliga personuppgifter ska fa behandlas om det ar absolut nédvandigt
for de tillatna &ndamalen med behandlingen.

Syftet med begrénsningen att behandlingen ska vara absolut nddvéndig
ar att markera att behandlingen av kansliga personuppgifter bor ske med
forsiktighet och aldrig slentrianmassigt. Rekvisitet innebar emellertid
inte att kansliga personuppgifter endast far behandlas i undantagsfall.
Som lyfts fram tidigare kréaver verksamheten pa utlannings- och
medborgarskapsomradet ofta att kansliga personuppgifter behandlas.
Genom rekvisitet markeras dock att behandling ska ske med restriktivitet
och att behovet av att behandla den kénsliga personuppgiften ska prévas
noga i det enskilda drendet. En sddan prévning ska inte bara goras nar
uppgiften samlas in eller behandlas for forsta gangen utan dven vid
senare behandling av redan insamlade uppgifter.

Utredningen foreslar harutover att kdnsliga personuppgifter alltid ska
fa behandlas om den registrerade lamnat sitt uttryckliga samtycke till
behandlingen eller pé ett tydligt satt offentliggjort uppgifterna. Enligt
regeringens mening ar det inte lampligt att nu utdka mojligheten for
myndigheterna att behandla kansliga personuppgifter pa detta satt. Nagot
sadant forslag lamnas darfor inte.
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En utvidgning av méjligheten att behandla kénsliga personuppgifter
jamfort med i dag

I avsnitt 6.9.5 foreslas ett sarskilt andamal for personuppgiftsbehandling i
syfte att fullgora en rattslig skyldighet att registrera eller pa annat sétt
dokumentera en personuppgift. Andamélet &r nytt i forhallande till
dagens forordning om behandling av personuppgifter i verksamhet enligt
utlannings- och medborgarskapslagstiftningen. Eftersom det handlar om
en verksamhet som myndigheterna ar skyldiga att utféra ar det naturligt
att aven kansliga personuppgifter far behandlas for detta &ndamal under
samma begransningar som i 6vrigt géller for sddan behandling.

Kansliga personuppgifter far i dag enligt 5 § forordningen om
behandling av personuppgifter i verksamhet enligt utlannings- och
medborgarskapslagstiftningen inte behandlas for andamalen tillsyn,
kontroll, uppféljning, planering av verksamheten, framstéllning av
statistik eller testverksamhet. Migrationsverket har dock uppgett att det
foreligger ett behov av att kunna behandla kénsliga personuppgifter dven
for dessa andamal.

Det &r viktigt att bl.a. Migrationsverket fortlopande kan bevaka
effektiviteten och kvaliteten i verksamheten. Detta atagande forutsatter
uppféljning och kontroll av olika slag och d& kan kénsliga
personuppgifter manga ganger vara relevanta. Migrationsverket har
vidare krav pd sig att fora statistik over utlanningar i landet i den
utstrdckning som behovs for verksamheten. Vidare kan utlandska organ,
exempelvis UNCHR, begara viss statistik som bygger pa kansliga
personuppgifter (exempelvis rérande verkets handlaggning av
asylarenden som ror hbtg-personer, dvs. homosexuella, bisexuella, trans-
och queerpersoner). Det finns darfor ett stort behov for Migrationsverket
att kunna behandla kansliga personuppgifter. Samma behov kan antas
finnas hos Ovriga myndigheter som foresldas omfattas av
utlanningsdatalagen.

Mot den bakgrunden gor regeringen for det forsta bedomningen att
kénsliga personuppgifter om det &r absolut nddvandigt ska kunna
behandlas for att framstalla statistik. Regeringen gor vidare i avsnitt 6.9.4
bedémningen att det inte behovs ndgon sarskild dandamaélsbestammelse
for att personuppgifter ska fa behandlas for tillsyn, kontroll, uppféljning
eller planering av verksamheten. | stillet bedoms sadan verksamhet
tackas av de oOvriga andamalsbestammelserna. Av det skélet bedémer
regeringen att personuppgiftsbehandling for sadan verksamhet ska tackas
av den generella bestammelsen som tillater personuppgiftsbehandling av
kansliga personuppgifter nar det &r absolut nédvandigt for de andamal
som anges i utlanningsdatalagen. Av avgdrande betydelse for
beddmningen &r att regeringen delar utredningens uppfattning att
myndigheternas rutiner for dataskydd och sékerhet vid behandlingen
utgor en tillracklig garanti for att hanteringen av ké&nsliga personuppgifter
blir lika god vid s&dan drendehantering som bestéar av tillsyn, kontroll,
uppféljning, planering av verksamheten eller framstélining av statistik
som for évrig drendehantering.

Nér det slutligen galler testverksamhet instdmmer regeringen i
Datainspektionens uppfattning att det inte finns tillrackliga skal att tillata
behandling av kénsliga personuppgifter for det &ndamalet.



En upplysningsbestammelse

Som utredningen foreslar bor bestammelsen som anger forutséttningarna
for att behandla kénsliga personuppgifter kompletteras med en
upplysningsbestimmelse om att regeringen kan meddela foreskrifter. Det
bor dock tydliggoras att det bara kan komma i fraga att ge ytterligare
foreskrifter som begrédnsar mdjligheten att behandla kénsliga
personuppgifter.

6.12  Tillgangen till personuppgifter

Regeringens forslag: Tillgangen till personuppgifter ska begréansas
till det som varje tjansteman behdver for att fullgbra sina
arbetsuppgifter. Regeringen eller den myndighet regeringen
bestammer kan meddela narmare foreskrifter om tillgangen till
personuppgifter.

Utredningens forslag dverensstdmmer med regeringens.

Remissinstanserna: De flesta remissinstanser antingen godtar
forslaget eller 1d&mnar det utan invandningar. Sveriges advokatsamfund
anser att bestdimmelsen om intern begrénsning &r dverflodig och kan ge
upphov till tolkningsproblem. Samfundet motsatter sig vidare att
regeringen ska fa delegera foreskriftsratt till de tillampande
myndigheterna. Uppsala universitet (Juridiska fakultetsndmnden) anser
att en fortsatt analys bor goras i frdga om hantering av uppgifter som
flera har tillgang till.

Skéalen for regeringens forslag: |1 verksamhet enligt utlannings- och
medborgarskapslagstiftningen behandlas en stor mangd personuppgifter.
Manga av dessa ar kansliga personuppgifter enligt 138
personuppgiftslagen (1998:204) eller i Ovrigt av integritetskanslig
karaktér. Det ar viktigt att s3 langt som majligt motverka att uppgifterna
sprids till ndgon som inte &r behorig att ta del av dem. Som utredningen
foreslar, bor det darfor inforas en bestammelse i utlanningsdatalagen som
anger att tillgdngen till personuppgifter ska begransas till vad varje
tjinsteman behdver for att kunna fullgdra sina arbetsuppgifter. Den
foreslagna bestdmmelsen har tidigare forebilder och forekommer i flera
moderna forfattningar som reglerar myndigheters
personuppgiftsbehandling, t.ex. polisdatalagen (2010:361). Regeringen
kan darfor inte se att den ska innebéra nagra tolkningsproblem. | forsta
hand &ligger det myndigheterna att med utgdngspunkt i den egna
myndighetens organisation och behov se till att tillgadngen till
personuppgifter begransas i enlighet med den féreslagna bestammelsen.
Regeringen eller den myndighet som regeringen bestdammer bor
darutéver ha mojlighet att meddela narmare foreskrifter om tillgangen till
personuppgifter. Aven denna upplysningsbestimmelse bér utformas pa
samma satt som motsvarande bestdmmelser i t.ex. polisdatalagen.

Né&r det géller behovet av att infora sérskilda regler om uppgifter som
flera har tillgang till, dvs. det som i t.ex. polisdatalagen benamns som
gemensamt tillgangliga uppgifter (3 kap. 1 8), instdimmer regeringen i
utredningens beddmning att verksamheten enligt utldnnings- och
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medborgarskapslagstiftningen i vasentlig man skiljer sig fran den
verksamhet som regleras i polisdatalagen och att det skulle innebéra
betydande svarigheter att skilja ut vilka katgegorier av uppgifter som ska
hanforas till kategorin gemensamt tillgangliga uppgifter. Liksom
utredningen beddmer regeringen vidare att det genom den foreslagna
hanvisningen till 9 § personuppgiftslagen och genom de d&vriga
skyddsregler som foreslas tillskapas ett tillrackligt integritetsskydd aven i
de fall manga handlaggare hos myndigheterna ar i behov av att hantera
uppgifterna.

6.13  Sokbegransningar

Regeringens forslag: Vid sdkning i personuppgifter ska det vara
forbjudet att som sdkbegrepp anvénda uppgifter som avsldjar ras eller
etniskt ursprung, politiska asikter, religios eller filosofisk dvertygelse,
medlemskap i fackférening, halsa eller sexualliv.

Personuppgifter som direkt pekar ut den registrerade ska inte fa
anvandas som sokbegrepp vid behandling av personuppgifter for
atersokning av information om férhallanden i andra lander.

Uppgifter om lag6vertradelser m.m. ska inte fd anvandas som
sokbegrepp. Uppgifter om beslut om forvar ska dock fa anvandas som
sokbegrepp.

Utredningens forslag Overensstdmmer delvis med regeringens.
Utredningen foreslar dock vissa undantag fran férbudet att anvanda
kansliga personuppgifter som sokbegrepp. Utredningen foreslar ocksa en
annan redaktionell utformning av regleringen.

Remissinstanserna: De flesta remissinstanser antingen godtar
utredningens forslag eller lamnar det utan invandningar. Kammarratten i
Stockholm forordar att bestdimmelsen som anger att personuppgifter som
direkt pekar ut den registrerade inte far anvindas som sokbegrepp gors
sndvare genom att ordet direkt utgér. Datainspektionen avstyrker
utredningens forslag om undantag fran forbudet att anvanda kéansliga
personuppgifter som sokbegrepp. Polismyndigheten anser att det
principiella forbudet att anvanda uppgifter om lagovertradelser som
sOkbegrepp inte bér omfatta Polismyndigheten.

Skalen foér regeringens forslag
Begransningar for integritetsk&nsliga sokbegrepp

Sokbegrepp som tar sikte pa kansliga personuppgifter ar typiskt sett
forknippade med sérskilda risker i integritetshdnseende. Med kénsliga
personuppgifter avses uppgifter som avsljar ras eller etniskt ursprung,
politiska asikter, religios eller filosofisk Gvertygelse, medlemskap i
fackforening, hélsa eller sexualliv (jfr 13 § personuppgiftslagen). |
manga registerlagar ar det darfor forbjudet att anvanda sadana inte-
gritetskansliga sdkbegrepp. Skélet till detta &r att det inte kan uteslutas att
sammanstallningar éver kénsliga personuppgifter kan komma att miss-
brukas med risk for allvarliga intrang i enskildas personliga integritet.



Ett annat skal till att vissa sokbegrepp ofta ar forbjudna att anvanda har
samband med den s.k. begrénsningsregeln i 2 kap. 3 § tredje stycket
tryckfrihetsférordningen. Den innebédr att en sammanstéllning som
innehéller personuppgifter inte anses forvarad hos en myndighet om
myndigheten saknar rattslig befogenhet att géra sammanstéllningen. Den
utgor da foljaktligen inte heller en allmin handling. Syftet med be-
gransningsregeln ar att hindra allmanheten fran att gora ansprak pa att fa
del av sammanstallningar av uppgifter ur upptagningar hos myndigheten
som myndigheten sjalv, av integritetsskal, &r rattsligen forhindrad att ta
fram i sin egen verksamhet. Integritetsskyddet ska alltsa upprétthallas
aven om 2 kap. tryckfrihetsforordningen aberopas (se SOU 2010:4 s. 143
och SOU 2012:90 s. 115).

Utredningen foreslar mot den bakgrund som redovisas ovan att
sokbegrepp som tar sikte pa kansliga personuppgifter i princip inte ska
vara tillaten. Regeringen instammer i den utgangspunkten.

Utredningen foreslar dock att anvandningen av sadana sokbegrepp ska
vara tilldten vid personuppgiftsbehandling som utfors for dndamalen
tillsyn, kontroll, uppféljning av verksamheten, framstéllning av statistik
eller testverksamhet samt vid atersokning av information som rér andra
lander. Enligt utredningen har Migrationsverket behov av att anvénda
integritetskénsliga sokbegrepp i olika sammanhang, t.ex. for att kunna
redogdra for UNHCR om verkets handldggning av asylérenden som ror
hbtg-personer. Utredningen anser ocksa att det kan vara rimligt att verket
har mdjlighet att anvanda integritetskénsliga sokbegrepp for att kunna
folja upp och planera for flyktingstrommar fran en viss etnisk konflikt
eller for att kunna bereda verksamheten pa att ta emot stora strommar av
asylstkande som &r hiv-bérare eller drabbade av svara miljokatastrofer.

I avsnitt 6.11.2 goOr regeringen bedémningen att kénsliga
personuppgifter inte ska fa behandlas vid bedrivande av testverksamhet.
Det innebar att sddana uppgifter inte heller far anvandas som sékbegrepp
under bedrivande av testverksamhet.

Nér det sedan géller personuppgiftsbehandling som utférs for att
bedriva tillsyn, kontroll, uppféljning, planering av verksamheten och
framstallning av statistik samt for atersokning av information som rér
andra lander delar regeringen utredningens bedémning att det kan finnas
ett behov for Migrationsverket att kunna anvanda stkbegrepp som tar
sikte pd kansliga personuppgifter vid sadan verksamhet. Regeringen
beddmer att d&ven Polismyndigheten och utlandsmyndigheterna, bortsett
frén andamalet &tersokning av information som ror forhallanden i andra
lander, kan ha ett sddant behov. | dag finns ett generellt forbud mot att
anvénda kansliga personuppgifter som sokbegrepp i 7 § férordningen om
behandling av personuppgifter i verksamhet enligt utl&nnings- och
medborgarskapslagstiftningen. Enligt regeringen maste det finnas mycket
starka skal for att i utlanningsdatalagen franga det stallningstagande som
gjorts i forordningen. Endast om behovet av att kunna anvénda kansliga
personuppgifter som sokbegrepp ar sé starkt att det klart dvervéager de
integritetsrisker sadan sokning kan medféra for den enskilde bor en
forandring Overvagas. P& det underlag som har presenterats av
utredningen anser regeringen inte att det finns tillrdckliga skal att géra
undantag fran forbudet att anvanda kansliga personuppgifter som

Prop. 2015/16:65

85



Prop. 2015/16:65

86

sokbegrepp. Regeringen anser darfor, till skillnad fran utredningen, att
det inte ska inforas ndgot sadant undantag.

Néar det géller anvandningen av uttrycket ras kan sarskilt namnas att
uttrycket anvéands i annan lagstiftning om personuppgiftsbehandling och
att det dessutom fortfarande forekommer i olika internationella
instrument. Mot denna bakgrund bér uttrycket ras anvédndas i
utlanningsdatalagen, trots att det finns befogade invandningar mot
uttrycket (jfr prop. 2009/10:85 s. 123). Det bor framhéllas att
anvandningen av uttrycket ras for narvarande ar foremal for
dvervdganden av Utredningen om transpersoners straffrattsliga skydd
m.m. (dir. 2014:115).

Andra sokbegréansningar

| dag far personuppgifter som direkt pekar ut den registrerade inte
anvandas som sOkbegrepp vid behandling av personuppgifter for
atersokning av information som ror forhallanden i andra lander. Den
sokbegransningen bor gélla dven for utlanningsdatalagen. Regeringen
bedémer inte att det behdvs nagon ytterligare begransning av mojligheten
att atersoka information som ror forhallanden i andra lander pa det sétt
som Kammarrétten i Stockholm foreslar. Regeringen instammer ocksa i
utredningens beddmning att det bor finnas en sdkbegransning nér det
galler uppgifter om lagovertradelser. Det ar daremot, som ocksa
utredningen anser, naturligt att uppgifter om beslut om forvar far sokas
och sammanstéllas av de myndigheter som beslutar om eller annars
ansvarar for sadan verksamhet. Polismyndigheten anser att det
principiella forbudet att anvénda uppgifter om lagdvertradelser som
sOkbegrepp inte bdr omfatta Polismyndigheten. Enligt regeringens
mening ar det dock rimligt att denna sokbegransning galler dven for
Polismyndigheten né&r den bedriver verksamhet som ticks av
utlanningsdatalagens tillampningsomrade.

6.14 Annat elektroniskt utlamnande
an direktatkomst

Regeringens beddémning: Utlanningsdatalagen bor inte innehalla
nagra sarskilda regler om annat elektroniskt utlamnande av
personuppgifter an genom direktatkomst.

Utredningens beddmning 6verensstimmer med regeringens.

Remissinstanserna: De flesta remissinstanser antingen godtar
beddmningen eller l&mnar den utan invéndningar. Polismyndigheten
delar utredningens bedémning men efterlyser en analys av hur
bedémningen forhaller sig till polisdatalagens reglering av elektroniskt
utlamnande.

Skalen fér regeringens beddémning: Nu gallande férordning om
behandling av personuppgifter i verksamhet enligt utlannings- och
medborgarskapslagstiftningen innehaller inte nagra generella regler om
annat elektroniskt utlamnande av uppgifter an direktdtkomst. Nar det
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bestammelse i 10 § andra stycket som anger att uppgifter ur registret far
lamnas ut pd medium for automatisk databehandling endast om det foljer
av lag eller férordning.

| praktiken sker elektroniskt utlamnande pd annat sitt &n genom
direktadtkomst i ménga olika situationer inom verksamhet for utlannings-
och medborgarskapslagstiftningen. Uppgifter 1amnas ut av exempelvis
Migrationsverket pa begaran av andra myndigheter for att anvandas i den
mottagande myndighetens verksamhet eller for att verket ska kunna
fullgdra sina uppgifter inom utlannings- och
medborgarskapsverksamheten. Exempelvis lamnar Migrationsverket
personuppgifter till Skatteverket via cd-rom. Utldmnande av uppgifter
sker ocksa elektroniskt till privata bolag. Migrationsverket skickar till
exempel filer som innehaller personuppgifter till passleverantoren
Gemalto AB och till Stralfors svenska AB som skriver ut kallelser och
beslut m.m. fér myndighetens rakning. Myndigheternas kommunikation
med exempelvis parter och ombud via e-post kan ocksd innebéra
utldmnande av personuppgifter.

Som utredningen lyfter fram &r det frdn ett effektivitetsperspektiv
viktigt att myndigheterna har mojlighet att utnyttja automatiserade
forfaranden i sin verksamhet. Om elektroniskt utlimnande inte far ske,
maste den utlamnande myndigheten gora utskrifter pa papper och skicka
till mottagaren. Mottagaren maste darefter eventuellt vidta atgarder for
att overfora uppgifterna till elektronisk form igen. Denna ordning
framstar som onddigt ineffektiv och tidskravande, sérskilt som
exempelvis myndigheter i allt storre utstrackning Overgar till helt
elektronisk informationshantering.

Utlamnande av personuppgifter elektroniskt kan dock innebdra risker
for den personliga integriteten. Sadant utlamnande innebar namligen som
regel att mottagaren kan bearbeta informationen, t.ex. genom att samkdora
den med information som hamtas fran andra kéllor. Samtidigt ska dock
inte skillnaden mellan uppgifter pa papper och elektroniska uppgifter
Gverdrivas. Med modern teknik kan text pa papper forhallandevis enkelt
omvandlas till elektroniska uppgifter.

Som utredningen anfér kan dock skyddet foér den personliga
integriteten uppratthallas pa andra sétt 4n genom begransning av formen
for utlamnande. Myndigheterna far enligt forslaget till utlanningsdatalag
endast behandla personuppgifter for utldamnande for vissa i lagen angivna
andamal eller for andamal som inte &r oférenliga med dessa andamal.
Om mottagaren av personuppgifterna & en myndighet styrs dennas
personuppgiftsbehandling vanligtvis av sérskilda forfattningar med &nda-
malsbestammelser som reglerar for vilka andamal behandling far ske.
Vidare ar den personuppgiftsansvariga myndigheten skyldig att vidta
lampliga tekniska atgarder for att skydda de uppgifter som behandlas
genom den foreslagna hanvisningen i utldnningsdatalagen till 31 §
personuppgiftslagen. Myndigheten ansvarar sdledes for att dverféringen
sker pd ett sakert satt, till exempel att uppgifterna krypteras innan de
overfors till mottagaren. Utlamnande av uppgifter ska ocksa foregas av
en sekretessprovning.

Sammanfattningsvis bedémer regeringen att det inte bor inféras ndgon
sérskild regel om utldmnande av personuppgifter i annan elektronisk
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form &n genom direktatkomst i utlanningsdatalagen. Inte heller finns det
skal att inféra ndgon motsvarighet till bestimmelsen i nuvarande
férordning om behandling av personuppgifter i verksamhet enligt
utlannings- och medborgarskapslagstiftningen att uppgifter ur registren
over fingeravtryck och fotografier far lamnas ut pd medium for
automatisk databehandling endast om det foljer av lag eller férordning.

Som Polismyndigheten lyfter fram finns exempelvis i polisdatalagen
(2010:361) regler &ven om annat elektroniskt utlamnande &n
direktatkomst. Bestammelserna i polisdatalagen har tagits fram for att
mota de speciella behov av behandling av personuppgifter som finns i
bl.a. Polismyndighetens brottshek&mpande verksamhet och det behov av
reglering som finns dér avseende annat elektroniskt utldmnande &n
direktatkomst. Det bor inte hindra att en annan bedémning av behovet av
en sadan reglering gors i utlanningsdatalagen.

6.15 Direktatkomst

Regeringens forslag: Andra myndigheter och enskilda ska kunna ha
direktatkomst till Migrationsverkets personuppgifter endast i den
utstrackning som anges i utlanningsdatalagen.

Direktatkomst far endast medges

- Polismyndigheten,

- Sékerhetspolisen,

- utlandsmyndigheterna,

- Forsakringskassan,

- Pensionsmyndigheten

- Skatteverket, eller

- en part eller partens ombud eller bitrade.

Direktatkomst till en part eller en parts ombud eller bitrade ska
endast fa avse personuppgifter i partens drende.

Tillgdngen till personuppgifter ska begransas internt till det som
varje tjansteman behover for att fullgora sina arbetsuppgifter.

En upplysningsbestammelse ska inféras som anger att regeringen
eller den myndighet som regeringen bestimmer kan meddela
ytterligare foreskrifter om begransningar av direktatkomst och om
beharighet och séakerhet vid sadan atkomst.

Det ska inforas uppgiftsskyldigheter i utlanningsdatalagen som ger
Polismyndigheten, Sékerhetspolisen och utlandsmyndigheterna rétt att
ta del av vissa uppgifter hos Migrationsverket som verket behandlar
enligt lagen.

Utredningens forslag &verensstammer delvis med regeringens.
Utredningen foreslar att de &ndamal som direktatkomsten ska fa medges
for specificeras i lagen. Utredningen foreslar inte heller négon
bestammelse om direktatkomst for parter. Utredningen foreslar slutligen
en annan placering och utformning av den sekretessbrytande
bestdmmelsen.

Remissinstanserna: De flesta remissinstanser antingen godtar
forslaget eller lamnar det utan invandningar. Forsakringskassan anser att
det behdvs ytterligare analys av hur forslaget att begrdnsa den interna



atkomsten av personuppgifter som hamtas fran Migrationsverket
forhaller sig till bestammelser som medger kassan direktatkomst till
andra myndigheter och dar denna begransning saknas. Migrationsverket
och Ambassaden Peking anser att en enskild person bér kunna medges
direktatkomst till uppgifter i sitt eget drende. Datainspektionen delar
utredningens beddmning att det for ndrvarande inte bor inféras en
bestammelse som medger direktdkomst for enskilda. Inspektionen anser
vidare att frAnvaron av bestammelser om vilka kategorier av uppgifter
som far behandlas i &ndamalsbestimmelserna medfor  att
Migrationsverket sannolikt kommer att behandla fler uppgifter i sitt
verksamhetsregister och efterfragar en analys av vad det innebar for
andra myndigheters direktatkomst.

Migrationsverket foreslar att enskilda ska kunna ges direktatkomst till
personuppgifter som hénfor sig till deras arenden.

Sakerhetspolisen  framhéller att myndigheten har behov av
direktatkomst till Migrationsverkets uppgifter for att uppfylla sina
skyldigheter enligt utldnnings- och medborgarskapslagstiftningen trots
uppfattningen att myndigheten inte ska omfattas av lagen.

Sveriges advokatsamfund avstyrker att andra myndigheter ska ha
direktatkomst till Migrationsverkets personuppgifter.

Skalen for regeringens forslag
Allmént om direktatkomst

Négon legaldefinition av begreppet direktatkomst finns inte men den
grundlaggande innebdrden ar att ndgon utomstaende har direkt tillgang
till uppgifter som behandlas hos en myndighet. | begreppet direktatkomst
ligger att den utomstaende pé egen hand kan ta fram uppgifter och pa s&
satt f& uppgifter utlamnade till sig. Vid direktatkomst fattas beslutet om
Overforing i varje enskilt fall av mottagaren. Prévningen av om ett
utldmnande &r férenligt med offentlighets- och sekretesslagen (2009:400)
maste darfor ske redan dad uppgifterna gors tillgangliga genom
direktatkomst, oavsett om nagon mottagare vid den tidpunkten tar del av
dem. Den direktdtkomst som en myndighet medger ndgon utomstaende
ar vanligtvis avgransad s& att mottagaren endast har tillgang till vissa
bestamda uppgifter, sdsom uppgifter i en viss databas eller i vissa
dokument.

Hogsta forvaltningsdomstolen har nyligen i ett avgérande ansett att
gransdragningen mellan vad som enligt bestdimmelsen i 114 kap 22 §
socialforsakringshalken ar direktdtkomst och annat utlamnande pa
medium for automatiserad behandling beror pd om den aktuella
upptagningen kan anses férvarad hos den mottagande myndigheten enligt
2 kap. 3 § tryckfrihetsforordningen, dvs. om den &r tillganglig for
myndigheten med tekniskt hjadlpmedel som myndigheten sjalv utnyttjar
for 6verforing i sddan form att den kan lasas, avlyssnas eller p& annat satt
uppfattas (Hogsta foérvaltningsdomstolens dom den 29 oktober 2015 i
mal nr 1356-14).

Generellt kan séagas att mojligheten till direktatkomst 6kar riskerna for
intrang i den personliga integriteten, eftersom det typiskt sett innebar att
uppgifter blir tillgdngliga for fler personer och att den utldmnande
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myndighetens mdjligheter att kontrollera anvéndningen av uppgifterna
minskar.

Direktatkomst enligt dagens reglering

Enligt 6 § férordningen om behandling av personuppgifter i verksamhet
enligt utlannings- och medborgarskapslagstiftningen far Polismyndig-
heten, Sékerhetspolisen och utlandsmyndigheterna ha direktatkomst till
Migrationsverkets verksamhetsregister. Myndigheternas direktatkomst
ska begrdansas till att endast avse personuppgifter som ar nddvéndiga for
att en tjansteman ska kunna fullgéra sina arbetsuppgifter i verksamhet
enligt 1 §, dvs. verksamhet enligt utlannings- och medborgarskaps-
lagstiftningen som den utvecklas i samma bestdammelses andra stycke.

Enligt 6a8 forordningen om behandling av personuppgifter i
verksamhet enligt utlannings- och medborgarskapslagstiftningen far
Forsakringskassan och Pensionsmyndigheten ha direktatkomst till
uppgifter i Migrationsverkets verksamhetsregister. Direktdtkomsten ska
begransas till uppgifter som behdvs inom respektive myndighets
verksamhet som underlag for att bedoma eller faststalla forman,
ersattning eller annat stod at en enskild eller som behdvs i ett drende om
motsvarande stod. Forsakringskassan och Pensionsmyndigheten far ha
direktatkomst forst sedan Migrationsverket har forsakrat sig om att
handlaggare hos de mottagande myndigheterna bara kan ta del av
uppgifter om personer som &r aktuella i &renden eller verksamhet som
avser registrering av  enskilda hos Forsakringskassan eller
Pensionsmyndigheten. Vidare far direktatkomsten endast avse vissa i
bestdmmelsen sarskilt angivna uppgifter.

Slutligen far enligt 6 b § foérordningen om behandling av
personuppgifter i verksamhet enligt utldnnings- och
medborgarskapslagstiftningen ~ Skatteverket ha  direktatkomst till
uppgifter i Migrationsverkets verksamhetsregister. Direktdtkomsten ska
begransas till uppgifter som behévs for Skatteverkets handlaggning av
ansbkan om identitetskort. Aven betraffande Skatteverket far
direktdtkomsten enbart avse vissa uppraknade uppgifter.

Hur bor fragan om direktatkomst regleras i utlanningsdatalagen?

Modern teknik har medfort att information pa ett enkelt sétt kan sokas,
sammanstallas och overféras mellan myndigheter. Direktatkomst kan
innebdra effektivitetsvinster for den mottagande myndigheten, eftersom
handl&ggande tjdnsteméan inte behdver begéra ut de uppgifter som behdvs
for bedomningen av ett enskilt fall frdn den utlamnande myndigheten,
utan sjalv kan soka den information som krdvs i den utldmnande
myndighetens personuppgiftssamling. Direktatkomst kan ocksa innebara
fordelar for den utldmnande myndigheten, eftersom den inte behdver
avsatta resurser for att hantera de forfragningar om utlimnande som
kommer in fran andra myndigheter. Det kan &ven innebéra fordelar fran
informationssakerhetssynpunkt, da overforing av information vid
direktatkomst kan ske pa ett sakrare satt an till exempel genom e-post.
Liksom utredningen anser regeringen att de myndigheter som i dag har
direktatkomst till Migrationsverkets uppgifter fortfarande bor kunna
medges sadan direktdtkomst. Med tanke pa de speciella integritetsrisker



som ar forknippade med direktatkomst anser dven regeringen att
regleringen av vilka som ska kunna fa direktatkomst till
Migrationsverkets personuppgifter bér vara uttbmmande. Liksom
tidigare bor alltsa Polismyndigheten, Séakerhetspolisen,
utlandsmyndigheterna, Fdérsakringskassan, Pensionsmyndigheten och
Skatteverket kunna medges direktdtkomst till Migrationsverkets
personuppgifter. Att Sakerhetspolisen, till skillnad fran i utredningens
forslag, inte foreslds omfattas av utlanningsdatalagen forandrar inte
bedémningen att myndigheten har behov av att fa tillgang till uppgifter
som den behdver nar den utfor uppgifter som aligger myndigheten enligt
exempelvis utldnningslagen eller lagen om sérskild utlanningskontroll.

Fragan &r da om det, som utredningen foreslar, i utlanningsdatalagen
bor anges for vilka andamal sadan direktatkomst ska kunna medges, dvs
for vilka typer av handlaggningsatgarder m.m. direkatkomst ska kunna
komma i fraga.

Enligt regeringens mening &r det av stor vikt, inte minst av
integritetsskyddsskal, att den narmare omfattningen av direktdtkomsten
regleras sa precist som méjligt. Behoven for de olika myndigheterna ar
olika och kan dessutom variera éver tid med hansyn till vilka uppgifter
som myndigheterna har enligt det regelverk som bestdammer deras
uppgifter. Den narmare regleringen om for vilket syfte direktatkomsten
ska medges bor darfér meddelas av regeringen i forordning i stéllet for i
utlanningsdatalagen.

Enskildas direktatkomst till egna drenden

En viktig processréttslig princip ar att en part ska ha insyn i sitt rende.
Migrationsverket arbetar for nédrvarande med att ta fram en s.k.
visningstjanst, som innebar att enskilda genom direktatkomst till
Migrationsverket skulle kunna fa tillgang till vissa uppgifter om sina
egna &renden. Migrationsverkets arbete &r dock inte fardigt och det
behovs ytterligare analys av de rattsliga frdgor som direktatkomst till
enskilda medfor. Dessutom maste sakerstéllas att sadan atkomst ar saker
genom en behovs- och riskanalys, informationsklassning, gallringsregler,
autentiseringsldsningar och andra sakerhetsétgarder. Utredningen har
mot den bakgrunden inte ansett sig kunna foresla en bestammelse som
mojliggor  direktdtkomst till enskilda. Migrationsverkets expert i
utredningen har dock i ett sérskilt yttrande uttryckt en annan uppfattning
i frdgan. Migrationsverket lyfter vidare fram frdgan om behovet av
enskildas direktatkomst i sitt remissvar.

Med hénsyn till att myndigheternas &rendehandléggning i allt storre
utstrackning bygger pa elektronisk akthantering och elektronisk
kommunikation mellan myndigheterna  anser  regeringen  att
utldanningsdatalagen inte bor utesluta moéjligheten att ge parterna och
deras ombud eller bitrdden mojlighet att pa elektronisk vag félja vad som
hander med deras arenden. Regeringen foreslar darfor att det ska vara
mojligt for Migrationsverket att lamna ut uppgifter genom direktatkomst
till en part eller partens ombud eller bitrdde. Mdgjligheten till
direktatkomst i dessa fall bor dock begréansas till personuppgifter i det
egna drendet.
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Det bor emellertid sakerstallas att det inte blir tillatet att lamna ut
personuppgifter genom direktatkomst till parter eller deras ombud eller
bitraden forran det stdr klart att de tekniska systemen och
Migrationsverkets rutiner ar tillrackligt utvecklade. Det bor till exempel
finnas system och rutiner for att garantera att personuppgifter genom
direktdtkomsten inte blir atkomliga fér andra &n ratt mottagare, att
sekretesskyddade uppgifter inte lamnas ut och att
inloggningsfunktionerna ar palitliga. Denna nirmare reglering bor
foreskrivas av regeringen i forordning.

Skyddsregler vid direktatkomst

Eftersom direktdtkomst typiskt sett anses innebara att risken for
krankningar av den enskildes integritet blir stérre behdvs regler som
sakerstaller skyddet for personuppgifterna vid direktdtkomst. Det finns
nagra aspekter som ar sarskilt viktiga.

En forsta frdga ar hur uppgifterna sprids och anvands hos den
mottagande myndigheten. Om kretsen av personer som har tillgang till
uppgifterna kan begransas, ar risken for integritetsintrang generellt sett
mindre. Den mottagande myndigheten maste darfor begransa
atkomstmojligheterna s& mycket som mojligt med hansyn till den
aktuella verksamheten och kénsligheten hos personuppgifterna. Anstallda
inom en myndighet boér endast ha elektronisk tillgdng till de
personuppgifter som de behdver i sitt arbete. Nar det géller fragan om
anstalldas tillgang till personuppgifter foreslar regeringen i avsnitt 6.12
att det i utlanningsdatalagen infors en sérskild bestammelse enligt vilken
den personuppgiftsansvariga myndigheten har ansvar for att begransa
tillgangen till personuppgifter till det som varje tjansteman behover for
att kunna fullgéra sina arbetsuppgifter. Denna bestammelse far anses
uppfylla kravet pa att uppgifterna inte sprids hos mottagarmyndigheterna
pa ett oacceptabelt satt. Den bestammelsen &ar dock inte tillamplig hos
Sékerhetspolisen,  Forsékringskassan,  Pensionsmyndigheten  eller
Skatteverket, eftersom utlanningsdatalagen inte foreslas tillimpas av
dessa myndigheter. En motsvarande begrénsningsregel bor darfor finnas
for dessa myndigheter. Sadana begransningsregler bér, som utredningen
foreslar, inforas i de forfattningar som narmare reglerar myndigheternas
verksamhet. N&r det géller Sékerhetspolisen beddms den
begrénsningsregel som finns i 2 kap. 11 § polisdatalagen (2010:361) vara
tillracklig. Den begransningsregel betréffande den interna tillgdngen som
foreslas for Forsakringskassan och Pensionsmyndigheten bor utformas sa
att den endast tar sikte pa uppgifter fran Migrationsverket och inte
paverkar hur myndigheterna ska bestimma den interna tillgdngen vid
direktatkomst till andra myndigheters uppgifter.

Yiterligare en aspekt att beakta vid direktatkomst ar att den mottagande
myndigheten endast har direktdtkomst till sddana uppgifter som
myndigheten verkligen kan antas ha behov av. Inférandet av
direktatkomst bor darfor foregas av en analys av vilka uppgifter som ar
nodvandiga med hénsyn till andamalen med behandlingen. Fran ett
integritetsperspektiv ar det ocksd en fordel om det framgar av
forfattningstexten vilka uppgifter som far inhamtas genom direktatkomst.



Innan Migrationsverket medger direktatkomst till personuppgifter bor
verket gora en risk- och sarbarhetsanalys. Migrationsverket ska da
kontrollera att mottagande myndigheter har ett tillrackligt skydd for
mottagna personuppgifter. Regeringen kan i forordning inféra
bestammelser om vilka uppgifter som far omfattas av direktdtkomsten
och att Migrationsverket inte far medge nagon av de i lagen uppraknade
myndigheterna direktdtkomst innan verket har forsakrat sig om att den
mottagande myndigheten uppfyller kraven pa behorighet och sakerhet.

Sekretessbrytande regler

Enligt 21 kap. 5 § forsta stycket offentlighets- och sekretesslagen galler
sekretess for uppgift som rér en utldnning, om det kan antas att réjande
av uppgiften skulle medféra fara for att ndgon utsatts for 6vergrepp eller
lider annat allvarligt men som foranleds av forhéllandet mellan
utldnningen och en utlandsk stat eller myndighet eller organisation av
utlanningar. Sekretessen galler alltsd med s.k. rakt skaderekvisit, dvs.
presumtionen &r att uppgifterna &r offentliga. Enligt 37 kap. 1 8§ forsta
stycket samma lag galler sekretess i verksamhet for kontroll Over
utlanningar och i arende om svenskt medborgarskap for uppgift om en
enskilds personliga forhallanden, om det inte star klart att uppgiften kan
rojas utan att den enskilde eller ndgon narstaende till denne lider men.
Sekretessen galler i detta fall med ett omvént skaderekvisit och
presumtionen &r att uppgifterna inte ar offentliga. Uppgift i arende om
arbetstillstand for utlanning omfattas av sekretess dven enligt 28 kap.
15 § forsta stycket offentlighets- och sekretesslagen. Slutligen géller
sekretess enligt 26 kap. 1 § i arenden om bistdnd &t asyls6kanden och
andra utlanningar.

Bestammelser om direktadtkomst anses inte ha nagon sekretesshrytande
verkan (se t.ex. prop. 2004/05:164 s. 83). Regler om direktatkomst
brukar darfor ofta kompletteras med sekretessbrytande bestdmmelser
som &r utformade som regler om uppgiftsskyldighet. Dessa formuleras
ofta som en rétt for mottagande myndighet att ta del av uppgifter.

Nar det géller Forsakringskassan och Pensionsmyndigheten finns en
sekretessbrytande bestdammelse i 17 kap. 3 § utldnningslagen. Enligt
bestammelsen har Forsékringskassan och Pensionsmyndigheten rétt att ta
del av uppgifter om enskilda hos Migrationsverket. Om det finns sk&l for
det, ska Migrationsverket pa eget initiativ 1amna sddana uppgifter till
Forsdkringskassan och Pensionsmyndigheten. | 7 kap. 15 a§
utlanningsforordningen specificeras vilka uppgifter som
Forsakringskassan och Pensionsmyndigheten har rétt att ta del av genom
direktatkomst.

Enligt 16 a § forordningen om identitetskort for folkbokftrda i Sverige
ska Migrationsverket pa begaran av Skatteverket lamna de uppgifter som
anges i 6 b 8 i nu géllande forordning om behandling av personuppgifter
i verksamhet enligt utldnnings- och medborgarskapslagstiftningen och
som behdvs for handldggning av ansdékan om identitetskort. 1 7 kap.
15b § utlanningsforordningen finns ocksa en bestammelse som
foreskriver att Migrationsverket pa begéran av Skatteverket ska lamna ut
vissa uppgifter, om de behdvs for Skatteverkets handldggning av ett
arende om folkbokforing.
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Né&r det galler Polismyndighetens, Sé&kerhetspolisens och utlands-
myndigheternas direktatkomst enligt 6 § i nu géllande foérordning om
behandling av personuppgifter i verksamhet enligt utlannings- och
medborgarskapslagstiftningen saknas en korresponderande bestimmelse
om uppgiftsskyldighet for Migrationsverket till ndmnda myndigheter.
Utlamnandet genom direktatkomst av sekretessbelagda personuppgifter
sker i stdllet med stod av den sekretessbrytande generalklausulen i
10 kap. 27§ offentlighets- och sekretesslagen. Generalklausulen
foreskriver sekretessgenombrott om det vid en bedémning framstar som
uppenbart att intresset av att uppgiften ld&mnas ut har foretrade framfor
det intresse som sekretessen ska skydda. Som utredningen anfor &r det
ofta inte l&mpligt att omfattande utlamnande av sekretessbelagda
uppgifter sker enbart med stéd av den sekretessbrytande
generalklausulen. Som utredningen foreslar bor darfor en sadan
sekretessbrytande foreskrift om uppgiftsskyldighet som avses i 10 kap.
28 8 offentlighets- och sekretesslagen inforas. Till skillnad fran
utredningen anser regeringen att det ar mest andamalsenligt att placera
den sekretessbrytande regeln i anslutning till bestdmmelsen om
direktadtkomst i utlanningsdatalagen.

Utformningen av den sekretessbrytande regeln

For att astadkomma ett sd starkt integritetsskydd som mojligt bor tva
former av sekretessbrytande bestammelser inforas beroende pa formen
for utlamnande av uppgifter. En sekretessbrytande bestammelse bor ta
sikte pa uppgiftslamnande i enskilda fall och anvandas vid utlimnande
av uppgifter t.ex. via telefon eller e-post. En vidare sekretessbrytande
bestammelse bor gélla vid direktatkomst (jfr prop. 2012/13:120 s. 44—
45).

Den sekretessbrytande regeln for uppgiftsldmnande i enskilda fall bor
omfatta en rétt for Polismyndigheten, Séakerhetspolisen eller en
utlandsmyndighet att pad begaran ta del av sadana uppgifter om enskilda
som Migrationsverket behandlar for de priméara andamalen handlaggning
av arenden eller en myndighets bitrade i saddana arenden, kontroll av
utlanning i samband med inresa och utresa samt kontroll under vistelsen i
Sverige. Vidare bor Polismyndigheten pa begaran kunna fa del av
uppgifter ur Migrationsverkets register dver fingeravtryck och fotografier
som Migrationsverket behandlar for att prova ansokningar om
uppehéllstillstand av skyddsskal, i drenden om avvisning eller utvisning
eller for kontroll av fingeravtryck. Migrationsverket bor dven ha en
mojlighet att sjdlvmant |&mna uppgifter om fingeravtryck till
Polismyndigheten.

Den vidare sekretessbrytande bestammelsen vid direktatkomst bor
formuleras som en generell rétt for Polismyndigheten, Sékerhetspolisen
och utlandsmyndigheterna att ta del av de personuppgifter om enskilda
som Migrationsverket behandlar med stod av samtliga primara andamal
utom atersokning av avgoranden, rattsutredningar och annan rattslig
information eller information som rér forhallanden i andra lander.
Polismyndigheten bor darutéver fa ha tillgang till uppgifter som
Migrationsverket far behandla i sina register over fingeravtryck och



fotografier. Nagot krav pa att varje enskild uppgift ska ha betydelse i ett
enskilt arende bor inte stéllas upp.

Paverkar Hogsta forvaltningsdomstolens avgérande utformningen av
reglerna om direktakomst?

Det avgorande fran Hogsta forvaltningsdomstolen som redogjorts for
ovan (Hogsta forvaltningsdomstolens dom den 29 oktober 2015 i mal nr
1356-14) kan tolkas sé att den tekniska utformningen av en myndighets
system for utlamnande av uppgifter kan bli avgérande fér om
utlamnandet ska anses som direktatkomst eller som annat utlamnande pa
medium for automatiserad behandling. | det aktuella fallet handlade det
om att socialndmnderna inte pd egen hand kunde soka information i
socialforsékringsdatabasen, utan ett utldmnande forutsatte att
Forsakringskassan reagerade pa en begdran om att de efterfragade
uppgifterna skulle ldmnas ut. Forsakringskassan fick darigenom anses
forfoga 6ver fragan om och i sa fall vilka uppgifter som skulle lamnas ut.
Domstolen ansag darfor att socialnamnderna inte kunde anses ha nagon
sadan teknisk tillgang till upptagningar som avses i 2 kap. 3 § andra
stycket tryckfrihetsforordningen. Detta innebar att forfarandet inte var att
betrakta som direktatkomst.

Syftet med utldnningsdatalagen &r att tillskapa en teknikneutral och
flexibel lag som sa langt mojligt inte ska behdva forandras i takt med den
tekniska utvecklingen eller till féljd av forandringar av myndigheternas
behov  att  behandla  personuppgifter.  Trots att  Hogsta
forvaltningsdomstolens avgorande begrénsar vilka tekniska l6sningar
som fortsattningsvis kommer att bedomas som direktatkomst, finns det
mot den bakgrunden ett behov av regler i utlanningsdatalagen om
direktatkomst till Migrationsverkets uppgifter. Regeringen bedomer att
det i nulaget inte finns ndgot behov av att anpassa eller annars évervaga
forandringar i reglerna om direktatkomst eller de anknytande reglerna om
uppgiftssskyldighet. Regeringen kommer dock att noga fdlja
utvecklingen och kan komma att aterkomma till frégan om regleringen
rorande direktatkomst i ett senare sammanhang.

6.16  Séarskilt om Overféring av personuppgifter
till tredjeland

Regeringens forslag: Utéver det som foljer av 33 §
personuppgiftslagen ska 6verféring av personuppgifter till tredjeland
fa ske om det ar absolut nddvandigt for handlaggning av drenden eller
bitrade i sadana arenden, kontroll av utldnning och &tersékning av
rattslig information, sdvida det inte méter hinder av sekretess enligt
offentlighets- och sekretesslagen (2009:400).

En upplysningsbestammelse ska inféras som anger att regeringen
eller den myndighet som regeringens bestdmmer kan meddela
ytterligare foreskrifter som begransar i vilken utstrackning
personuppgifter far overforas till tredjeland.
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Utredningens forslag éverensstdmmer i huvudsak med regeringens.
Utredningen foreslar en delvis annorlunda utformning av bestaimmelsen.

Remissinstanserna: De flesta remissinstanser antingen godtar
forslaget eller lamnar det utan invandningar. Kammarrétten i Stockholm
anser att det inte ar lampligt att anvanda begreppet absolut nédvandigt i
lagtext. | stallet bor begreppen behévligt och nédvandigt anvandas.
Domstolen vill ocksé understryka att det &r angelaget att dverforing av
personuppgifter  till  tredjeland sker med stor forsiktighet.
Datainspektionen efterfragar en analys av. om myndigheternas behov av
effektivitet i verksamheten Gvervéger de negativa konsekvenser som en
overforing av personuppgifter till tredjeland kan ge upphov till. Sveriges
advokatsamfund anser att det krdvs en vidare analys och ett fortydligande
av hur den foreslagna bestammelsen forhaller sig till eventuella
sekretesshinder i offentlighets- och sekretesslagen samt artikel 30 a i det
omarbetade asylprocedurdirektivet. Det maéste enligt samfundet tydligt
framga att 6verforing av personuppgifter till tredjeland aldrig far ske om
det finns risk att uppgifter om enskilda ansékningar om internationellt
skydd réjs till de pastddda aktorer som bedriver forfoljelse. Aven
Radgivningsbyradn for asylsokande och flyktingar efterfragar en
utforligare risk- och konsekvensanalys av utlamnande av personuppgifter
till tredjeland.

Polismyndigheten anser att hénvisningen i lagen till 33 och 34 §§
personuppgiftslagen, som delvis innehaller samma undantag som den
sérskilda bestdmmelsen om 6verféring av uppgifter till tredjeland, gor
det svart att forsta regleringen av 6verforing av uppgifter.

Skalen for regeringens forslag: | avsnitt 6.6.2 foreslar regeringen att
utlanningsdatalagen ska hanvisa till 33-35 88 personuppgiftslagen
(1998:204) nar det galler overforing av uppgifter till tredjeland. Som
utredningen for fram kan det ifrdgasattas om de undantag fran det
principiella forbudet att dverféra personuppgifter till tredjeland som
medges i 34 8 personuppgiftslagen &r tillrdckligt vida for att medge
nodvandig Overforing av uppgifter till tredjeland eller om de behover
kompletteras ytterligare. 1 denna fraga gor regeringen foljande
beddémning.

Regeringen delar inledningsvis utredningens uppfattning att
informationsutbyten genom  direktatkomst till Migrationsverkets
datasystem eller som sker pa annat satt med svenska utlandsmyndigheter
beldgna i tredjeland inte innebér att personuppgifter fors over till
tredjeland. Daremot ar det, som ocksd utredningen anser, fraga om
overforing av uppgifter till ett annat land da utlandsmyndigheten i sin tur
lamnar ut personuppgifter till mottagare i tredjeland. Exempel pa sddan
overforing ar nér utlandsmyndigheten begér bitrdde av lokala s.k.
fortroendeadvokater eller andra utomstdende. Sadant bitrade kan till
exempel begaras for att kontrollera aktheten av vissa handlingar.
Yiterligare ett exempel pa overforing av uppgifter till tredjeland ar nar
Migrationsverket i &arenden om aterviandande behover ordna
resehandlingar och mottagande i mottagarlandet. Ett annat vanligt fall
nar personuppgifter dverfors till tredjeland ar nar polisen ska verkstélla
beslut om avvisningar eller utvisningar. Polisen kan da behéva kontakta
utldndska beskickningar for att kunna faststélla en persons identitet och
for att fa ut resehandlingar for personen. Olika uppgifter, exempelvis om



familjeforhallanden och adresser i utlandet, skickas da over till den
utlandska beskickningen for att mojliggdra utredningen av identiteten, se
bl.a. 7 kap. 20 § utlanningsférordningen (2006:97). Overféring av
personuppgifter till tredjeland sker i sistnamnda fall normalt utan den
enskildes samtycke. Vidare kan polisen behéva fa uppgifter verifierade
hos myndigheter i det land dér en utlandsmyndighet finns.

Det ar som utgangspunkt av allmant intresse att personuppgifter som
behandlas enligt utlanningslagstiftningen kan foéras over till tredjeland
nar det kravs for att de svenska myndigheterna ska kunna utféra sina
uppgifter pa ett effektivt satt. Det allmanna intresset av en sadan
Gverforing maste emellertid, som flera remissinstanser papekar, véagas
mot de negativa konsekvenser informationsoverforing till tredjeland kan
medfdra for utldnningen och hans eller hennes familjemedlemmar eller
slaktingar som &r kvar i ursprungslandet.

Som tidigare redovisats far personuppgifter enligt gallande ratt
Overforas till tredjeland, om den registrerade samtycker till det. Om en
registrerad i tredjeland exempelvis ansoker om visum vid en
utlandsmyndighet, far han eller hon anses ha samtyckt till den 6verféring
som sker da han eller hon far del av beslutet. Likasa far en registrerad i
tredjeland som inleder en elektronisk kommunikation med en myndighet
i Sverige, exempelvis via e-post eller via ett sarskilt inrattat elektroniskt
ansokningsforfarande, anses ha samtyckt till att den fortsatta
kommunikationen kan inbegripa 6verforing av personuppgifter till
tredjeland.

Ibland finns det &ven, som ovan n&mnts, behov for aktuella
myndigheter att Overféra personuppgifter till tredjeland oavsett om
samtycke till detta foreligger. S& kan exempelvis vara fallet vid
utldimnande av personuppgifter till fortroendeadvokater eller andra
personer nar utlandsmyndigheter i tredjeland bitrdder svenska
myndigheter med utredning i enskilda &renden, men &ven vid
atervandandearenden och verkstéllighetsarenden avseende avvisningar
eller utvisningar. Personuppgifter overfors ibland &ven till andra EU-
lander vid s.k. Joint Return Operations, dvs. gemensamma
atervandaroperationer koordinerade och finansierade genom EU:s
granskontrollbyra Frontex. Anledningen till Gverféringen av uppgifter ar
att en medlemsstat som organiserar en insats behdver information om de
som ska atervanda for att kunna organisera och mojliggora ett
atervandande hos destinationslandet.

Regeringen instdmmer mot denna bakgrund i utredningens slutsats att
de undantag fran forbudet mot Gverforing av personuppgifter till
tredjeland som finns i 34 § personuppgiftslagen och i foérordningen om
behandling av personuppgifter i verksamhet enligt utldnnings- och
medborgarskapslagstiftningen inte ar tillrackliga for att tillgodose all
sadan Overforing av personuppgifter som &r befogad. Ytterligare
undantag, vid sidan av dem som redan galler enligt 34 §
personuppgiftslagen, behdvs alltsd i utlanningsdatalagen.

Nér det galler utformningen av dessa undantag instdimmer regeringen i
utredningens bedémning. Férutom med den registrerades samtycke hor
overforing av personuppgifter till tredjeland alltsa fa ske om det ar
absolut ndédvandigt for den dverférande myndighetens handlaggning av
arenden eller bitrade i sadana arenden, kontroll av utlanning i samband
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med inresa och utresa samt kontroll under vistelsen i Sverige och sadan
behandling som sker for andamalet atersokning av avgoranden,
rattsutredningar och annan rattslig information. De kompletterande
undantagen far anses vara forenliga med vad dataskyddsdirektivet anger
om att undantag fran overforingsforbudet far goras for ett viktigt allmant
intresse (artikel 26 i dataskyddsdirektivet). | avsnitt 6.11.2 gér regeringen
bedémningen att begreppet absolut nddvandigt pa ett godtagbart sétt ger
uttryck for hur anvandningen av personuppgifter kan begrénsas.
Regeringen anser ocksa att begreppet ar lampligt for att inskranka
forutséttningarna for att 6verfora uppgifter till tredjeland.

Aven om en 6verforing av personuppgifter till tredjeland bedéms som
absolut nodvandig for de tillatna &ndamalen maste myndigheterna alltid
bedéma om offentlighets- och sekretesslagen hindrar att uppgifterna
lamnas ut. Enligt offentlighets- och sekretesslagen galler sekretess for
uppgift som ror en utldnning, om det kan antas att réjande av uppgiften
skulle medféra fara for att ndgon utsatts for Gvergrepp eller lider annat
allvarligt men som foranleds av forhallandet mellan utlanningen och en
utlandsk stat eller myndighet eller organisation av utldnningar (21 kap.
58).

Harutover géller sekretess i verksamhet for kontroll Gver utlanningar
for uppgift om enskilds personliga forhallanden, om det inte star klart att
uppgiften kan rojas utan att den enskilde eller nagon narstaende till denne
lider men. Denna sekretess galler ocksd hos myndighet som lamnar
bitrade i sddant drende eller i sadan verksamhet. (37 kap. 1 § forsta och
fjarde styckena).

En uppgift som &r sekretessbelagd far inte rojas for en utlandsk
myndighet eller en mellanfolklig organisation, om inte utlamnande sker i
enlighet med sérskild foreskrift i lag eller férordning eller uppgiften i
motsvarande fall skulle f& lamnas ut till en svensk myndighet och det
enligt den utlamnande myndighetens bedémning star klart att det ar
forenligt med svenska intressen att uppgiften Iamnas till den utldndska
myndigheten eller den mellanfolkliga organisationen (8 kap. 3 §).
Sekretess hindrar vidare inte att en uppgift [&mnas till en enskild eller till
en annan myndighet, om det &r nddvandigt for att den utldmnande
myndigheten ska kunna fullgéra sin verksamhet (10 kap. 2 8). Ar det
fraga om en utlandsk myndighet maste emellertid ocksa forutsattningarna
i 8 kap. 3 § samtidigt vara uppfyllda. Det maste alltsd vara forenligt med
svenska intressen att uppgiften l[&mnas ut. Vid beddmningen av om det &r
befogat att l[&mna ut uppgifter med stdd av dessa bestammelser géller
generellt att myndigheterna maste iaktta stor forsiktighet och i varje
enskilt fall noga Overvdga vilka risker den enskilde eller dennes
narstdende kan komma att utsattas for genom myndighetens handlande.

Av hiansyn till integritetsintresset maste det vidare manga ganger finnas
anledning att i vissa fall begransa vilka uppgiftskategorier som far foras
over, eller till vilka mottagare som &verforingen far ske. Som
utredningen foreslar bor darfor en upplysningsbestammelse tas in i
utlanningsdatalagen som anger att regeringen eller den myndighet
regeringen bestdmmer kan meddela ytterligare foreskrifter om
begransningar i forhallande till vad lagen medger. Det ar naturligt att det
vid utformandet av sadana foreskrifter gors en avvagning mellan
myndigheternas intresse av att kunna Overfora informationen och de
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enskilde.
6.17 Bevarande och gallring m.m.

Regeringens forslag: Personuppgifter ska avskiljas nér de inte langre
behdvs i verksamheten.

Upplysningshestammelser ska inféras som anger att regeringen eller
den myndighet som regeringen bestimmer kan meddela ytterligare
foreskrifter om avskiljande av personuppgifter samt foreskrifter om
sakerhetsatgarder till skydd for personuppgifter och om gallring av
kansliga personuppgifter.

Regeringens bedémning: Det bor inte inforas nagra sarskilda
bestammelser om gallring i utlanningsdatalagen. Personuppgifter far pa
samma satt som i personuppgiftslagen, bevaras elektroniskt for att
tillgodose arkivandamal. Personuppgifter som inte &r allménna handlingar
far, ocksa pa samma satt som i personuppgiftslagen, bevaras elektroniskt
endast s lange det ar nodvandigt med hansyn till dandamélen med
behandlingen eller under langre tid om bevarandet sker for historiska,
statistiska eller vetenskapliga &ndamal.

Utredningens forslag och bedémning 6verensstammer i huvudsak
med regeringens. Utredningen foreslar dock en annan spraklig och
redaktionell utformning av bestdmmelsen om avskiljande. Utredningen
forslar ocksd att atkomst till avskilda personuppgifter ska begransas
ytterligare. Utredningens forslag till upplysningsbestdammelser nér det
galler avskiljande och sakerhetséatgarder ar vidare begréansat till uppgifter
som behandlas av utlandsmyndigheterna under Migrationsverkets
personuppgiftsansvar.

Remissinstanserna: De flesta remissinstanser antingen godtar
utredningens forslag eller beddémning eller lamnar dem utan erinran.
Kammarréatten i Stockholm anser att det inte &r lampligt att anvénda
begreppet absolut behov nir det géller tillgang till avskilda uppgifter.
Domstolen forordar i stéllet att ordet ndédvéandigt anvands.

Migrationsverket anser att det &r angeldget att &ven avskilda
personuppgifter kan lamnas ut genom direktatkomst d& sadana uppgifter
manga ganger kan behdvas vid andra myndigheters drendehandlaggning.

Datainspektionen anser att bestdmmelser om gallring bor inforas i
utlanningsdatalagen och att det inte bor Gverlatas till myndigheterna att
ge foreskrifter om avskiljande.

Sakerhets- och integritetsskyddsnamnden anser att frdgan om
aterforande av avskilda uppgifter maste 6vervagas narmare i det fortsatta
lagstiftningsarbetet.

Skalen for regeringens férslag och bedémning
Allmant om gallring

Varje svensk medborgare har enligt 2 kap. 1 8§ tryckfrihetsférordningen
en grundlagsfést rétt att ta del av allménna handlingar. En forutséttning
for att denna handlingsoffentlighet ska kunna utnyttjas &r att handlingar
bevaras hos myndigheterna. Redan bestdmmelserna i tryckfrihets-
forordningen kan saledes sagas medfora en skyldighet for myndigheterna
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att bevara och ordna allméanna handlingar sa att det gar att hitta bland
dem och att varda dem sa att de inte skingras och forstors. Enligt 2 kap.
18 § tryckfrihetsforordningen ska bestdmmelser om hur allménna
handlingar ska bevaras och om gallring av sddana handlingar meddelas i
lag. Bestdammelser om myndigheternas skyldighet att bevara allmanna
handlingar och pa vilket satt det ska ske finns i arkivlagen,
arkivforordningen (1991:446) och Riksarkivets foreskrifter (RA-FS och
RA-MS). | dessa bestdammelser anges bland annat hur en handling ska
framstéllas, forvaras och skyddas. Dar finns ocksd bestammelser om
gallring och avhéndande av allméanna handlingar.

Huvudprincipen enligt arkivlagstiftningen &r att allmanna handlingar
ska bevaras. Det kommer till uttryck i 3 § arkivlagen, enligt vilken
myndigheternas arkiv som huvudregel ska bevaras, hallas ordnade och
vardas sa att de tillgodoser ratten att ta del av allménna handlingar,
behovet av information for réttskipningen och forvaltningen samt
forskningens behov. Det foljer dock av 10 § arkivlagen att allménna
handlingar under vissa forutsattningar far gallras. Med gallring avses att
en handling forstors pé ett eller annat satt. Vanliga pappershandlingar
forstors fysiskt. For elektroniska handlingar innebér gallring vanligtvis att
viss information raderas fran databararen. Med gallring menas inte bara
att rent faktiskt forstra en allman handling eller uppgifter i en sadan
handling. Gallring innebar ocksa att vidta atgdarder med en allméan
handling som medfér forlust av betydelsebdrande data, forlust av mojliga
sammanstallningar, forlust av sékmdjligheter eller forlust av mdjligheter
att beddma handlingens autenticitet (RA-FS 1997:4 &ndrad genom RA-
FS 2008:4). Det kan till exempel innebdra gallring att skriva ut en
elektronisk handling i pappersform och darefter forstora den elektroniska
handlingen. Aven om informationen finns kvar pa papper kan méjligheten
att fa fram informationen ha férsamrats.

Nar det galler gallring &ar arkivlagens bestdmmelser subsididra i
forhéllande till annan lagstiftning. Om det finns avvikande bestammelser
om gallring av vissa allménna handlingar i annan lag eller férordning, har
de bestdmmelserna foretrade (10 § tredje stycket arkivlagen).

Av 14 § arkivforordningen framgar att statliga myndigheter far gallra
allmdnna handlingar endast i enlighet med foreskrifter eller beslut av
Riksarkivet, om inte sdrskilda gallringsforeskrifter finns i lag eller
forordning. Om det i forfattningar som rér myndigheters behandling av
personuppgifter inte finns nagra sérskilda regler om gallring, ska sledes
arkivlagens bestdammelser om bevarande som huvudprincip tilldmpas.

Grundprincipen i arkivlagstiftningen &r saledes att allménna handlingar
ska bevaras. Négra sirskilda hansyn till vilken risk bevarandet kan
medfora ur integritetshdnseende ska inte tas. Bestdmmelser om gallring
foranleds i stallet vanligtvis av kostnads- och utrymmesskal.

I personuppgiftslagen (1998:204) ar utgangspunkten en annan. Enligt
9 § forsta stycket i personuppgiftslagen far en personuppgift inte bevaras
langre dn nodvandigt med hansyn till dndamalet for vilket
personuppgifterna samlades in. Tryckfrihetsférordningens och arkivlagens
bestdimmelser har dock foretrade framfér personuppgiftslagens
bestammelser. Det foljer av 8 § forsta stycket personuppgiftslagen att
bestdammelserna i lagen inte ska tillampas i den utstrdckning det skulle
inskranka en myndighets skyldighet att 1amna ut personuppgifter enligt
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bestammelserna i personuppgiftslagen inte hindrar att en myndighet
arkiverar och bevarar allmanna handlingar eller att arkivmaterial tas om
hand av en arkivmyndighet. Personuppgiftslagens bestammelser medfor
saledes inte att personuppgifter som ar allménna handlingar ska utplanas
eller gallras. For personuppgifter som inte ar allmanna handlingar géller
emellertid regeln i 9 § forsta stycket i personuppgiftslagen, vilket innebér
att personuppgiften inte far bevaras under langre tid an vad som &r
nodvandigt med hansyn till andamalen med behandlingen.

Gallringsbestammelser som géller i dag i verksamheten

Det finns inte nagra sarbestammelser om gallring i utlanningslagen eller
nagon annan forfattning som reglerar den verksamhet som foreslas
omfattas av utldnningsdatalagen. | 11 § férordningen om behandling av
personuppgifter i verksamhet enligt utlannings- och
medborgarskapslagstiftningen finns dock en bestdmmelse om gallring.
Enligt bestdimmelsen ska en uppgift i Migrationsverkets fingeravtrycks-
register gallras nér den registrerade blir svensk medborgare, dock senast
tio ar efter det att uppgiften registrerades. | évrigt finns inga sarskilda
bestammelser om gallring i forordningen. Som huvudregel géller saledes
arkivlagens bestdmmelser om bevarande och gallring for verksamhet
enligt utldnnings- och medborgarskapslagstiftningen. Utgangspunkten ar
darmed att allménna handlingar inte ska gallras.

Personuppgifter som inte &r allménna handlingar

Som angetts ovan géller for personuppgifter som inte &r allménna
handlingar for narvarande bestdimmelserna i 9 § forsta stycket i och tredje
stycket personuppgiftslagen. Av de bestdimmelserna foljer att
personuppgifter som huvudregel inte far bevaras langre tid 4n vad som &r
nodvindigt med hansyn till de andamal for vilka uppgifterna behandlas.
Det medfér bland annat att personuppgifter i minnesanteckningar eller
utkast till beslut eller skrivelse som behandlas av en tjansteman i ett
ordbehandlingsprogram och som inte har tagits om hand for arkivering
ska tas bort ut systemet eller avidentifieras nédr de inte langre behdvs for
sitt andamal.

| avsnitt 6.6.2 foreslar regeringen att utlanningsdatalagen ska innehélla
en hanvisning till bestdmmelserna i 9 § personuppgiftslagen.

Manuellt behandlade personuppgifter i allménna handlingar

For personuppgifter i allménna handlingar som behandlas manuellt galler
i dag att de som huvudregel ska bevaras. Gallring far dock ske om det
finns stod for det i foreskrifter eller beslut av Riksarkivet. For
Migrationsverket gdller till exempel Riksarkivets foreskrifter och
allmanna rad om gallring av handlingar av tillfallig eller ringa betydelse
(RA-FS 1991:6, andrad 1997:6 och 2012:2) och Riksarkivets foreskrifter
om aterlamnande och gallring hos Migrationsverket (RA-MS 2013:45).
Enligt regeringens mening finns det inte nagon anledning att dndra pa
den ordningen.
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Automatiserat behandlade personuppgifter i allménna handlingar

Dagens teknik medfor att en i princip obegransad mangd personuppgifter
kan bevaras elektroniskt hos myndigheterna. Ett elektroniskt bevarande
okar mojligheten att pa ett enkelt satt soka och sammanstélla uppgifter,
nagot som ocksad kan Oka risken for integritetsintrang. En metod att
minska integritetsk&nsligheten &r att se till att uppgifter som inte l&angre
behdvs i en myndighets verksamhet gallras ur myndighetens datasystem.
For detta krévs sérskilda bestdmmelser om gallring av uppgifter i
myndighetens verksamhet.

Som utredningen anfor finns det vissa omstandigheter som talar for att
sérskilda bestdimmelser om gallring ska inféras i utlanningsdatalagen. |
verksamhet enligt utlannings- och medborgarskapslagstiftningen
behandlas en stor mangd personuppgifter som avser ett stort antal
personer. Behandlingen sker i méanga fall utan den enskildes samtycke
och personuppgifterna anvénds vid myndighetsutévning gentemot en-
skilda personer. Manga av de personuppgifter som behandlas utgor
kansliga personuppgifter enligt 13 8 personuppgiftslagen. Det finns
ocksa personuppgifter som inte hor till denna kategori, men anda kan
uppfattas som integritetskansliga.

Det finns emellertid ocksd omstandigheter som talar mot sarskilda
gallringsbestammelser. Som framgar ovan finns i dag endast en sarskild
bestdimmelse om gallring i forordningen om behandling av
personuppgifter i verksamhet enligt utlannings- och medborgar-
skapslagstiftningen, avseende gallring i fingeravtrycksregistret. | évrigt
géller att automatiserat behandlade personuppgifter i allménna handlingar
som utgangspunkt ska bevaras.

En annan omsténdighet som talar for bevarande som huvudregel &r att
det vid handldggning av arenden hos Migrationsverket ofta finns ett
behov att ta fram uppgifter fran tidigare arenden. Ett exempel ar s.k.
anknytningsarenden, dar personer som begar uppehallstillstand pa grund
av anknytning aberopar uppgifter fran slaktingars arenden som ror
ansOkan om uppehallstillstand. En alltfor omfattande gallring av
myndighetens handlingar skulle minska mojligheterna att anvénda
uppgifter fran tidigare drenden.

Vidare talar allménhetens intresse av insyn i verksamheten for att
bevarande bor vara utgdngspunkten. Migrations- och utlanningsratt ar
ofta omdebatterade omraden, och mojligheten till granskning av
verksamheten av till exempel forskare eller journalister skulle minska
avsevart om personuppgifter i elektroniska handlingar som utgangspunkt
ska gallras.

Mot denna bakgrund gor regeringen liksom utredningen bedémningen
att den nuvarande ordningen bor fortsatta att galla. Nagon generell gallrings-
bestammelse bor saledes inte foras in i lagen. Det kan dock, som ocksa
utredningen anser, finnas behov av vissa specifika gallringsregler,
sérskilt nar det géller kénsliga personuppgifter. Datainspektionen
forordar att sadana gallringshestammelser ges lagform. | avsnitt 6.10 gor
regeringen betréffande behandlingen av fingeravtryck och fotografier
bedémningen att det ar mest lampligt att gallringshestammelser ges pa
forordningsnivad. Regeringen gor samma beddémning nar det galler
gallring av kansliga personuppgifter. En upplysningsbestdammelse om att
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narmare foreskrifter om gallring av kénsliga personuppgifter bor darfor
inforas i utlanningsdatalagen.

Avskiljande av inaktuella personuppgifter

Regeringens forslag om att arkivlagens bestdmmelser om bevarande och
gallring ska galla for personuppgifter som behandlas automatiserat
innebdr ett behov av att Overvdga sérskilda regler som sakerstéller att
uppgifter som inte l&ngre behdvs i verksamheten bevaras i myndigheternas
datasystem pa ett satt som gor att de inte finns tillgangliga for
myndighetens samtliga handldggare. Uppgifter som behandlas for
andamalen att handlagga &renden, bedriva utlanningskontroll och
mottagningsverksamhet &r ofta av integritetskanslig karaktar och &r ofta
tillgangliga for manga anstillda pd myndigheterna. Regeringen anser
darfor liksom utredningen att de uppgifter som inte langre dr nédvandiga
for den l6pande verksamheten, t.ex. for att handldggningen av ett drende
har avslutats, ska avskiljas och inte langre vara tillgangliga for all den
personal som arbetar i sadan verksamhet. For att anknyta till ordalydelsen
i andamalsbestammelserna bor dock i stdllet detta uttryckas som att
uppgifterna ska avskiljas om de inte ldngre behdvs for den I8pande
verksamheten.

Utredningen foreslar att endast anstillda som ar i absolut behov av av
de avskilda uppgifterna ska fa atkomst till dem. Det kan enligt
utredningen till exempel gélla verksarkivarier, men &ven handlaggare och
beslutsfattare kan ha behov av att vid handlaggning av nya arenden
behandla redan avskilda uppgifter. Enligt regeringens mening kan det,
som ocksd Sakerhets- och integritetsskyddsnamnden &r inne pa med
hansyn till de exempel som utredningen anger, ifragasattas om inte
utredningens férslag innebar en alltfor snav begransning av atkomsten till
avskilda personuppgifter. Det torde inte vara ovanligt att det finns ett
behov av atkomst till uppgifter i avslutade arenden i t.ex. nya arenden om
familjedterforening. Regeringen anser darfor att det &r tillrackligt att det
ska foreligga ett behov for den tjanstemannen att fa atkomst till
uppgifterna. Vem som ska fa behérighet till avskilda uppgifter maste
dock alltid foregas av en individuell prévning. Pa sa satt kan sakerstéllas
att integritetsskyddet for avskilda personuppgifter blir tillrackligt dven
utan det krav pé absolut behov som utredningen foreslar. | avsnitt 6.12
foreslds en allman  bestimmelse om att det &ligger den
personuppgiftsansvariga myndigheten att begransa den interna atkomsten
av personuppgifter till det som varje tjansteman behover for att fullgora
sina arbetsuppgifter. Utan sarreglering blir den bestdimmelsen tillamplig
dven pd den interna Aatkomsten till avskilda uppgifter. Eftersom
regeringen menar att samma krav pa behov bor gélla for att en
tjansteman ska fa tillgdng till avskilda uppgifter behovs inte nagon
sarskild begransningshestimmelse av atkomsten till uppgifter i
bestammelsen om avskiljande. Det &r en annan sak att det sannolikt ofta
ar en betydligt snavare krets av tjainstemén som kommer att bedémas ha
behov av att fa tillgang till avskilda personuppgifter.

Regleringen rérande avskiljande bor, som utredningen foreslar, vara
allmént hallen. Hur avskiljandet ska ske bor den personuppgiftsansvarige
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nagot slag. En metod ar att uppgifterna avstalls till en annan databas som
till exempel Migrationsverkets e-arkiv. Att i lagen ge ndgon bestimd
tidsfrist for nar personuppgifterna ska avskiljas bor inte vara nédvandigt.
Sjalvfallet bor dock personuppgifter om en utlanning avskiljas nar han
eller hon har beviljats svenskt medborgarskap. En stor mangd
personuppgifter om utlanningar som inte varit aktuella i ndgot arende pa
lang tid, kan inte heller anses behdvas i den lopande verksamheten. Det
bor dverldmnas till den personuppgiftsansvariga myndigheten att bedéma
hur avskiljandet ska utformas, tidsgrénser for ndr detta ska ske och att
utarbeta regler och rutiner for detta. Det torde, som ndmnts ovan, inte
vara ovanligt att uppgifter som inte langre &r av betydelse for t.ex.
Migrationsverkets handlaggning och darmed ska avskiljas ar av
betydelse for andra myndigheters &rendehandldggning. Det bor déarfor
inte, som utredningen anser, foreligga nagot hinder mot att avskilda
uppgifter omfattas av direktatkomst.

Ytterligare upplysningsbestammelser

Som utredningen foreslar kan det finnas behov for regeringen eller den
myndighet regeringen bestdmmer att meddela foreskrifter om avskiljande
av personuppgifter och sakerhetsatgarder till skydd for personuppgifter.
Utredningen anser att foreskrifter i forsta hand behdvs med hansyn till att
Migrationsverket, som framgar av avsnitt 6.7, ar personuppgiftsansvarigt
for utlandsmyndigheternas automatiserade behandling av
personuppgifter.  Enligt  regeringens  mening  bér  emellertid
upplysningbestammelserna goras mer generella s& att det framgar att
regeringen eller den myndighet som regeringen bestdmmer kan meddela
ytterligare foreskrifter dven i de fall da det inte handlar om
personuppgifter som behandlas av utlandsmyndigheterna under
Migrationsverkets personuppgiftsansvar.

7 Ikrafttradande- och
overgangsbestimmelser

Regeringens forslag: Utlanningsdatalagen och dvriga
forfattningsandringar ska trada i kraft dagen efter den dag dé& lagen
enligt uppgift pd den kommit ut fran trycket i Svensk
forfattningssamling.

Regeringens bedémning: Négra sarskilda dvergangshestimmelser
behdvs inte.

Utredningens forslag och bedémning 6verensstimmer delvis med
regeringens. Utredningen foreslar ett tidigare ikrafttradande.

Remissinstanserna: Ingen remissinstans yttrar sig i fragan om
ikrafttradande- eller 6vergangsbestammelser.

Skalen foér regeringens forslag och beddémning: Som nérmare

104 beskrivs i avsnitt 3 &r det angeldget att utlanningsdatalagen och &vriga
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foreslar att utlanningsdatalagen och &vriga forfattningsandringar ska
trada i kraft dagen efter den dag da lagen enligt uppgift pa den kommit ut
frdn trycket i Svensk forfattningssamling, vilket med hansyn till
behandlingen i riksdagen beraknas bli i bérjan av februari 2016.

Det behdvs inga sarskilda 6vergangsbestammelser.

8 Konsekvenser av forslagen

Regeringens beddmning: Genom forslagen skapas ett forstarkt
integritetsskydd som ar anpassat till de risker som &r forknippade med
anvandningen av modern teknik. Forslagen innebar en flexibel
reglering som ger myndigheterna mdjlighet att fortlépande utveckla
och anpassa sina system for automatiserad behandling av
personuppgifter utan att det kréver &ndringar i lagstiftningen.

Forslagen medfor inte ndgra kostnader for myndigheterna som inte
ryms inom befintliga anslag.

Utredningens beddmning éverensstammer med regeringens.

Remissinstanserna: Ingen remissinstans invander mot utredningens
beddmning.

Skéalen for regeringens bedémning: Syftet med regeringens forslag
till en ny utlanningsdatalag &r att infora en modern, andamalsenlig och
teknikoberoende lag foér Migrationsverkets, Polismyndighetens och
utlandsmyndigheternas  behandling av  personuppgifter sa att
myndigheternas verksamhet enligt utldnnings- och medborgarlag-
stiftningen ska kunna bedrivas sa effektivt som majligt.

Regeringen gor beddmningen att forfattningsforslagen inte kommer att

innebara  nagra  storre  merkostnader  for  Migrationsverket,
Polismyndigheten eller utlandsmyndigheterna. De befintliga it-systemen
kan enligt regeringens bedémning behéllas. Eftersom forslagen ar
teknikoberoende kan &ven it-systemen utvecklas och &ndras utan att
lagstiftningen behdver &ndras. De krav som regleringen stéller bor dock
kunna uppfyllas genom en anpassning av de befintliga systemen och
genom utbildning, information och instruktioner till personalen. Aven
forslaget om krav pad avskiljande, som kan antas medfora vissa
merkostnader for Migrationsverket, bor enligt regeringens bedémning inte
vara mer omfattande &n att det far anses utgéra en del av det ordinarie
utvecklingsarbetet.
Mot denna bakgrund gor regeringen beddmningen att forslagen inte
medfor négra forandringar i forutsattningarna for myndigheternas
verksamhet som far sddana kostnadsmassiga konsekvenser att de inte
ryms inom myndigheternas ordinarie budgetramar.
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9 Forfattningskommentar
9.1 Forslaget till utlanningsdatalag
Lagens syfte

1§ Syftet med denna lag ar att ge Migrationsverket, Polismyndigheten och
utlandsmyndigheterna mdjlighet att behandla personuppgifter pa ett
andamalsenligt  satt i sin  verksamhet enligt utlannings-  och
medborgarskapslagstiftningen och att skydda manniskor mot att deras personliga
integritet kranks vid sddan behandling.

| paragrafen anges det 6vergripande syftet med lagen. Overvdgandena
finns i avsnitt 6.2.

| paragrafen anges att syftet med lagen ar att ge Migrationsverket,
Polismyndigheten och utlandsmyndigheterna mojlighet att behandla
personuppgifter pa ett andamalsenligt satt i verksamhet enligt utlannings-
och medborgarskapslagstiftningen och att skydda den personliga
integriteten vid sddan behandling. Bestammelsen har sin forebild i bl.a.
1kap. 18 polisdatalagen (2010:361). Vad som i lagen avses med
verksamhet enligt utlannings- och medborgarskapslagstiftningen anges
uttdbmmande i 2 och 3 §8.

Lagens tillampningsomrade

2 § Denna lag géller vid behandling av personuppgifter i Migrationsverkets och
utlandsmyndigheternas verksamhet som rér

1. utlanningars inresa i Sverige, i en stat som ingar i Europeiska unionen, i en
stat som ar ansluten till Europeiska ekonomiska samarbetsomradet eller i
Schweiz,

2. utlanningars vistelse eller arbete i Sverige och utresa eller avlagsnande fran
Sverige,
. statusforklaring,
. mottagande av asylsokande och andra utlanningar,
. bistand och stod till utlanningar,
. svenskt medborgarskap,
. statlig ersattning for kostnader for utlanningar,
. boséttning av utlanningar, eller
. utfardande av resehandlingar.
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Paragrafen anger vilken verksamhet hos Migrationsverket och
utlandsmyndigheterna som lagens personuppgiftshanteringsregler ska
tillampas pa. Overvagandena finns i avsnitt 6.3.

I denna paragraf, tillsammans med 3 8§, anges uttdmmande vilka
myndigheters behandling av personuppgifter som regleras av lagen.
Personuppgiftsbehandling som utférs inom sddan verksamhet som
omfattas av paragrafen, men som utférs av ndgon annan myndighet faller
utanfor lagens tillampningsomrade. Paragrafen har delvis sin forebild i
18§ forordningen (2001:720) om behandling av personuppgifter i
verksamhet enligt utlannings- och medborgarskapslagstiftningen.

Uttrycket behandling av personuppgifter har samma betydelse som i
3 § personuppgiftslagen (1998:204). Av det foljer att behandling av



personuppgifter som ror avlidna, &nnu inte fodda eller juridiska personer
inte omfattas av lagens bestdmmelser.

| punkterna 1-9 beskrivs vilken verksamhet som regleras av lagen for
Migrationsverkets och utlandsmyndigheternas del. Fler 4n en av
punkterna kan vara tillampliga samtidigt.

Med punkterna 1 och 2 avses framst Migrationsverkets och
utlandsmyndigheternas verksamhet enligt utl&nningslagen (2005:716)
och  utlanningsférordningen  (2006:97) som  rdr  visering,
uppehallstillstand, arbetstillstand, avvisning eller utvisning, kontroll och
verkstallighet av  beslut inklusive frdgor om férvar. Aven
utlandsmyndigheternas bitrdde med utredning av Migrationsverkets
utldnnings- och medborgarskapsarenden med stéd av forordningen
(2014:115) med instruktion for utrikesrepresentationen avses. Vidare
faller Migrationsverkets behandling av personuppgifter i drenden om
utvisning och foérvar m.m. av utlanningar med stod av lagen (1991:572)
om sarskild utlanningskontroll under dessa punkter.

Punkt 3 omfattar Migrationsverkets behandling av personuppgifter
med anledning av beslut om eller aterkallelse av statusforklaring enligt 4
kap. 3-3 ¢ samt 5 b och 5 ¢ §8 utlanningslagen.

I punkt 4 avses Migrationsverkets verksamhet enligt lagen (1994:137)
om mottagande av asylsokande m.fl. och férordningen (1994:361) om
mottagande av  asylsokande m.fl. Till punkten hor ocksa
Migrationsverkets verksamhet i samband med mottagande av
kvotflyktingar.

Punkt 5 avser Migrationsverkets verksamhet som rér ekonomiskt
bistdnd enligt lagen och férordningen om mottagande av asylsokande
m.fl. Aven Migrationsverkets verksamhet enligt férordningen (1984:890)
om bidrag till utlanningars resor fran Sverige for bosattning i annat land,
forordningen (1984:936) om bidrag till flyktingar for kostnader for
anhorigs  resor  till  Sverige, forordningen  (2008:778) om
ateretableringsstod for vissa utlanningar och férordningen (2010:1345)
om sdrskild dagersattning till vissa nyanlénda invandrare avses.

Med punkt 6 avses Migrationsverkets och utlandsmyndigheternas
verksamhet enligt lagen (2001:82) om svenskt medborgarskap och
medborgarskapsforordningen (2001:218).

Punkt 7 omfattar bl.a. Migrationsverkets verksamhet som géller
ersattning  till kommuner, landsting, kommunalférbund  och
oppenvardsapotek for vissa kostnader for utlanningar. Bestammelser om
sédan ersattning finns i férordningen (1990:927) om statlig ersattning for
flyktingmottagande m.m., férordningen (2010:1122) om statlig ersattning
for insatser for vissa utldnningar, foérordningen (1996:1357) om statlig
ersattning for halso- och sjukvard till asylsokande och férordningen
(2002:1118) om statlig ersattning for asylsékande m.fl.

I punkt 8 innefattas Migrationsverkets verksamhet som rér bosattning
av utlanningar. Bestdmmelser om denna verksamhet finns i lagen om
mottagande av asylsékande m.fl. och férordningen (2010:408) om
mottagande for bosattning av vissa nyanlanda invandrare.

Med punkt 9 avses Migrationsverkets och utlandsmyndigheternas
verksamhet som ror utfardande av resehandlingar. | uttrycket ingar
frémlingspass och olika former av resedokument.
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Lagen ar inte tillamplig pa verksamhet som faller utanfor upprakningen
av de olika verksamhetsomradena. Det innebér att lagen inte ar tillamplig
pa Migrationsverkets och utlandsmyndigheternas interna administrativa
arendehantering som ror t.ex. ekonomi- eller personalfragor. For
behandling av personuppgifter i sddan verksamhet galler bestimmelserna
i personuppgiftslagen. Detsamma géller den verksamhet som regleras i
férordningen (2014:1538) om foérvaltning av asyl-, migrations- och
integrationsfonden.

38 Denna lag galler ocksd vid behandling av personuppgifter i
Polismyndighetens verksamhet som rdr utlanningars inresa och vistelse i Sverige
och utresa eller avlagsnande fran Sverige om verksamheten inte utgor
brottsbek&mpande verksamhet.

Paragrafen anger vilken verksamhet hos Polismyndigheten som lagens
personuppgiftshanteringsregler ska tillampas pa. Overviagandena finns i
avsnitt 6.3.

I denna paragraf, tillsammans med 2 §, anges uttdmmande vilka
myndigheters behandling av personuppgifter som regleras av lagen.
Paragrafen har delvis sin forebild i 1 8 forordningen (2001:720) om
behandling av personuppgifter i verksamhet enligt utl&nnings- och
medborgarskapslagstiftningen.

Personuppgiftsbehandling som utférs inom sadan verksamhet som
omfattas av paragrafen, men som utférs av nagon annan myndighet faller
utanfor lagens tillampningsomrade.

Enligt paragrafen géller lagen vid den personuppgiftsbehandling som
Polismyndigheten utfér med stéd av utlanningslagen (2005:716) och
lagen (2001:82) om svenskt medborgarskap och anslutande férordningar.
Aven Polismyndighetens verksamhet enligt lagen (1991:572) om sérskild
utlanningskontroll omfattas. Det innebdar att Polismyndighetens
personuppgiftsbehandling ndr myndigheten utfér personkontroll vid yttre
grans i samband med inresa och utresa samt inre utlanningskontroll
omfattas av lagens bestimmelser sa lange kontrollen inte har ett
brottsbekdmpande syfte. Atgarder i sddant syfte regleras i stillet av
polisdatalagens (2010:361) bestammelser. Inom tillampningsomradet
faller ocksa Polismyndighetens personuppgiftsbehandling i samband med
beslut om avvisning och verkstillighet av sadana beslut samt
verkstallighet av allmén domstols beslut om utvisning pa grund av brott
och Migrationsverkets beslut om avvisning eller utvisning.

Paragrafen omfattar ocksd personuppgiftsbehandling i samband med
verkstéllighet av utldmning eller 6verldamnande med stéd av lagen
(1957:668) om utlamning for brott, lagen (2003:1156) om 6éverldmnande
fran Sverige enligt en europeisk arresteringsorder, lagen (2011:1165) om
overlamnande fran Sverige enligt en nordisk arresteringsorder samt lagen
(1970:375) om utlamning till Danmark, Finland, Island eller Norge for
verkstallighet av beslut om vard eller behandling.

4 8§ Lagen galler endast om behandlingen av personuppgifter enligt 2 eller 3 § ar
helt eller delvis automatiserad eller om personuppgifterna ingar i eller ar
avsedda att ingd i en strukturerad samling av personuppgifter som ar tillgangliga
for sokning eller sammanstéllning enligt sérskilda kriterier.



I paragrafen regleras vilken typ av personuppgiftsbehandling som
regleras av lagen. Overvagandena finns i avsnitt 6.3.

Av paragrafen framgar att lagen &r tillamplig endast om behandlingen
av personuppgifter &ar helt eller delvis automatiserad eller om
personuppgifterna ingar i eller ar avsedda att ingd i en strukturerad
samling av personuppgifter som ar tillganglig for sokning eller
sammanstéllning enligt sarskilda kriterier. Lagen har darmed samma
tillampningsomrade som 5 § personuppgiftslagen (1998:204). Utanfor
lagens tillampningsomrade faller darmed helt manuell behandling av
personuppgifter som inte ingdr i nagon sadan samling.

Med personuppgifter avses detsamma som i 3 8 personuppgiftslagen,
dvs. all slags information som direkt eller indirekt kan hanforas till en fysisk
person som &r i livet. Aven uttrycket behandling har samma innebérd
som i den bestammelsen. Darmed avses alltsa varje atgard eller serie av
atgarder som vidtas i frdga om personuppgifter, till exempel insamling,
registrering, organisering, lagring, bearbetning, anvéndning, spridning
eller annat tillhandahallande, sammanstéllning eller samkdrning samt
utplaning eller forstoring.

5 § Denna lag géller inte né&r personuppgifter behandlas med stdd av

1. lagen (2000:344) om Schengens informationssystem,

2. Europaparlamentets och radets férordning (EG) nr 810/2009 av den 13 juli
2009 om inférande av en gemenskapskodex om viseringar (viseringskodex), eller

3. Europaparlamentets och radets férordning (EU) nr 603/2013 av den 26 juni
2013 om inrattande av Eurodac for jamforelse av fingeravtryck for en effektiv
tillampning av férordning (EU) nr 604/2013 om kriterier och mekanismer for att
avgdra vilken medlemsstat som &r ansvarig for att préva en ansokan om
internationellt skydd som en tredjelandsmedborgare eller en statslés person har
lamnat in i ndgon medlemsstat och for nar medlemsstaternas brottshekampande
myndigheter begér jamforelser med Eurodacuppgifter for brottsbekdmpande
andamal, samt om &ndring av forordning (EU) nr 1077/2011 om inrattande av en
Europeisk byra for den operativa forvaltningen av stora it-system inom omradet
frihet, sékerhet och rattvisa (omarbetning).

| paragrafen foreskrivs vissa undantag fran lagens tillampningsomrade.
Eftersom det ar frdga om en upplysningsbestimmelse anges endast EU-
forordningarnas namn och inte vilken lydelse av dem som det hanvisas
till (dynamisk hanvisning). Overvagandena finns i avsnitt 6.4.

| paragrafen anges i tre punkter en lag och tvd EU-forordningar som
atminstone delvis reglerar sddan verksamhet som enligt 2 och 3 88§ ticks
av lagens tillimpningsomréde, men som for att undvika Gverlappande
reglering ska ha foretrade framfor lagen.

Enligt punkt 1 galler att personuppgiftshanteringsreglerna i lagen
(2000:344) om Schengens informationssystem ska ha foretrdde framfor
lagen.

| punkt 2 anges att lagen inte galler pa det omrade som regleras av
viseringskodexen.

Punkt 3 betyder att lagen inte galler pd det omrade som regleras av
Eurodac-férordningen.

6 § Nar personuppgifter behandlas med stod av Europaparlamentets och radets
forordning (EG) nr 767/2008 av den 9 juli 2008 om informationssystemet for
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viseringar (VIS) och utbytet mellan medlemsstaterna av uppgifter om viseringar
for kortare vistelse (VIS-forordningen), géller bestdimmelserna i 28 och 48 8§
personuppgiftslagen (1998:204) om réttelse och skadestdnd om inte n&got annat
foljer av VIS-forordningen. | &vrigt &r denna lag inte tillamplig nar
personuppgifter behandlas med stdd av VIS-férordningen.

| paragrafen regleras vad som ska galla for rattelse och skadestand nar
VIS-forordningen tillampas. Paragrafen innehaller ocksa ett undantag
frdn lagens tillampningsomrade. Eftersom det & frdga om en
upplysningsbestdimmelse anges endast EU-férordningens namn och inte
vilken lydelse av den som det héanvisas till (dynamisk hénvisning).
Overvigandena finns i avsnitt 6.4.

I forsta meningen anges att bestimmelserna om rattelse och skadestand
i 28 och 48 8§ personuppgiftslagen (1998:204) galler vid behandling av
personuppgifter enligt VIS-forordningen om inte nagot annat foljer av
den férordningen.

Andra meningen innebdr att lagens bestdmmelser i dvrigt inte ska
tillampas pa det omrade som regleras av VIS-forordningen.

Farhallandet till personuppgiftslagen

78 Om inte ndgot annat anges i 8 §, galler denna lag i stallet for
personuppgiftslagen (1998:204).

Paragrafen reglerar lagens forhallande till personuppgiftslagen
(1998:204). Overvagandena finns i avsnitt 6.6.

Paragrafen innebér att lagen inom sitt tillampningsomrade enligt 2 och
3 88 helt ersétter personuppgiftslagen, utom i de fall som uttryckligen
anges i 8 8. Vid sddan personuppgiftsbehandling som omfattas av lagen
ska alltsd bestammelser i personuppgiftslagen tillimpas endast om det
finns en hanvisning till dem i 8 §. Paragrafen har sin forebild bl.a. i 2
kap. 1 § polisdatalagen (2010:361).

8 § Nar personuppgifter behandlas enligt denna lag, eller enligt féreskrifter som
har meddelats i anslutning till lagen, géller féljande bestdmmelser i
personuppgiftslagen (1998:204):

1. 3 § om definitioner,

. 8 § om forhallandet till offentlighetsprincipen,

.9 § om grundlaggande krav pa behandling av personuppgifter,

. 22 § om behandling av personnummer,

. 23 och 25-27 88 om information till den registrerade,

. 28 § om rattelse,

.30 och 31 §8 samt 32 § forsta stycket om sékerheten vid behandling,
. 33-35 88 om dverforing av personuppgifter till tredjeland,

. 38-41 88§ om personuppgiftsombud m.m.,

10. 42 8 om upplysningar till allménheten om vissa behandlingar,

11. 43 och 44 88, 45 § forsta stycket och 47 § om tillsynsmyndighetens
befogenheter,

12. 48 § om skadestand, och

13. 51 § forsta stycket, 52 § forsta stycket och 53 § om 6verklagande.

Om personuppgifter ska gallras enligt denna lag, eller enligt foreskrifter som
har meddelats i anslutning till lagen, galler inte 8 § andra stycket
personuppgiftslagen.

Forbud enligt 44 eller 45 § personuppgiftslagen far inte férenas med vite.
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Paragrafen, som till sin strukturella uppbyggnad har sin férebild bl.a. i 2
kap. 2 8§ polisdatalagen (2010:361), innehaller hanvisningar till
tilldmpliga bestdmmelser i personuppgiftslagen (1998:204), PUL.
Overvigandena finns i avsnitt 6.6.

| forsta stycket anges i 13 punkter vilka bestammelser i
personuppgiftslagen som ska galla vid behandling av personuppgifter
enligt lagen. Enligt 7 8 gdller utlanningsdatalagen i stéllet for
personuppgiftslagen. Det innebdr  att  bestdmmelserna i
personuppgiftslagen inte ska tillimpas vid sadan behandling av
personuppgifter som omfattas av lagen. Vissa utpekade paragrafer i
personuppgiftslagen ska dock tillampas. Upprakningen &r utttmmande.

Enligt forsta stycket 1 ska de definitioner som anges i 3 § PUL
tillampas &ven vid behandling av personuppgifter som omfattas av lagen.
Dérigenom klargdrs vad som menas med bl.a. uttrycken personuppgifter,
behandling,  personuppgiftsansvarig,  personuppgiftsombud  och
personuppgiftsbitrade. 1 9 8§ finns dock en sérskild bestimmelse om
personuppgiftsansvar for den behandling av personuppgifter som utfors
av Migrationsverket, Polismyndigheten och utlandsmyndigheterna.

Forsta stycket 2 hanvisar till 8 § PUL, dér det i forsta stycket anges att
bestdammelserna i personuppgiftslagen inte ska tillampas i den
utstrackning det skulle inskrdnka en myndighets skyldighet enligt 2 kap.
tryckfrihetsforordningen att 1d&mna ut handlingar. Genom hénvisningen
till denna upplysningsbestammelse klargors att bestdmmelserna i lagen —
liksom de andra bestdmmelser i personuppgiftslagen som lagen hénvisar
till — inte ska tillampas om det skulle inskrdnka den skyldigheten. Det
innebér t.ex. att en myndighet inte kan vagra att lamna ut uppgifter i
enlighet med tryckfrihetsforordningens bestdmmelser enbart med
hanvisning till att utlamnandet inte ryms inom de dndamal for behandling
som é&r tillatna enligt lagen. | sammanhanget bor dock understrykas att
offentlighetsprincipen inte innebar ndgon skyldighet att lamna ut
uppgifter i elektronisk form. Vid bedémningen av om en uppgift kan
lamnas ut i elektronisk form méste alltsd lagens regler beaktas.

Vidare foljer av hénvisningen till 8 § andra stycket PUL att
bestdmmelserna i lagen inte hindrar att en myndighet arkiverar eller
bevarar allménna handlingar eller att arkivmaterial tas om hand av en
arkivmyndighet. FOr personuppgifter som inte finns i en allmén handling
galler att uppgifterna som huvudregel inte far bevaras under en langre tid
an vad som &r nodvandigt med hansyn till &ndamalen for behandlingen.
Se dock dven andra stycket.

| forsta stycket 3 hanvisas till 9 8 PUL. Hanvisningen innebér bl.a. att
den personuppgiftsansvarige ska se till att uppgifterna behandlas enbart
om det ar lagligt och att de behandlas pa ett korrekt stt.

Den personuppgiftsansvarige ska ocksa se till att de behandlade
personuppgifterna ar adekvata och relevanta i forhéllande till andamalen
med behandlingen och att inte fler personuppgifter behandlas &n vad som
ar nodviandigt med hansyn till andamalen med behandlingen (se 9 §
forsta stycket e och f PUL). Vidare ska den personuppgiftsansvarige se
till att de behandlade personuppgifterna ar riktiga och, om det &r
nodvandigt, aktuella, samt att alla rimliga atgarder vidtas for att ratta,
blockera eller utplana sddana personuppgifter som &r felaktiga eller
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ofullstandiga med hansyn till andamalet med behandlingen (9 § forsta
stycket g och h PUL).

Héanvisningen innebdr vidare att den personuppgiftsansvarige ska se till
att personuppgifter samlas in bara for sarskilda, uttryckligt angivna och
berattigade andamal (9 § forsta stycket ¢ PUL).

Genom hanvisningen galler dessutom att personuppgifter inte far
behandlas for ett &ndamal som &r oférenligt med det andamal for vilket
de samlades in (9 § forsta stycket d PUL). Detta &r ett uttryck for den s.k.
finalitetsprincipen. Genom bestdmmelsen uppstélls en begrénsning i
fraga om hur uppgifter som redan finns i verksamheten far behandlas for
nya andamal. De primara dndamalen anges uttommande i 11 och 12 §8§
medan det framgar av 13 § att det, utéver vad som framgar av forsta
stycket i den paragrafen, ar mojligt att lamna ut uppgifter for ett andamal
som inte kan anses oforenligt med det dandamal for vilket uppgifterna
samlades in. Den personuppgiftsansvarige ska alltsd dels se till att
personuppgifter inte behandlas for andra primara andamél an de som
anges i lagen, dels se till att vidarebehandling for andra sekundéra
andamal an de i lagen angivna endast forekommer om det ar forenligt
med finalitetsprincipen. Hanvisningen till 9 § andra stycket PUL innebar
att vidarebehandling av personuppgifter for historiska, statistiska eller
vetenskapliga dandamal inte ska anses oférenliga med de andamal for
vilka uppgifterna samlades in.

Slutligen innebdr hanvisningen att personuppgiftslagens bestdmmelser
om bevarande av uppgifter som inte finns i allménna handlingar ska
tillampas. Séledes galler som huvudregel att personuppgifter inte far
bevaras under en langre tid &n vad som &r nédvandigt med hénsyn till
andamalen med behandlingen (9 § forsta stycket i PUL). Personuppgifter
far dock bevaras langre om det behovs for historiska, statistiska eller
vetenskapliga dndamal.

Vidare hdnvisas i forsta stycket 4 till 22 § PUL. Bestammelsen innebar
att uppgifter om personnummer eller samordningsnummer far behandlas
utan samtycke bara nar det ar klart motiverat med hansyn till &andamalet
med behandlingen, vikten av en saker identifiering eller nigot annat
beaktansvért skél.

Genom hanvisningen i forsta stycket 5 till 23 och 25-27 88 PUL
sékerstalls den registrerades rétt till information. Enligt 23 § PUL ska
den personuppgiftsansvarige i samband med att personuppgifter samlas
in sjalvmant l&mna den registrerade information om behandlingen av
uppgifterna. Av 25 § forsta stycket PUL framgar att informationen ska
omfatta uppgift om den personuppgiftsansvariges identitet, uppgift om
andamalen med behandlingen och all évrig information som behgvs for
att den registrerade ska kunna ta till vara sina réttigheter i samband med
behandlingen, sdsom information om mottagarna av uppgifterna,
skyldighet att Idmna uppgifter och ratten att ansdka om information och
fa rattelse. Enligt 25 § andra stycket PUL behdver dock information inte
lamnas om s&dant som den registrerade redan kanner till.

Av 26 och 27 8§ PUL f6ljer att den personuppgiftsansvarige ar skyldig
att en gang per ar efter skriftlig ansdkan lamna gratis information om
huruvida personuppgifter som rér den sokande behandlas. Om sadan
behandling sker, ska upplysning ocksa lamnas om bl.a. &ndamalet med
behandlingen. Under vissa forutsattningar galler undantag fran
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inte fatt sin slutliga utformning, minnesanteckningar och liknande.
Informationsplikten galler inte heller i den utstrackning det rader
sekretess eller tystnadsplikt for informationen. Bestdammelserna innebar
inga skyldigheter fér myndigheterna att inrdtta sok- eller andra
sammanstallningsfunktioner enbart i syfte att kunna liamna sa fullstandig
information som mdjligt till den registrerade. For att fullgéra sina
skyldigheter enligt bestammelserna &r det tillrdckligt att den person-
uppgiftsansvarige utnyttjar de sok- och sammanstéllningsmojligheter
som han eller hon har tillgang till for att fa fram information att lamna till
den registrerade (se prop. 1997/98:44 s. 81 och 82).

| forsta stycket 6 gors en hanvisning till 28 8 PUL, som innehaller
bestimmelser om réttelse, blockering och utplaning av uppgifter. Den
personuppgiftsansvarige ar skyldig att pd begéran av den registrerade
snarast rétta, blockera eller utplana sadana personuppgifter som inte har
behandlats i enlighet med lagen eller de bestammelser i
personuppgiftslagen som lagen hanvisar till.

Forsta stycket 7 hanvisar till 30 och 31 8§ samt 32 § forsta stycket
PUL som ror sékerhet vid behandling av personuppgifter. Enligt 30 8§
forsta stycket PUL far ett personuppgiftsbitrade (dvs. den som behandlar
personuppgifter for den personuppgiftsansvariges rakning) och den eller
de  personer som  arbetar under  bitrddets eller  den
personuppgiftsansvariges ledning behandla personuppgifter enbart i
enlighet med instruktioner fran den personuppgiftsansvarige. Om det i
lag eller annan forfattning finns sarskilda bestdmmelser om behandlingen
av personuppgifter i det allmannas verksamhet, galler dock — enligt 30 §
tredje stycket — dessa i stéllet. Den sistndmnda bestdmmelsen syftar
sarskilt p& bestammelser om tystnadsplikt och sekretess (se prop.
1997/98:44 s. 136). Enligt 30 § andra stycket PUL ska det i frdga om
personuppgiftsbitrdden finnas ett skriftligt avtal om bitradets behandling
for den personuppgiftsansvariges rékning. Det ska i avtalet sarskilt
foreskrivas att bitradet far behandla personuppgifter bara i enlighet med
instruktioner fran den personuppgiftsansvarige och att bitradet ar skyldigt
att vidta de atgarder som avses i 31 § forsta stycket PUL. Av 31 § PUL
foljer bl.a. att den personuppgiftsansvarige ska vidta lampliga tekniska
och organisatoriska atgarder for att skydda de behandlade person-
uppgifterna. Enligt 32 § forsta stycket PUL far tillsynsmyndigheten i
enskilda fall besluta om vilka atgarder som den personuppgiftsansvarige
ska vidta enligt 31 § samma lag. Med tillsynsmyndigheten avses har
tillsynsmyndigheten enligt personuppgiftslagen, dvs. Datainspektionen,
se 2 § personuppgiftsforordningen (1998:1191).

En hénvisning gors i forsta stycket 8 till 33-35 8§ PUL. Enligt 33 §
PUL ar det forbjudet att Overféra personuppgifter till tredjeland om
landet inte har en adekvat nivd for skyddet av personuppgifter. Med
tredjeland avses enligt 38 PUL en stat som inte ingar i EU eller &r
ansluten till EES. Fragan om en skyddsniva ar adekvat ska beddmas med
hansyn till samtliga omstandigheter som har samband med éverféringen.
Sarskild vikt ska fastas vid uppgifternas art, dndamalet med
behandlingen, hur lange behandlingen ska paga, ursprungslandet, det
slutliga bestdammelselandet och reglerna for behandlingen i tredjeland.
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Enligt 34 § PUL far uppgifter trots forbudet 6verforas dels om den
registrerade har l&mnat sitt samtycke till &éverforingen, dels om
overforingen ar nédvandig med hénsyn till vissa uppraknade syften. Det
ar ocksa enligt den paragrafen tillatet att fora dver personuppgifter for
anvandning enbart i en stat som har anslutit sig till
dataskyddskonventionen. Av 35 § PUL framgar att regeringen, och for
vissa fall &ven den myndighet som regeringen bestammer, kan meddela
foreskrifter om undantag fran férbudet i 33 § PUL. Det framgar av 5 och
6 8§ att det i annan lagstiftning finns sérskilda bestdmmelser om
overforing till bl.a. medlemsstater i EU som har foretrade framfor
bestdmmelserna i lagen. 1 20 § finns vidare sdrskilda bestammelser som
medger Overforing av uppgifter till tredjeland i storre utstrédckning &n
som medges med stdd av personuppgiftslagens undantagsbestammelser.

| forsta stycket 9 finns en hénvisning till 38—40 8§ PUL, dar det
framgar vilka narmare uppgifter ett personuppgiftsombud har. 1 9 och
10 8§ finns vissa sdrskilda bestdmmelser om personuppgiftsansvar for
Migrationsverket, Polismyndigheten och utlandsmyndigheterna. En
hanvisning gors ocksa till 41 § PUL. Enligt den paragrafen far regeringen
meddela foreskrifter om att vissa sarskilt kénsliga behandlingar ska
anmalas till Datainspektionen for forhandskontroll.

En hénvisning gors i forsta stycket 10 till 42 8 PUL. Bestdmmelsen
avser upplysningar till allménheten om vissa behandlingar som inte
anmalts till Datainspektionen.

| forsta stycket 11 finns en hanvisning till 43 och 44 §§, 45 § forsta
stycket och 47§ PUL. Genom hénvisningen gors det klart vilka
befogenheter tillsynsmyndigheten, dvs. Datainspektionen, har utdver
mdéjligheten att besluta om sikerhetsatgarder med stéd av hanvisningen
till 32 8. Enligt 43 § PUL har Datainspektionen majlighet att pa begaran
fa tillgang till de personuppgifter som behandlas, upplysningar om och
dokumentation av behandlingen och sakerheten vid denna samt tilltrade
till den personuppgiftsansvariges lokaler. Om Datainspektionen efter en
begdran enligt 438 PUL inte kan f& tillrackligt underlag for att
konstatera att personuppgiftsbehandlingen ar laglig, far myndigheten
enligt 44§ PUL forbjuda den personuppgiftsansvarige att behandla
personuppgifter pd nagot annat satt an genom att lagra dem. Av 45 §
forsta stycket PUL foljer vidare att Datainspektionen genom papekanden
eller liknande forfaranden ska férsoka astadkomma réttelse om
inspektionen konstaterar att personuppgifter behandlas eller kan komma
att behandlas pa ett olagligt sitt. Om det inte gér att fa rattelse pa nagot
annat satt eller om saken ar bradskande, far inspektionen férbjuda den
personuppgiftsansvarige att fortsatta att behandla personuppgifterna pa
nagot annat satt &n genom att lagra dem. Datainspektionen har ocksa
mojlighet att hos forvaltningsratten anséka om att personuppgifter som
har behandlats pa ett olagligt satt ska utplanas. Beslut om utplaning far
dock inte fattas om det &r oskéligt. N&r det géller personuppgifter hos
myndigheter ar det i praktiken inte mojligt att utplana uppgifter som
behdvs for handlaggningen av é&renden eller som pa grund av
grundlagsbestammelser eller bestdmmelser i annan lag ska bevaras.

I forsta stycket 12 regleras den registrerades ratt till skadestand.
Hénvisningen till 48 8 PUL innebdr att den personuppgiftsansvarige ska
ersatta den registrerade for skada och krénkning av den personliga
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utldnningsdatalagen eller bestammelser som lagen hénvisar till har
orsakat. Ersattningsskyldigheten kan i de fall det ar skaligt jamkas, om
den personuppgiftsansvarige visar att felet inte berodde pd honom eller
henne.

Slutligen hanvisas, i forsta stycket 13, till 51 § forsta stycket, 52 §
forsta stycket och 53 8§ PUL. Av hanvisningen till 51 § forsta stycket
PUL foljer att Datainspektionens beslut med stéd av utlanningsdatalagen
som ror annat 4an foreskrifter far Overklagas till allmén
forvaltningsdomstol. Av 52 § forsta stycket PUL foljer att en myndighets
beslut om information enligt 26 § PUL om réttelse och underrattelse till
tredje man enligt 28 8 PUL och om upplysningar enligt 42 § PUL far
dverklagas hos allman forvaltningsdomstol. Andra beslut far enligt 53 §
PUL inte dverklagas.

I andra stycket anges att sarskilda gallringsbestammelser i lagen eller
foreskrifter som har meddelats i anslutning till lagen har foretrade
framfor bestdimmelsen i 8§ andra stycket PUL, som anger att
bestammelserna i personuppgiftslagen inte hindrar att en myndighet
arkiverar och bevarar allmanna handlingar eller att arkivmaterial tas om
hand av en arkiveringsmyndighet. | avsaknad av sarskilda gallringsregler i
lagen &r utgangspunkten att personuppgifter i allméanna handlingar som
behandlas i verksamhet enligt 2 och 3 88 ska bevaras i enlighet med
arkivlagens bestdammelser. Regeringen kan dock i férordning komma att
meddela sérskilda foreskrifter om gallring. Bestdmmelsen innebér att
sadana gallringsbestimmelser kommer att ha foretrade framfor de regler
om arkivering och bevarande som galler till foljd av h&dnvisningen till 8 §
andra stycket PUL.

Forbud enligt 44 eller 45 § PUL far normalt férenas med vite. Av tredje
stycket foljer dock att forbud som meddelats i samband med tillsyn enligt
lagen inte far forenas med vite.

Personuppgiftsansvar

9 § Migrationsverket, Polismyndigheten och en utlandsmyndighet &r var och en
personuppgiftsansvarig for den behandling av personuppgifter som myndigheten
utfor. Migrationsverket ar dock personuppgiftsansvarigt for
utlandsmyndigheternas automatiserade behandling av personuppgifter.

| paragrafen, som till sitt innehall i allt vasentligt Gverensstammer med 2 §
forordningen (2001:720) om behandling av personuppgifter i verksamhet
enligt utlannings- och medborgarskapslagstiftningen, regleras vilken
myndighet som ska vara personuppgiftsansvarig. Overvagandena finns i
avsnitt 6.7.

Av forsta meningen foljer att Migrationsverket, Polismyndigheten eller
en utlandsmyndighet &r personuppgiftsansvarig for den behandling som
respektive myndighet utfor. Med detta menas att en myndighet ansvarar
for den personuppgiftsbehandling som sker inom ramen for
myndighetens verksamhet. Vem som ska ha personuppgiftsansvaret och
hur det ska avgransas far bedomas utifran de faktiska omstandigheterna i
det enskilda fallet. Av detta foljer exempelvis att det & Migrationsverket,
och inte Polismyndigheten, som ansvarar for den
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personuppgiftsbehandling som Polismyndigheten utfér ndr myndigheten
registrerar och kontrollerar fingeravtryck at Migrationsverket i och mot
Migrationsverkets eget fingeravtrycksregister.

I andra meningen finns ett undantag fran huvudregeln. Dar anges att
Migrationsverket &r ansvarigt for utlandsmyndigheternas automatiserade
behandling av personuppgifter i den verksamhet som anges i 2 §. Detta
personuppgiftsansvar ligger enbart pd Migrationsverket. Det &r alltsé inte
frdga om ett delat personuppgiftsansvar for utlandsmyndigheternas
automatiserade behandling av personuppgifter. Utlandsmyndigheterna
ansvarar ensamma for annan behandling som myndigheterna utfor.

10 § Migrationsverket och Polismyndigheten ska var och en utse ett eller flera
personuppgiftsombud.

Den personuppgiftsansvarige ska anmala till tillsynsmyndigheten enligt
personuppgiftslagen (1998:204) né&r ett personuppgiftsombud utses eller
entledigas.

| paragrafen regleras Migrationsverkets och Polismyndighetens
skyldighet att utse personuppgiftsombud. Overvigandena finns i
avsnitt 6.7. Bestdmmelsen har sin forebild i bla. 2 kap. 4 §
aklagardatalagen (2015:443).

Forsta stycket innebdr att det ar obligatoriskt for Migrationsverket och
Polismyndigheten att utse ett eller flera personuppgiftsombud.
Motsvarande skyldighet géller dock inte for utlandsmyndigheterna enligt
denna lag. For utlandsmyndigheterna ar det i stallet frivilligt att utse ett
personuppgiftsombud.

Hénvisningen i 8 § forsta stycket 9 till 38-40 §8 personuppgiftslagen
(1998:204) innebar att personuppgiftslagens bestdmmelser om
personuppgiftsombudets uppgifter blir tillampliga vid Migrationsverket
och  Polismyndigheten, liksom i forekommande fall vid
utlandsmyndigheterna. Den personuppgiftsansvarige ska enligt andra
stycket anmdla till Datainspektionen nér ett personuppgiftsombud utses eller
entledigas.

Andamal

118 Migrationsverket, Polismyndigheten och utlandsmyndigheterna far
behandla personuppgifter om det behovs fér

1. handlaggning av arenden eller en myndighets bitrade i sddana &renden i
verksamhet som avses i 2 och 3 8§,

2. kontroll av utlénning i samband med inresa och utresa samt kontroll under
vistelsen i Sverige,

3. utférande av arbetsuppgifter som galler mottagande och boséttning av
asylsokande och andra utlénningar,

4. framstallning av statistik,

5. utférande av testverksamhet, eller

6. fullgbrande av en rattslig skyldighet att registrera eller pd annat satt
dokumentera en personuppgift.

Paragrafen reglerar, tillsammans med 12 §, de primara andamal for vilka
personuppgifter far behandlas av myndigheterna i deras verksamhet
enligt 2 och 3 §8. Overvagandena finns i avsnitt 6.9.
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med stod av paragrafen &r att det behdvs for ett eller flera i bestimmelsen
angivna andamal.

| punkt 1 anges att personuppgiftsbehandling far ske om det behdvs for
handlaggning av arenden eller en myndighets bitrade i sddana arenden i
verksamhet som avses i 2 och 3 88. Migrationsverket, Polismyndigheten
och utlandsmyndigheterna far sdledes inhdmta och behandla uppgifter som
behovs for att de ska kunna handldgga arenden enligt de forfattningar
som omfattas av lagens verksamhetsomrade, som detta narmare precise-
ras i 2 och 3 88. Med handlaggning avses alla atgarder som myndig-
heterna kan behdva vidta vid hantering av ett &rende eller vid bitrdde i en
annan myndighets drende. Bestdmmelsen ger inte bara stod for
behandling av personuppgifter avseende den person som drendet géller
utan &ven avseende andra personer om uppgifterna behdvs for
handlaggningen av drendet, sdsom anhdrig, referensperson eller ombud.
Som en integrerad del av drendehandlaggningen anses ocksa verksamhet
hos myndigheterna som bestar i tillsyn, kontroll, uppfoljning och
planering av verksamheten. Punkten ger dven stéd for behandling av
fotografier som ges in vid ansokningar om exempelvis uppehéllstillstand
eller viseringar. Behandling av fotografier som tas med stod av 9 kap. 8 §
utldnningslagen regleras déaremot uttémmande i 14 §.

Enligt punkt 2 far behandling ske om det behdvs for kontroll av
utldnning i samband med inresa och utresa samt kontroll under vistelsen i
Sverige. Detta andamal innefattar den inre utlanningskontroll och yttre
granskontroll som utférs av Migrationsverket och Polismyndigheten med
stod av utlanningslagen. Inom dndamalet ryms exempelvis behandling av
uppgifter for att planera nira forestdende kontroller av utlanningar som
forvantas resa in i landet. N&r det galler Polismyndigheten omfattas inte
sadan personuppgiftsbehandling som utfors i den brottsbekdmpande
verksamheten. Den regleras i stéllet av polisdatalagen (2010:361), se
3 och 5 8§ ovan.

Punkt 3 foreskriver att personuppgiftsbehandling ar tillaiten om den
behdvs for utférande av arbetsuppgifter som géller mottagande och
bosattning av asylstkande och andra utl&nningar. Med asylstkande och
andra utlanningar avses utlanningar som omfattas av lagen (1994:137)
om mottagande av asylsokande m.fl.

| punkt 4 anges att personuppgiftsbehandling far ske om det behdvs for
att myndigheterna ska kunna framstalla statistik. Det géller bade statistik
som behdvs for den egna verksamheten och statistik som tas fram for att
tillgodse andras behov.

Enligt punkt 5 far personuppgiftsbehandling utféras om den behovs for
att testverksamhet ska kunna bedrivas. Det kan t.ex. handla om att
kontrollera att befintliga it-system fungerar och att géra prov av ny
teknik i syfte att kunna delta i det internationella samarbetet.

Av punkt 6 foljer att personuppgifter aven far behandlas for
fullgérande av en rattslig skyldighet att registrera eller pd annat satt
dokumentera en personuppgift. Exempel p& sadan behandling kan vara
diarieforing.

12 § Migrationsverket far ocksd behandla personuppgifter om det behdvs for
atersokning av
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1. avgdranden, rattsutredningar och annan réttslig information, eller
2. information som ror forhallanden i andra lander.

Paragrafen reglerar, tillsammans med 11 §, de primara andamal for vilka
personuppgifter far behandlas av Migrationsverket i myndighetens
verksamhet enligt 2 och 3 §8. Overvigandena finns i avsnitt 6.9.

Paragrafen ger stod for sadan personuppgiftsbehandling som gors av
Migrationsverket i verkets informationssystem for rattsfall och
landinformation, Lifos. Migrationsverket far med stod av paragrafen
samla in och behandla personuppgifter for andamalen atersokning av
avgoranden, rattsutredningar och annan rattslig information samt
atersokning av information som ror forhallanden i andra ldnder. Sadan
behandling férekommer framst i samband med handlaggning av enskilda
arenden pa myndigheten, men ocksa i utbildningssammanhang.

13 § Personuppgifter som behandlas enligt 11 och 12 8§ far &ven behandlas nar
det ar nodvandigt for att tillhandahalla information till

1. riksdagen eller regeringen,

2. en annan myndighet eller en enskild, om uppgifterna lamnas med stod av lag
eller férordning, eller

3. en utlandsk myndighet, ett EU-organ eller en mellanfolklig organisation, om
utldmnandet av uppgifterna foljer av Sveriges medlemskap i Europeiska unionen
eller av uppgiftsskyldighet enligt en internationell konvention som Sverige har
tilltratt eller enligt ett av riksdagen godkant avtal med frammande stat eller
mellanfolklig organisation.

I ett enskilt fall far personuppgifter som behandlas enligt 11 och 12 §§ &ven
behandlas for att tillhandahalla information for ndgot annat &ndamal an de som
anges i forsta stycket under forutsattning att andamalet inte ar oforenligt med det
andamal som uppgifterna samlades in for.

Paragrafen reglerar for vilka sekundéra andamal som personuppgifter far
behandlas i de berérda myndigheternas verksamhet. Overvigandena
finns i avsnitt 6.9.

Behandling enligt denna paragraf forutsétter att uppgifterna har samlats
in for ndgot primart andamal som foljer av 11 eller 12 §. Det ar alltsa inte
tillatet att samla in personuppgifter enbart i syfte att behandla dem enligt
forevarande paragraf.

Av forsta stycket 1 och 2 framgdr att personuppgifter som behandlas
med stod av 11 och 12 §§ dven far behandlas om det ar nodvandigt for att
tillhandahalla information till riksdagen eller regeringen eller, om
uppgifterna lamnas med stéd av lag eller forordning, till en annan
myndighet eller en enskild. Med enskild avses &ven en juridisk person.

Uppgiftslamnandet kan ske av olika anledningar. | vissa fall sker
utlamnandet pa grund av en skyldighet att lamna ut uppgifter till vissa
utpekade myndigheter enligt olika forfattningar. Till exempel har, enligt
17 kap. 38§ utlanningslagen (2005:716), Forsékringskassan och
Pensionsmyndigheten ratt att ta del av uppgifter om enskilda hos
Migrationsverket. | andra fall & myndigheterna enligt lag eller férordning
skyldiga att pd begaran lamna ut uppgifter till andra. Genom lagens
hanvisning till 8 § personuppgiftslagen (1998:204), se 8 § forsta stycket
2, tydliggors att det alltid &r tillatet att utfora sadana behandlingar av



personuppgifter som &r nodvandiga for att fullgéra skyldigheten enligt
2 kap. tryckfrihetsforordningen att lamna ut allménna handlingar.

Vidare finns det ett antal férfattningar med bestdimmelser som medger
att uppgifter far lamnas ut utan att det finns ndgon skyldighet att gora det. Ett
exempel pa en sddan bestimmelse ar 10 kap. 15 § offentlighets- och
sekretesslagen (2009:400). | bestdmmelsen anges att sekretess inte
hindrar att uppgift lamnas till riksdagen eller regeringen. Ett annat
exempel &r 10 kap. 27 § i samma lag som innebdr att en sekretessbelagd
uppgift far lamnas till en annan myndighet, om det & uppenbart att
intresset av att uppgiften 1&mnas ut har foretrédde framfor det intresse som
sekretessen ska skydda.

Av forsta stycket 3 framgar att personuppgifter som behandlas med
stod av 11 och 12 8§ &aven far behandlas om det &r nodvandigt for att
tillhandahalla information till en utlandsk myndighet, ett EU-organ eller
en mellanfolklig organisation, om utlamnandet av uppgifterna foljer av
Sveriges medlemskap i Europeiska unionen eller av uppgiftsskyldighet
enligt en internationell konvention som Sverige har tilltrétt eller enligt ett
av riksdagen godkant avtal med frdmmande stat eller mellanfolklig
organisation. Bestdmmelsen ger st6d for sjélva behandlingen av
personuppgifterna, medan utrymmet for att Iamna ut dem kan begransas
av bestdmmelser om sekretess.

Ar det fridga om en sérskild foreskrift i lag eller forordning foljer av
8 kap. 3 § offentlighets- och sekretesslagen att sekretess inte hindrar ett
utldamnande till en utlandsk myndighet eller en mellanfolklig
organisation. Med lag eller férordning likstalls en EU-forordning. |
dvrigt galler enligt samma bestammelse att sekretesshelagda uppgifter far
lamnas ut till utlandska myndigheter eller mellanfolkliga organisationer
om uppgiften i motsvarande fall skulle f& lamnas ut till en svensk
myndighet och det enligt den utlimnande myndighetens prévning star
klart att det ar forenligt med svenska intressen att uppgiften lamnas till
den utlandska myndigheten eller den mellanfolkliga organisationen.

Utgangspunkten &r att de angivna sekundéra andamalen i allt vasentligt
ska tacka in det tillhandahallande av information som kan komma i fraga
for de berérda myndigheterna. | andra stycket tydliggors dock att de
sekunddra andamaélen inte ar uttdmmande. For att en uppgift ska fa
vidarebehandlas for ndgot annat &ndamal an de som anges i forsta stycket
maste det emellertid i det enskilda fallet goras en bedémning att det nya
andamalet inte ar oférenligt med det &ndamal som uppgifterna samlades
in for. Det innebér att den nya behandlingen ska std i Gverensstimmelse
med finalitetsprincipen. Nagon annan vidarebehandling 4n den som
regleras i paragrafen ar inte tillaten.

Migrationsverkets register 6ver fingeravtryck och fotografier

14 § Migrationsverket far fora separata register Gver fingeravtryck och
fotografier som tas med stod av 9 kap. 8 § utlanningslagen (2005:716).

Med begransning av de dndamél som annars galler enligt 11 och 13 8§ far
uppgifter om fingeravtryck eller fotografier i registren anvandas endast

1. vid prévning av ansokningar om uppehallstillstdnd dar skal som anges i
4 kap. 1-2 a §8§ utlanningslagen aberopas,

2. i &renden om avvisning och utvisning,

3. i testverksamhet,
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4. om det behovs for att kontrollera identiteten av en person pé ett fotografi
som kommit in till Migrationsverket, eller

5.om det behdvs for att Migrationsverket ska kunna kontrollera ett
fingeravtryck mot det fingeravtrycks- och signalementsregister som
Polismyndigheten for enligt 4 kap. 11 § polisdatalagen (2010:361).

Regeringen kan med stdd av 8 kap. 7 § regeringsformen meddela

1. ytterligare foreskrifter om vilka uppgifter som far behandlas i registren dver
fingeravtryck och fotografier, och

2. foreskrifter om gallring.

| paragrafen finns sérskilda bestdmmelser om Migrationsverkets
behandling av fingeravtryck och fotografier. Overvagandena finns i av-
snitt 6.10.

Paragrafen reglerar uttdmmande for vilka &ndamal uppgifter om
fingeravtryck och fotografier som har tagits med stod av 9 kap. 8 §
utlanningslagen (2005:716) far behandlas. De primara och sekundéra
andamadlen i 11 och 13 88 &r alltsd inte tillampliga pad sadana
fingeravtryck eller fotografier. Fotografier som ges in i olika
tillstindsarenden far daremot behandlas med stod av 11 §, se
kommentaren till den bestdimmelsen.

Enligt forsta stycket far Migrationsverket fora separata register Gver
fingeravtryck och fotografier. Registren far endast innehalla fingeravtryck
och fotografier som har tagits med stod av 9 kap. 8 8 utlanningslagen.
Enligt den bestammelsen far Migrationsverket fotografera en utlanning
och, om utlanningen fyllt 14 &r, ta hans eller hennes fingeravtryck om
utlanningen inte kan styrka sin identitet nar han eller hon kommer till
Sverige, ansoker om uppehallstillstand som flykting eller som annan
skyddsbehdvande eller det finns grund for att besluta om forvar.

Av andra stycket 1-3 framgar att registren far anvandas vid prévning av
ansokningar om uppehallstillstdnd dar utlanningen aberopar att han eller
hon ar flykting, alternativt  skyddsbehdvande eller  dvrig
skyddsbehdvande, i drenden om awvvisning och utvisning samt i test-
verksamhet. Enligt andra stycket 4 far Migrationsverkets fotografiregister
om det behdvs anvandas for att identiteten av en person pa ett till verket
inkommet fotografi ska kunna kontrolleras.

Andra stycket 5 innebéar att uppgifter om fingeravtryck far behandlas
om det behdvs for att Migrationsverket ska kunna kontrollera finger-
avtryck  som  verket tagit mot det fingeravtrycks- och
signalementsregister som Polismyndigheten for enligt 4 kap. 11 §
polisdatalagen (2010:361).

| tredje stycket finns en upplysning om att regeringen kan meddela
ytterligare foreskrifter om vilka uppgifter som far behandlas i registren
over fingeravtryck och fotografier och foreskrifter om gallring.

Behandling av kénsliga personuppgifter

15 § Sadana kéansliga personuppgifter som anges i 13 § personuppgiftslagen
(1998:204) far endast behandlas

1. for de dandamal som anges i 11 § 1-4 och 6 samt 13 § om uppgifterna ar
absolut nédvandiga for syftet med behandlingen, eller

2. i Iopande text for det andamal som anges i 12 § 2, om uppgifterna ar absolut
nodvandiga for att fullgéra arbetsuppgifter i sddan verksamhet som anges i 2 8.

Regeringen kan med stdd av 8 kap. 7 § regeringsformen meddela
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kansliga personuppgifter, och
2. foreskrifter om gallring.

Paragrafen reglerar behandling av kénsliga personuppgifter.
Overvigandena finns i avsnitten 6.11.2 och 6.17. Regleringens
utformning dverensstdmmer i huvudsak med den som hittills géllt enligt
forordningen (2001:720) om behandling av personuppgifter i verksamhet
enligt utlannings- och medborgarskapslagstiftningen (5 § och 12 § andra
stycket).

Enligt 13 § personuppgiftslagen (1998:204) avses med kénsliga
personuppgifter uppgifter om ras, etniskt ursprung, politiska asikter,
religiés eller filosofisk &vertygelse, medlemskap i fackférening samt
uppgifter som ror halsa eller sexualliv.

Av forsta stycket 1 foljer att kansliga personuppgifter far behandlas for
de andamal som avses i 11 § 1-4 och 6 samt 13 § om uppgifterna ar
absolut nédvéndiga for syftet med behandlingen. Behandling av kédnsliga
personuppgifter dr alltsa tillaten for samtliga priméara dandamal i 11 §
utom for testverksamhet och for samtliga sekundara andamal i 13 §.
Syftet med begrénsningen att behandlingen ska vara absolut nédvandig
ar att markera att behandlingen av kansliga personuppgifter bor ske med
forsiktighet och aldrig slentrianmassigt. Rekvisitet innebar emellertid
inte att kansliga personuppgifter endast far behandlas i undantagsfall.
Verksamheten pa utldnnings- och medborgarskapsomradet kraver inte
sillan att kansliga personuppgifter kan behandlas. Genom kravet pa
absolut nodvandighet markeras dock att behandling ska ske med
restriktivitet och att behovet av att behandla den kansliga
personuppgiften ska provas noga i det enskilda fallet. En sddan provning
ska inte bara goras nar uppgiften samlas in eller behandlas foér forsta
gangen utan dven vid senare behandling av redan insamlade uppgifter.

| forsta stycket 2 anges att kénsliga personuppgifter far anvandas i
I6pande text for det andamal som anges i 12 § 2, dvs. for att eftersoka
information som rér forhallanden i andra lander, om uppgifterna &r
absolut ndédvandiga for att fullgéra arbetsuppgifter inom verksamhet som
ror  utldnnings- och  medborgarskapslagstiftningen.  Kénsliga
personuppgifter far inte anvandas for det andamal som anges i 12 § 1,
dvs. atersokning av avgoéranden, rattsutredningar och annan rttslig
information.

I andra stycket finns en upplysningsbestdimmelse om att regeringen kan
meddela ytterligare foreskrifter om inskrdnkningar av behandlingen av
kénsliga personuppgifter och foreskrifter om gallring.

Tillgangen till personuppgifter

16 § Tillgdngen till personuppgifter ska begransas till det som varije tjansteman
behdver for att kunna fullgdra sina arbetsuppgifter.

Regeringen eller den myndighet som regeringen bestammer kan med stéd av
8 kap. 7 § regeringsformen meddela narmare foreskrifter om tillgangen till
personuppgifter.

Paragrafen, som har sin forebild i bl.a. 2 kap. 11 § polisdatalagen (2010:361)
reglerar den interna tillgdngen till personuppgifter for personal som arbetar
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inom Migrationsverket, Polismyndigheten och utlandsmyndigheterna.
Overvigandena finns i avsnitt 6.12.

I forsta stycket slds fast att tillgdngen till personuppgifter hos
myndigheterna ska begransas till vad varje tjansteman behdver for att
kunna fullgbra sina arbetsuppgifter. Det ar den personuppgiftsansvariga
myndigheten som har ansvar for att avgora vilka uppgifter respektive
anstalld behdver for att kunna fullgdra sina uppgifter. Myndigheten
ansvarar ocksa for att datasystemen utformas sa att det ar mojligt att pé ett
andamalsenligt satt begransa tillgangen till information pa individniva.

I andra stycket finns en upplysningshestdmmelse om att regeringen
eller den myndighet som regeringen bestdmmer har méjlighet att meddela
verkstéllighetsforeskrifter om tillgangen till personuppgifter.

Sokbegransningar
17 § Vid s6kning i personuppgifter &r det forbjudet att som sokbegrepp anvanda
uppgifter som avsldjar

1. ras eller etniskt ursprung,

2. politiska asikter,

3. religios eller filosofisk dvertygelse,

4. medlemskap i fackférening,

5. hélsa, eller

6. sexualliv.

Paragrafen innehaller ett forbud mot att anvanda integritetskansliga
sOkbegrepp vid behandling av personuppgifter som omfattas av lagens
tillampningsomrade. Overvéagandena finns i avsnitt 6.13.

| paragrafen anges att vissa typer av uppgifter inte far anvandas som
sokbegrepp. Forbudet galler uppgifter som avsl6jar ras eller etniskt
ursprung, politiska asikter, religios eller filosofisk Gvertygelse,
medlemskap i fackforening, halsa eller sexualliv (jfr bestdmmelsen om
behandling av kénsliga personuppgifter i 15 §). Uttrycken har samma
innebord som i 13 § personuppgiftslagen (1998:204).

18 § Vid behandling av personuppgifter for andamal som anges i 12 § 2 far
personuppgifter som direkt pekar ut den registrerade inte anvéndas som
sOkbegrepp.

Vid s6kning i personuppgifter far sddana uppgifter om lag6vertradelser m.m.
som anges i 21 § personuppgiftslagen (1998:204) inte anvandas som sokbegrepp.
Uppgifter om beslut om forvar enligt utlanningslagen (2005:716) far dock
anvandas som sokbegrepp.

Paragrafen reglerar begrénsningar i anvandningen av vissa sokbegrepp
vid behandling av personuppgifter som omfattas av lagens
tillampningsomréade. Overvigandena finns avsnitt 6.13.

Nar det galler atersokning av information som rér forhallanden i andra
lander far enligt forsta stycket personuppgifter som direkt pekar ut den
registrerade inte anvdndas som  sokbegrepp.  Begrédnsningen
Overensstammer med vad som hittills gallt enligt 8 § forsta stycket
forordningen (2001:720) om behandling av personuppgifter i verksamhet
enligt  utldnnings- och  medborgarskapslagstiftningen.  Kénsliga
personuppgifter far dver huvud taget inte behandlas for atersokning av
avgoranden, réattsutredningar och annan réttslig information och kan



darfor inte heller anvéndas som sokbegrepp vid behandling for detta
andamal.

Enligt andra stycket far inte heller uppgifter om lag6vertradelser som
innefattar brott, domar i brottmal, straffprocessuella tvangsmedel och
administrativa frihetsberévanden anvandas som sokbegrepp. Uppgifter
om beslut om forvar far dock anvandas som sokbegrepp.

Direktatkomst

19 § Direktatkomst till personuppgifter hos Migrationsverket far endast medges
. Polismyndigheten,
. Sékerhetspolisen,
. utlandsmyndigheterna,
. FOrsékringskassan,
. Pensionsmyndigheten,
. Skatteverket, eller
. en part eller en parts ombud eller bitréde.
Direktatkomst enligt forsta stycket 7 far endast avse personuppgifter i partens
arende.
Regeringen eller den myndighet som regeringen bestdmmer kan med stod av
8 kap. 7 § regeringsformen meddela
1. ytterligare foreskrifter om begransningar av direktatkomst enligt forsta
stycket, och
2. foreskrifter om behorighet och sakerhet vid sadan atkomst.

~NOoO O WN -

I paragrafen anges vilka myndigheter eller enskilda som far medges
direktatkomst till Migrationsverkets personuppgifter. Overvagandena finns
i avsnitt 6.15.

Med direktadtkomst avses att nagon har direkt tillgang till register,
databaser eller andra samlingar av uppgifter som behandlas automatiserat
eller pa egen hand kan soka efter information, dock utan att kunna péverka
innehallet i uppgiftssamlingen. | uttrycket direktdtkomst ligger ocksa att
den som &r ansvarig for uppgiftssamlingen inte har nagon kontroll Gver
vilka uppgifter som mottagaren vid ett visst tillfalle far del av.

Av forsta stycket foljer inledningsvis att regleringen av vem som far
medges direktadtkomst till Migrationsverkets personuppgifter &r
uttdmmande. Det innebdr att Migrationsverket inte kan medge ytterligare
direktdtkomst utéver den som regleras i paragrafen, vare sig till andra
myndigheter eller till enskilda.

| forsta stycket 1-7 anges vilka myndigheter eller enskilda som far
medges direktdtkomst. De myndigheter som far medges direktatkomst ar
Polismyndigheten, Séakerhetspolisen, utlandsmyndigheterna,
Forsdkringskassan, Pensionsmyndigheten och Skatteverket. Dartill kan
direktdtkomst ges till en part eller en parts ombud eller bitrade.
Bestammelsen ger Migrationsverket mojlighet att medge direktatkomst,
men innebdr inte nagon ratt for mottagarna att fA sddan Aatkomst.
Mojligheten att ge direktatkomst saknar sekretessbrytande verkan.

Av andra stycket foljer att direktdtkomsten for en part eller en parts
ombud eller bitrade endast far avse personuppgifter i partens eget arende.

| tredje stycket finns en upplysningsbestdimmelse om att regeringen
eller den myndighet som regeringen bestdimmer kan meddela dels
ytterligare foreskrifter som begransar mojligheten att medge direktatkomst
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till personuppgifter, dels foreskrifter om behdrighets- och sékerhetsfragor
savitt avser direktatkomst.

Uppgiftsskyldighet
208 Polismyndigheten har ratt att ta del av personuppgifter som
Migrationsverket behandlar enligt 11 eller 14 § vid direktatkomst enligt 19 8.
Sékerhetspolisen och utlandsmyndigheterna har motsvarande rétt att vid
direktatkomst ta del av uppgifter som Migrationsverket behandlar enligt 11 §.
Migrationsverket ska pa begaran av Polismyndigheten, Sékerhetspolisen eller
en utlandsmyndighet lamna ut personuppgifter som verket behandlar enligt 11 §
1 eller 2. Migrationsverket ska ocksd pa begéran av Polismyndigheten lamna ut
personuppgifter som verket behandlar enligt 14 § andra stycket 1, 2 eller 5.
Om det finns skal for det ska Migrationsverket pa eget initiativ Iamna uppgifter
som avses i andra stycket andra meningen till Polismyndigheten.

| paragrafen regleras viss uppgiftsskyldighet for Migrationsverket. Over-
vagandena finns i avsnitt 6.15.

| forsta stycket forsta meningen anges att Polismyndigheten har rétt att
ta del av av uppgifter om enskilda som Migrationsverket behandlar enligt
11 eller 14 § vid direktakomst enligt 19 8. Det handlar alltsd om samtliga
primara andamal utom &andamalet Aaterstkning av avgoéranden,
rattsutredningar och annan réttslig information eller information som rér
forhallanden i andra lander samt uppgifter som Migrationsverket
behandlar i sina register Over fingeravtryck och fotografier. Genom
Polismyndighetens ratt att ta del av uppgifterna uppkommer en sadan
uppgiftsskyldighet som enligt 10 kap. 28 § forsta stycket offentlighets-
och sekretesslagen (2009:400) bryter den sekretess som kan géalla for
uppgifterna hos Migrationsverket. Bestammelsen innebar bl.a. att
Migrationsverket kan lamna fingeravtryck som verket tagit enligt 9 kap.
8 §& utlédnningslagen (2005:716) till Polismyndigheten, som skoter
registreringen i verkets fingeravtrycksregister. Fingeravtryck kan ocksa
l[&mnas till Polismyndigheten for kontroll mot Migrationsverkets eget
fingeravtrycksregister och Polismyndighetens fingeravtrycks- och
signalementregister enligt 14 § andra stycket 5.

Forsta stycket andra meningen ger Sékerhetspolisen och
utlandsmyndigheterna en motsvarande ratt att vid direktatkomst ta del av
uppgifter som Migrationsverket behandlar enligt 11 §.

Andra stycket innehaller uppgiftsskyldigheter som inte tar sikte pa
utlamnande genom direktatkomst. Bestimmelsen innebar for det forsta
att Migrationsverket pa begdran ska lamna ut sddana uppgifter som
verket behandlar enligt 11 § 1 eller 2 till Polismyndigheten,
Sakerhetspolisen eller en utlandsmyndighet. Det handlar alltsd om
uppgifter som behandlas av verket for att handlagga &renden eller lamna
bitrade i sadana arenden eller for kontroll av utlanningar. Vidare ska
Migrationsverket pd begaran av Polismyndigheten lamna ut uppgifter
som behandlas i Migrationsverkets register éver fingeravtryck och
fotografier enligt 14 § andra stycket 1, 2 eller 5, dvs. for att handlédgga
ansokningar om uppehallstillstind av skyddsskal, i arenden om avvisning
och utvisning eller for att kontrollera fingeravtryck.

Av tredje stycket foljer att Migrationsverket om det finns skél for det
far lamna over uppgifter som behandlas i verkets register over



fingeravtryck och fotografier enligt 14 § andra stycket 1, 2 eller 5 till
Polismyndigheten utan féregaende begéaran.

Overforing av personuppgifter till tredjeland

21 § Trots hanvisningen till 33 § personuppgiftslagen (1998:204) i 8 § forsta
stycket 8 ar det tillatet att dven utan den registrerades samtycke fora over
personuppgifter till tredjeland om 6verféringen ar absolut nédvéndig for de
andamal som anges i 11 § 1 och 2 samt 12 § 1, s&vida det inte moter hinder av
sekretess enligt offentlighets- och sekretesslagen (2009:400).

Regeringen eller den myndighet som regeringen bestammer kan med stéd av
8 kap. 7 8 regeringsformen meddela ytterligare foreskrifter om begrénsningar av
mojligheten att fora dver personuppgifter till tredjeland.

| paragrafen gors ytterligare undantag fran personuppgiftslagens
(1998:204) grundlaggande forbud mot dverforing av personuppgifter till
tredjeland. Overvigandena finns i avsnitt 6.16.

Genom hanvisningen till 33 8§ personuppgiftslagen i 8 § galler i princip
ett forbud mot Overforing av personuppgifter till tredjeland for
personuppgifter som ar under behandling om inte det mottagande landet
har en adekvat niva for skyddet av personuppgifterna. Med tredjeland
avses en stat som inte ingar i EU eller &r ansluten till EES.

| forsta stycket anges att det trots hanvisningen till 33 §
personuppgiftslagen ar tillatet att utan den registrerades samtycke fora
Over personuppgifter till tredjeland om dverforingen ar absolut nédvandig
for de andamal som anges i 11 § 1 och 2 samt 12 § 1. Det handlar alltsa
dels om handlaggning av arenden eller en myndighets bitrade i sadana
arenden, kontroll av utlanning i samband med inresa och utresa samt
kontroll under vistelsen i Sverige, dels om atersokning av avgoranden,
rattsutredningar och annan rattslig information.

Aven om en 6verforing av personuppgifter till tredjeland bedéms som
absolut nodvindig for de tilldtna d&ndamalen méste en myndighet alltid
bedéma om offentlighets- och sekretesslagen (2009:400) hindrar att
uppgifterna lamnas ut.

I andra stycket finns en upplysningsbestdimmelse om att regeringen kan
meddela ytterligare foreskrifter om begrénsningar av i vilken utstréackning
personuppgifter far foras over till tredjeland. Det kan bl.a. handla om vilka
kategorier av uppgifter som far Gverféras och till vilka mottagare
éverforing ska fa ske.

Avskiljande

22 § Personuppgifter som har behandlats for de &ndamal som anges i 11 § /-4
och 13 § ska avskiljas sa att tillgangen till dem begransas om de inte langre
behdvs i myndighetens I6pande verksamhet.

Regeringen eller den myndighet som regeringen bestimmer kan med stod av
8 kap. 7 8 regeringsformen meddela ytterligare foreskrifter om avskiljande av
personuppgifter.

| paragrafen regleras avskiljande av personuppgifter som inte langre
behovs for verksamheten. Overvagandena finns i avsnitt 6.17.

Enligt paragrafens forsta stycke ska den personuppgiftsansvariga
myndigheten avskilja personuppgifter som behandlats for de dndamal
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som anges i 11 8 1-4 och 13 § ndr uppgifterna inte langre behdvs for
denna verksamhet. Med avskiljande menas att personuppgifterna tas bort
fran automatiserade uppgiftssamlingar som anvands i verksamheten en-
ligt 2 och 3 88. Det aligger den personuppgiftsansvariga myndigheten att
infora rutiner for nar avskiljande ska ske och pa vilket satt. Avskiljandet
far inte innebéra att uppgifter gallras i strid med arkivlagen (1990:782)
eller foreskrifter som har meddelats med stod av den lagen.

Det aligger den personuppgiftsansvariga myndigheten att begrinsa den
interna tillgdngen till avskilda personuppgifter till det som varje
tjansteman behdver for att kunna fullgdra sina arbetsuppgifter, se 16 8. |
framst Migrationsverkets verksamhet finns ett behov av tillgang till
uppgifter i redan avslutade drenden. Det kan till exempel vara aktuellt
nar en person aberopar anknytning som skal for uppehallstillstand och en
tjansteman  darfor  behover tillgang  till  uppgifter som  ror
anknytningspersonen i ett avslutat drende. Tillgang ska darfor inte bara
beviljas arkiveringspersonal, utan dven handldggare som kan vara i
behov av uppgifter som &r avskilda i sitt dagliga arbete.

I andra stycket finns en upplysningsbestimmelse om att regeringen
eller den myndighet som regeringen bestdammer kan meddela ytterligare
foreskrifter om avskiljande av personuppgifter.

Sakerhetsatgarder
23 8§ Regeringen eller den myndighet som regeringen bestammer kan med stod av

8 kap. 7 § regeringsformen meddela foreskrifter om sakerhetsatgarder till skydd
for personuppgifter.

Paragrafen innehéller en upplysningsbestammelse om att regeringen eller
den myndighet som regeringen bestdmmer kan meddela foreskrifter om
sakerhetséatgarder till skydd for personuppgifter. Overvagandena finns i
avsnitt 6.17.

9.2 Forslaget till lag om andring
I socialforsékringsbalken

114 kap.

17 § Behorighet for atkomst till socialforsakringsdatabasen ska inom
socialforsakringens administration tilldelas genom en sérskild handling i enlighet
med foreskrifter som meddelas av regeringen eller den myndighet som
regeringen bestdmmer.

Behdrighet for atkomst till socialforsakringsdatabasen och till personuppgifter
hos Migrationsverket ska begrénsas till vad som behdvs for att den enskilde
tjanstemannen ska kunna fullgdra sina arbetsuppgifter.

Paragrafen reglerar tilldelning av behorighet. Overvdgandena finns i
avsnitt 6.15.

Enligt 19 § utlanningsdatalagen far Forsakringskassan och
Pensionsmyndigheten medges direktatkomst till personuppgifter hos
Migrationsverket. | andra stycket, som reglerar atkomstbehérighet, infors
ett tillagg till vad som galler for den enskilde tjanstemannens atkomst till
personuppgifter. Tillagget innebér att dven behorigheten for atkomst till
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Pensionsmyndigheten ska begrénsas till vad som behdvs for att den
enskilde tjanstemannen ska kunna fullgéra sina arbetsuppgifter.
Harigenom géller samma begransning for atkomst till Migrationsverkets
personuppgifter som enligt 16 § forsta stycket utldnningsdatalagen géller
for Migrationsverkets egen personal.

9.3 Forslaget till lag om &ndring i polisdatalagen
(2010:361)

2 kap.

8 8§ Personuppgifter som behandlas enligt 7 § far aven behandlas nar det &r
nodvandigt for att tillhandahalla information som behdvs i

1. brottsbek&mpande verksamhet hos Sékerhetspolisen, Ekobrottsmyndigheten,
Aklagarmyndigheten, Tullverket, Kustbevakningen och Skatteverket,

2. brottshekdmpande verksamhet hos utlandsk myndighet eller mellanfolklig
organisation,

3. sadan verksamhet hos Polismyndigheten som avser handrackningsuppdrag,

4.annan verksamhet som Polismyndigheten ansvarar for, om det finns
sarskilda skal att tillhandahalla informationen,

5. verksamhet hos Kriminalvarden for att forebygga brott och uppréatthalla
sakerheten,

6. verksamhet hos Migrationsverket for att verket ska kunna kontrollera
fingeravtryck som verket tagit enligt 9 kap. 8 8§ utl&nningslagen (2005:716) mot
det fingeravtrycks- och signalementsregister som Polismyndigheten for enligt 4
kap. 11 §, eller

7. en myndighets verksamhet

a) om det enligt lag eller forordning &ligger Polismyndigheten att bista
myndigheten med viss uppgift, eller

b) om informationen tillhandahalls inom ramen for myndighetséverskridande
samverkan mot brott.

Personuppgifter som behandlas enligt 7 § far aven behandlas om det &r
nodvandigt for att tillhandahalla information till riksdagen och regeringen samt, i
den utstréckning skyldighet att 1amna uppgifter foljer av lag eller forordning, till
andra.

Regeringen meddelar foreskrifter om att personuppgifter som behandlas enligt
7 § och som avser efterlysta personer och avlidgsnanden ur landet far behandlas
for att tillhandahalla information till vissa sarskilt angivna myndigheter och att
uppgifter som behandlas i en forundersokning far tillhandahallas
konkursforvaltare.

| ett enskilt fall far personuppgifter som behandlas enligt 7 § aven behandlas
for att tillhandahalla information fér ndgot annat d4ndamal an de som anges i
forsta—tredje styckena, under férutsattning att dndamalet inte 4r oférenligt med
det andamal for vilket uppgifterna samlades in.

Paragrafen reglerar de sekundara andamalen for behandling av
personuppgifter i Polismyndighetens brottshekdmpande verksamhet.
Overvigandena finns i avsnitt 6.10.

Forsta stycket 6 andras pa sa satt att det infors en ny bestammelse som
ger stod for Polismyndigheten att behandla personuppgifter for att
tillhandahalla Migrationsverket information, som Polismyndigheten fétt
fram d& myndigheten jamfort fingeravtryck tagna av Migrationsverket
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mot Polismyndighetens fingeravtrycks- och signalementregister. Den
hittillsvarande bestdammelsen i forsta stycket 6 dverfors utan andringar i
sak till den nya forsta stycket 7.

18 § Sakerhetspolisen, Ekobrottsmyndigheten, Tullverket, Kustbevakningen och
Skatteverket har, trots sekretess enligt 21 kap. 3 § forsta stycket och 35 kap. 1 §
offentlighets- och sekretesslagen (2009:400), ratt att ta del av personuppgifter
som behandlas i fingeravtrycks- och signalementsregister enligt 4 kap. 11-17 8§,
om den mottagande myndigheten behdver uppgifterna i sin brottsbekdmpande
verksamhet. Migrationsverket har motsvarande ratt att ta del av personuppgifter
som behandlas i fingeravtrycks- och signalementsregistret, om verket behdver
uppgifterna for kontroll av fingeravtryck som verket tagit.

Paragrafen  innehéller  vissa  sekretessbrytande  bestammelser.
Overvagandena finns i avsnitt 6.10.

Paragrafen kompletteras med en andra mening som innebér att
Polismyndigheten kan lamna ut uppgifter ur fingeravtrycks- och
signalementsregistret till Migrationsverket trots sekretess enligt 21 kap.
3 § forsta stycket och 35 kap. 1 § offentlighets- och sekretesslagen
(2009:400). For att uppgifter ska fa lamnas ut kravs att Migrationsverket
behdver uppgifterna for kontroll av fingeravtryck.



Sammanfattning av betdnkandet
Personuppgiftsbehandling pa utlannings- och
medborgarskapsomradet (SOU 2015:73)

Inledning

I detta betdnkande redovisar utredningen sitt uppdrag att utarbeta forslag
till en lag om behandling av personuppgifter i verksamhet enligt
utlannings- och medborgarskapslagstiftningen (dir. 2014:76). Harvid
redovisas &ven dels en kartlaggning av behandlingen av personuppgifter
inom denna verksamhet, dels en analys av om den behandling som
forekommer d nodvandig och om ytterligare behov av
personuppgiftsbehandling finns for att skapa forutsattningar for en effektiv
verksamhet.

Utredningen redovisar ocksd i betankandet nagra ytterligare frage-
stallningar som utredningen har fatt i uppdrag att analysera sarskilt.

En ny lag om behandlingen
av personuppgifter i verksamhet enligt
utlannings- och medborgarskapslagstiftningen

Lagens syfte, utformning, m.m.

Utredningens forslag innebar att behandlingen av personuppgifter i
verksamhet enligt utldnnings- och medborgarskapslagstiftningen ska
regleras i en lag, som utformats med beaktande av bland annat skyddet for
den personliga integriteten i 2 kap. 6 § andra stycket regeringsformen (RF),
personuppgiftslagen (1998:204, PUL) och Europaparlamentets och radets
direktiv 95/46/EG av den 24 oktober 1995 om skydd for enskilda
personer med avseende pa behandling av personuppgifter och om det fria
flodet av sédana uppgifter (dataskyddsdirektivet). Daremot har det inte
varit mojligt att anpassa forslagen till det pagdende reformarbetet av
EU:s regler om skydd for personuppgifter, eftersom detta arbete &nnu
inte (juni 2015) &r klart.

Lagen, som foreslds heta utlanningsdatalag, samt en féreslagen
anslutande fdérordning ska ersdtta den nu géllande forordningen
(2001:720) om behandling av personuppgifter i verksamhet enligt
utldnnings- och medborgarskapslagstiftningen.

Lagens oOvergripande syften foreslas vara att ge berérda myndigheter
mojlighet att behandla personuppgifter pa ett andamalsenligt sétt i sin
verksamhet enligt utlannings- och medborgarskapslagstiftningen och att
skydda manniskor mot att deras personliga integritet kranks vid sadan
behandling. Lagen har utformats som en ramlag. De grundlaggande
bestammelserna som har till syfte att skydda den registrerade mot intrdng
i den personliga integriteten finns i lagen. Kompletterande bestdmmelser
finns i forfattningar pa lagre niva.
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Lagforslaget, som gjorts teknikoberoende, syftar till att gora det
mojligt for berdrda myndigheter att anvdnda moderna och &nda-
malsenliga it-system for att verksamheten ska kunna bedrivas sa effektivt
som méjligt.

Lagens tillampningsomrade

Utlanningsdatalagen foreslas vara tillamplig vid behandlingen av per-
sonuppgifter i verksamhet enligt utldnnings- och medborgarlagstiftningen
som utférs av Migrationsverket, Polismyndigheten, Sékerhetspolisen och
utlandsmyndigheterna.

Vari denna verksamhet bestdr preciseras narmare och uttommande i
lagen. Vad géller Migrationsverkets och utlandsmyndigheternas
verksamhet foreslas att lagen ska tillampas vid behandling av
personuppgifter som ror:

— utlanningars inresa i Sverige eller i en stat som ingéar i Europeiska
unionen eller i en stat som ar ansluten till Europeiska ekonomiska
samarbetsomradet, vistelse eller arbete i Sverige samt utresa fran
Sverige,

— statusforklaring,

— mottagande av asylstkande och andra utlanningar,
— bistand och stéd till utlanningar,

— svenskt medborgarskap,

— statlig ersattning for kostnader for utlanningar eller

— boséttning av utlanningar.

Vad galler Polismyndighetens och Sékerhetspolisens verksamhet foreslas
lagen tillampas vid behandling av personuppgifter som rér utlanningars
inresa i, utresa fran, vistelse i eller avlagsnande fran Sverige.

Viss personuppgiftsbehandling hos de aktuella myndigheterna foreslas
dock falla utanfor lagens tillampningsomréde trots att lagen i och for sig
hade  kunnat vara tillamplig. Det gdller bland annat
personuppgiftsbehandling enligt lagen (2000:344) om Schengens in-
formationssystem samt enligt de EU-férordningar som brukar bendmnas
VIS-férordningen, Viseringskodexen och Eurodacférordningen. Den nya
lagen ska inte heller tillampas da personuppgifter behandlas med stod av
polisdatalagen (2010:361).

I liknet med personuppgiftslagen foreslds lagen gélla da person-
uppgiftsbehandlingen ar helt eller delvis automatiserad samt da per-
sonuppgifterna ingdr i eller &r avsedda att ingd i en strukturerad samling
av personuppgifter som &r tillgangliga for sokning eller sammanstélining
enligt sarskilda kriterier. Det foreslagna tillampningsomradet har alltsa i
viss man utvidgats jamfort med vad som galler enligt nuvarande
utlanningsdataférordning, som i forsta hand géaller
personuppgiftsbehandling i olika verksamhetsregister.



Forhallandet till personuppgiftslagen

Bestammelserna i den nya lagen foreslas som huvudregel ha foretrade
framfor personuppgiftslagens bestdmmelser. Vissa bestdmmelser i
personuppgiftslagen ska dock vara tillampliga i verksamheten enligt
utlannings- och medborgarskapslagstiftningen. | den nya lagen pekas dessa
bestdammelser sérskilt ut. Det géller bland annat personuppgiftslagens
bestaimmelser om forhallandet till offentlighetsprincipen (8 §),
grundlaggande krav pa behandlingen av personuppgifter (9 8), behandling
av uppgifter om personnummer (22 §), dverforing av personuppgifter till
tredjeland (33-35 88) och skadestand (48 §).

Personuppgiftsansvar

Den myndighet som utfér en behandling eller som det aligger att utfora
en behandling foreslds vara personuppgiftsansvarig for behandlingen. Ett
undantag frdn denna huvudregel foreslas i det att Migrationsverket ska
vara personuppgiftsansvarig for utlandsmyndigheternas automatiserade
personuppgiftsbehandling.

Migrationsverket, Polismyndigheten och Sakerhetspolisen foreslas vidare
vara skyldiga att utse ett eller flera personuppgiftsombud for den
personuppgiftsbehandling som myndigheten utfor eller som det aligger
myndigheten att utfora.

Andamal m.m.

Personuppgifter foreslds endast fa behandlas med stod av utlannings-
datalagen om det ar nodvandigt for vissa sarskilt angivna dndamal.
Andamélen, bade primara och sekundira, framgar av lagen.
De primara &andamalen for Migrationsverkets, Polismyndighetens,
Sékerhetspolisens och utlandsmyndigheternas personuppgiftsbehandling
foreslas vara foljande:

— handlaggning av arenden eller en myndighets bitrade i sadana arenden i
verksamhet inom lagens tillimpningsomrade (se ovan),

— kontroll av utlanning i samband med inresa och utresa samt kontroll
under vistelsen i Sverige,

— utférande av arbetsuppgifter som géller mottagande och boséttning av
asylsdkande och andra utlénningar,

— tillsyn, kontroll, uppféljning, planering av verksamheten, fram-
stéllning av statistik samt testverksamhet eller

— fullgérande av en rattslig skyldighet att registrera eller pa annat satt
dokumentera en personuppgift.

Migrationsverket foreslas darutover fa behandla personuppgifter om det &r
nodvandigt for atersokning av avgoranden, rattsutredningar och annan
rattslig information eller information rérande forhallanden i andra lander.
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Vidare foreslas att personuppgifter som behandlas enligt ovan namnda
primara andamal dven ska fa behandlas enligt nedan féljande sekundara
andamal om det &r nodvandigt for att tillhandahalla information:

— till en annan myndighet eller enskild, om utlamnandet sker med stod
av lag eller férordning eller

— till en utlandsk myndighet, ett EU-organ eller en mellanfolklig
organisation, om utldmnande féljer av Sveriges medlemskap i
Europeiska unionen eller av uppgiftsskyldighet enligt internationell
konvention som Sverige tilltrétt eller av riksdagen godkant avtal med
frammande stat eller mellanfolklig organisation.

Personuppgifter ska i ett enskilt fall aven fa behandlas for att till-
handahalla information for nagot annat andamal &n som nu angetts under
forutsattning att andamalet inte ar ofcrenligt med det dndamal som
uppgifterna samlades in for (finalitetsprincipen).

For Migrationsverkets register over fingeravtryck och fotografier
foreslas en sarreglering med mer begransade dndamalsbestammelser.

Kénsliga personuppgifter

Med kansliga personuppgifter avses uppgifter som avsldjar ras eller
etniskt ursprung, politiska asikter, religios eller filosofisk Gvertygelse,
medlemskap i fackférening samt uppgifter som ror halsa eller sexualliv.
Sadana uppgifter maste i stor utstrackning behandlas pa utlannings- och
medborgarskapsomradet. ~ Utredningen  foreslar  att  kansliga
personuppgifter ska fa behandlas for i princip alla de d&ndamal for vilka
behandling &r tillatna. En forutséttning ar dock, om inte den registrerade
har lamnat sitt uttryckliga samtycke till behandlingen eller pa ett tydligt
sétt offentliggjort uppgifterna, att uppgifterna ar absolut nddvéndiga for
syftet med behandlingen. Med att uppgifterna ska vara absolut
nddvéandiga markeras att behandlingen av dem bor ske med forsiktighet
och aldrig slentrianméssigt.

Tillgangen till personuppgifter

Stora samlingar av information som lagras pa ett satt som gor dem enkelt
sokbara pa elektronisk vag medfor generellt sett en 6kad risk for intrang i
enskildas personliga integritet. Som ett led i att stirka integritetsskyddet
foreslas en bestammelse i lagen om att tillgangen till personuppgifter ska
begransas till vad varje tjdnsteman behdver for att kunna fullgéra sina
arbetsuppgifter. Migrationsverket, Polismyndigheten, Sékerhetspolisen
foreslds vidare fa mojlighet att meddela narmare foreskrifter om
tillgdngen till personuppgifter for personer som &r verksamma inom
respektive myndighet. Enligt utredningens forslag bér Migrationsverket
aven fa meddela foreskrifter av aktuellt slag nar det galler uppgifter som
behandlas automatiserat hos utlandsmyndigheterna.



Sokbegransningar

Som ytterligare en atgard for att starka integritetsskyddet foreslas
begransningar avseende vilka sokbegrepp som far anvandas vid sok-
ningar av uppgifter for vissa andamal i vissa fall.

Kéansliga personuppgifter foreslas endast fa anvandas som sokbegrepp
for behandling for andamalet tillsyn, kontroll, uppfdljning, planering av
verksamheten, framstéllning av statistik eller testverksamhet samt for
atersokning i vissa fall. Migrationsverket behover kunna anvanda
kansliga personuppgifter som sdkbegrepp for exempelvis framstallning
av viss statistik och for att forbereda verksamheten med anledning av
forvantade flyktingstrommar.

Personuppgifter om lagévertradelser foreslas med vissa undantag inte fa
anvandas som sokbegrepp.

Elektroniskt utlamnande av personuppgifter

Aven om ett elektroniskt utlimnande av personuppgifter medfor vissa
integritetsrisker anser utredningen, med undantag for utldmnande genom
direktatkomst, att det inte finns ndgot behov av att infora en sarskild
reglering om nar elektroniskt utlamnande far forekomma. Nagra sadana
bestammelser foreslas darfor inte.

Polismyndigheten,  Sékerhetspolisen, utlandsmyndigheterna,  For-
sakringskassan, Pensionsmyndigheten och Skatteverket foreslas for vissa
sarskilda andamal fa medges direktatkomst till vissa personuppgifter som
behandlas automatiserat hos Migrationsverket. Direktatkomsten foreslas
regleras utttmmande.

Reglerna om direktatkomst har utformats med tanke pa de sarskilda
risker som direktatkomsten innebar for enskildas integritet. Det innebar
bland annat att mottagarmyndigheterna ska ha ett verkligt behov av
uppgifterna och att uppgifterna som far goras tillgingliga ar sa preciserat
angivna som mojligt i forfattning. Vidare ska Migrationsverket innan
direktatkomst medges forvissa sig om att mottagarmyndigheten uppfyller
kraven pa behorighet och sékerhet. Yitterligare krav som foreslas ar att
tillgdngen till uppgifterna hos mottagarmyndigheterna begransas till vad
den enskilde tjanstemannen behdver for att kunna fullgéra sina uppagifter.

Utredningen foreslar nagra sekretessbrytande bestimmelser med
anledning av direktatkomsten.

Overforing av personuppgifter till tredjeland

Enligt utredningen finns det i vissa fall behov av att fora dver per-
sonuppgifter till tredjeland oavsett om samtycke fran den enskilde till
detta foreligger. En bestammelse om ytterligare undantag fran forbudet
mot overforing av personuppgifter till tredjeland i 33 § PUL foreslas
darfor for dessa fall.

Undantaget foreslds innebéra att Gverforing av personuppgifter till
tredjeland far ske om det ar absolut nédvandigt for 1) handlaggning av
arenden eller bitrade i sddana arenden, 2) kontroll av utlanning i samband
med inresa och utresa samt kontroll under vistelsen i Sverige samt for 3)
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sadan behandling som sker for andamalet atersokning av avgoranden,
rattsutredningar och annan réttslig information.

Bevarande och gallring samt avskiljande

Automatiserat behandlade personuppgifter i allmdnna handlingar i
verksamheten bor enligt utredningen, i likhet med hur det &r i dag, som
huvudregel bevaras eller gallras i enlighet med arkivlagens (1990:782)
bestdmmelser. Vad som talar for bevarande &r enligt utredningen
allménhetens intresse av insyn i verksamheten. Inte minst finns ett intresse
fran forskare och journalister. Det ar inte heller sjalvklart enligt
utredningen att integritetsintresset bast tillgodoses genom att
personuppgifter forstors. | verksamheten ar det ocksa ofta nodvandigt att
ta fram uppgifter fran tidigare arenden.

Utredningen anser dock att det i vissa fall bor goras undantag fran
denna huvudregel. Undantag fran arkivlagens bestammelser foreslas
sdledes gdlla 1) for Migrationsverkets fingeravtrycks- och
fotografiregister dar uppgifter forslas gallras enligt nuvarande ordning, 2)
for kansliga personuppgifter som har behandlats for andamalen tillsyn,
kontroll, uppféljning, planering av verksamheten, framstallning av statistik
eller testverksamhet som foreslas gallras direkt nar behandlingen inte
langre &r nodvandig for nagot av de angivna andamalen och 3) for
personuppgifter som Migrationsverket behandlar automatiskt darfor att ett
offentligt bitrade, en tolk, en dversattare eller sprakanalytiker kan vara
olamplig for framtida uppdrag som foreslas gallras efter kort tid.

For att stiarka de enskildas personliga integritet foreslar utredningen att
tillgangen till uppgifter som inte langre behdvs for de i lagen angivna
andamélen ska begransas genom en bestimmelse om avskiljande av
sddana uppgifter. Genom bestammelsen foreslas att personuppgifter i
automatiserade uppgiftssamlingar som anvands i myndigheternas
I6pande verksamhet ska avskiljas nar de inte langre behdvs i denna
verksamhet. Atkomst till avskilda uppgifter foreslds vara férbehéllen
endast de personer som &r i absolut behov av uppgifterna for att kunna
utféra sina arbetsuppgifter.

Ytterligare foreskrifter

Den nya lagen foresldas vara en ramlag som endast innehaller de
grundldggande bestdmmelserna om skydd for enskildas personliga
integritet. | lagforslaget ges mojlighet till foreskrifter pd lagre niva.
Sadana foreskrifter kan meddelas nar det galler Migrationsverkets
fingeravtrycks- och fotografiregister, tillgdngen till personuppgifter,
direktatkomst, 6verforing av personuppgifter till tredjeland, avskiljande,
gallring och sakerhetsatgarder.

Ikrafttradande och 6vergangsbestammelser

Utlanningsdatalagen och den nya utldnningsdataforordningen foreslas
trada i kraft den 1 januari 2016.



Nagra sarskilda fragor

Registrering av kvalitetsomddmen

Utredningens forslag innebdr att Migrationsverket kan registrera
identitetsuppgifter, speciell kompetens och avvikelser rérande andra
offentliga bitrdden an advokater och bitradande jurister, tolkar, versattare
och sprakanalytiker. Med avvikelser avses i huvudsak uppgifter om
misskdtsamhet, oskicklighet och inkompetens men aven uppgifter om att
en uppdragstagare har begatt brott eller forsatts i konkurs. Sadana
avvikelser kan innebéra att en uppdragstagare ar olamplig for uppdrag.
Registreringen av aktuella uppgifter syftar till att stérka rattssdkerheten for
enskilda i asylprocessen. Av integritetsskal foreslas dock att uppgifter
om avvikelser ska gallras efter kort tid.

Ett effektivare informationsutbyte vid handlaggning
av uppehallstillstdnd for arbete och arbetstillstand

Utredningen foreslar att Migrationsverket bor medges direktatkomst till vissa
personuppgifter i Skatteverkets beskattningsdatabas, Krono-
fogdemyndighetens utsdknings- och indrivningsdatabas samt For-
sakringskassans och  Pensionsmyndighetens  socialforsakringsdatabas.
Migrationsverket har redan i dag tillgang till de flesta uppgifterna. Det nya ar
alltsa att verket nu foreslas fa direktatkomst till uppgifterna. Utredningen har
sarskilt analyserat Migrationsverkets behov av direktatkomst till uppgifterna
samt behovet av regler som ger enskilda ett bra skydd for den personliga
integriteten vid direktatkomsten. Sistnamnda regler foreskriver ett ansvar for
savil de utlamnande myndigheterna som mottagarmyndigheten.

Migrationsverkets ratt att ta del av uppgifter
fran Polismyndighetens fingeravtrycksregister

Utredningen foreslar att Migrationsverket bor ha ratt att ta del av
uppgifter fran Polismyndighetens fingeravtrycksregister (A-filen i det
automatiserade  fingeravtrycksidentifieringssystemet, ~ AFIS)  vid
kontroller av fingeravtryck som tagits med stdd av 9 kap. 8 § utlén-
ningslagen (2005:716, UtIL). Enligt den sistnamnda paragrafen far
Migrationsverket i vissa fall ta fingeravtryck pa en utldnning. Det géller
bland annat om utl&dnningen inte kan styrka sin identitet. Bakgrunden till
utredningens forslag &r att kontroller mot Polismyndighetens
fingeravtrycksregister forbattrar mojligheterna att faststélla en korrekt
identitet pa utlanningen. Sammantaget menar utredningen att detta intresse
véger tyngre dn de eventuella integritetsrisker som kan forknippas med
en sadan majlighet.
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Skadestandsskyldighet efter kontroller av
Schengenviseringar

Bestdmmelserna i 9 kap. 8 ¢ § UtIL innebdr att en utlanning &r skyldig att
lata en polisman, en sarskild forordnat passkontrollant eller en
tjansteman vid Tullverket, Kustbevakningen eller Migrationsverket ta
hans eller hennes fingeravtryck for kontroll av identiteten och av
Schengenviseringens &kthet genom sokning i informationssystemet for
visering (VIS). Motsvarande skyldighet galler aven fér en utlanning som
vid en in- eller utresekontroll inte kan styrka sin identitet och som far
kontrolleras mot VIS i identifieringssyfte. Nar en kontroll har genomforts
ska de fingeravtryck som tagits fér kontrollen omedelbart forstoras. Det
galler ocksa de biometriska data som tagits i samband med kontrollen.

Utredningen foreslar en klargorande regel om att det ar den myndighet som
har utfort kontrollen som &r ansvarig for att uppgifterna forstors och att
skadestdnd kan utgd om  forstoringsskyldigheten  férsummas.



Beténkandets lagforslag

Forslag till utlanningsdatalag

Héarigenom forskrivs féljande.

Lagens syfte

1 § Syftet med denna lag &r att ge Migrationsverket, Polismyndigheten,
Séakerhetspolisen och utlandsmyndigheterna mojlighet att behandla
personuppgifter pa ett andamalsenligt satt i verksamhet enligt utlannings-
och medborgarskapslagstiftningen och att skydda ménniskor mot att deras
personliga integritet krianks vid sadan behandling.

Lagens tillampningsomrade

2 8 Denna lag galler vid behandling av personuppgifter i Migrationsverkets
och utlandsmyndigheternas verksamhet som ror:

1. utlanningars inresa i Sverige eller i en stat som ingar i Europeiska
unionen eller i en stat som dar ansluten till Europeiska ekonomiska
samarbetsomradet, vistelse eller arbete i Sverige samt utresa fran
Sverige,

2. statusforklaring,

3. mottagande av asylsdkande och andra utlanningar,

4., bistand och stdd till utlanningar,

5. svenskt medborgarskap,

6. statlig erséttning for kostnader for utlanningar eller

7. boséttning av utlanningar.

38Denna lag galler ocksd vid behandling av personuppgifter i
Polismyndighetens och Sakerhetspolisens verksamhet som ror utlanningars
inresa i, utresa fran, vistelse i eller avlagsnande fran Sverige.

4 § Lagen galler endast om behandlingen av personuppgifter enligt 2 och
3 88 ar helt eller delvis automatiserad eller om personuppgifterna ingar i
eller &r avsedda att ingd i en strukturerad samling av personuppgifter som
ar tillgangliga for sdkning eller sammanstallning enligt sérskilda kriterier.

5§ Denna lag galler inte, utover vad som framgar av andra stycket, da
personuppgifter behandlas med stod av

1. lagen (2000:344) om Schengens informationssystem,

2. Europaparlamentets och réadets férordning (EG) nr 767/2008 av den
9juli 2008 om informationssystemet for viseringar (VIS) och utbytet
mellan medlemsstaterna av uppgifter om viseringar for kortare vistelse
(VIS-forordningen)(1),

3. Europaparlamentets och radets forordning (EG) nr 810/2009 av den
13juli 2009 om inférande av en gemenskapskodex om viseringar
(viseringskodex),

4. polisdatalagen (2010:361) eller

5. Europaparlamentets och radets férordning (EU) nr 603/2013 av den
26 juni 2013 om inrdttande av Eurodac for jamforelse av fingeravtryck for
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en effektiv tilldmpning av forordning (EU) nr 604/2013 om kriterier och
mekanismer for att avgoéra vilken medlemsstat som &r ansvarig for att
préva en ansdkan om internationellt skydd som en tredjelandsmedborgare
eller en statslos person har liamnat in i ndgon medlemsstat och for nar
medlemsstaternas brottsbhekdmpande myndigheter begar jamférelser med
Eurodacuppgifter for brottsbekiampande &ndamal, samt om andring av
forordning (EU) nr 1077/2011 om inrattande av en Europeisk byra for
den operativa forvaltningen av stora it-system inom omradet frihet,
sékerhet och réttvisa (omarbetning).

Vid behandling av personuppgifter enligt VIS-férordningen géller
bestdmmelserna i 28 och 48 88 personuppgiftslagen (1998:204) om
rattelse och skadestand pa motsvarande satt i den man inte annat foljer av
den férordningen.

Den registrerades instéllning

6 § Behandling av personuppgifter som éar tillaten enligt denna lag far
utforas &ven om den enskilde motsétter sig den.

Forhallandet till personuppgiftslagen

780m inte annat anges i 88§, galler denna lag i stallet for person-
uppgiftslagen (1998:204) eller foreskrifter som har meddelats i an-
slutning till den lagen.

8 § Foljande bestammelser i personuppgiftslagen (1998:204) tillampas pa
motsvarande sétt vid behandling av personuppgifter enligt denna lag eller
enligt foreskrifter som har meddelats i anslutning till lagen:

1. 3 § om definitioner,

. 8 § om forhallandet till offentlighetsprincipen,

. 9 § om grundlaggande krav pé behandling av personuppgifter,

. 22 § om behandling av personnummer,

. 23 och 25-27 88 om information till den registrerade,

. 28 § om réttelse m.m.,

. 30 och 31 88 samt 32 § forsta stycket om sékerheten vid behandling,
. 33-35 88 om dverforing av personuppgifter till tredjeland,

. 38-41 88 om personuppgiftsombud m.m.,

10. 42 § om upplysningar till allménheten om vissa behandlingar,

11. 43 och 44 88, 45 § forsta stycket och 47 § om tillsynsmyndighetens
befogenheter,

12. 48 § om skadestand och

13. 51 §, 52 § forsta stycket och 53 § om dverklagande.

Om personuppgifter ska gallras enligt denna lag eller enligt foreskrifter
som har meddelats i anslutning till lagen, géller inte 8 8 andra stycket
personuppgiftslagen.

Forbud enligt 44 eller 45 § personuppgiftslagen far inte férenas med
vite.

©oo~NoO o wN

Personuppgiftsansvar

9 8 Med undantag for vad som foreskrivs i andra stycket & den myndighet
som anges i 2 och 3 §8 personuppgiftsansvarig for den behandling av



personuppgifter som myndigheten utfor eller som det aligger den
myndigheten att utfora.

Migrationsverket &r &dven personuppgiftsansvarigt for utlands-
myndigheternas automatiserade behandling av personuppgifter.

10 & Migrationsverket, Polismyndigheten och S&kerhetspolisen ska utse
ett eller flera personuppgiftsombud fér den personuppgiftsbehandling som
myndigheten utfor eller som det aligger myndigheten att utféra. Den
personuppgiftsansvarige ska anméla till tillsynsmyndigheten enligt
personuppgiftslagen (1998:204) nér ett personuppgiftsombud utses eller
entledigas.

Andamal

11 § Migrationsverket, Polismyndigheten, Sékerhetspolisen och utlands-
myndigheterna far behandla personuppgifter om det ar nodvandigt for

1. handlaggning av arenden eller en myndighets bitrdde i sadana
arenden i verksamhet som avses i 2 och 3 §§,

2. kontroll av utlénning i samband med inresa och utresa samt kontroll
under vistelsen i Sverige,

3. utférande av arbetsuppgifter som géller mottagande och boséttning
av asylsokande och andra utl&nningar,

4. tillsyn, kontroll, uppféljning, planering av verksamheten, fram-
stallning av statistik samt testverksamhet eller

5. fullgérande av en rattslig skyldighet att registrera eller pa annat satt
dokumentera en personuppgift.

12 § Migrationsverket far darutover behandla personuppgifter om det ar
nodvandigt for atersokning av

1. avgdranden, réttsutredningar och annan rattslig information eller

2. information rorande forhallanden i andra lander.

13 § Personuppgifter som behandlas enligt 11 och 12 8§ far &ven
behandlas om det ar nodvandigt for att tillhandahalla information

1. till en annan myndighet eller enskild, om utlamnandet sker med stdd av
lag eller forordning eller

2. till en utlandsk myndighet, ett EU-organ eller en mellanfolklig
organisation, om utldmnande f6ljer av Sveriges medlemskap i
Europeiska unionen eller av uppgiftsskyldighet enligt internationell
konvention som Sverige tilltratt eller av riksdagen godkant avtal med
frammande stat eller mellanfolklig organisation.

| ett enskilt fall far personuppgifter som behandlas enligt 11 och 12 88
aven behandlas for att tillhandahalla information for nagot annat d&ndamal
an de som anges i forsta stycket under forutsattning att andamélet inte ar
oférenligt med det &ndamal som uppgifterna samlades in for.

Migrationsverkets fingeravtrycks- och fotografiregister

14 § Migrationsverket far fora automatiserade register dver fingeravtryck
och fotografier som tas med stéd av 9 kap. 88§ utlanningslagen
(2005:716). Registren far anvandas vid prévning av ansokningar om
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uppehallstillstand dar skal som avses i 4 kap. 1-2 a 88 utlanningslagen
aberopas, i arenden om avvisning och utvisning samt i testverksamhet.

Migrationsverkets fotografiregister far, om det behovs, ocksa anvindas
for att kontrollera en persons identitet pa ett till verket inkommet
fotografi.

Uppgift om fingeravtryck far aven behandlas nér det &r nodvandigt for
att Migrationsverket ska kunna kontrollera fingeravtryck som tagits med
stdd av 9 kap. 8 § utl&nningslagen (2005:716) mot det fingeravtrycks-
register som Polismyndigheten for enligt 4 kap. 11-17 §§ polisdatalagen
(2010:361).

Regeringen kan med stdd av 8 kap. 7 8 regeringsformen meddela
narmare foreskrifter om vilka uppgifter som far behandlas och om
gallring.

Behandling av kansliga personuppgifter

15 § Kénsliga personuppgifter som anges i 13 8 personuppgiftslagen
(1998:204) far behandlas om den registrerade har lamnat sitt uttryckliga
samtycke till behandlingen eller pa ett tydligt satt offentliggjort
uppgifterna. Darutover far kansliga personuppgifter behandlas endast

1. for de andamal som anges i 11 och 13 88 om uppgifterna ar absolut
nddvandiga for syftet med behandlingen eller

2. i I6pande text for det andamal som anges i 12 § 2, om uppgifterna ar
absolut nodvandiga for att fullgora arbetsuppgifter i sédan verksamhet som
angesi 2 8.

Tillgangen till personuppgifter

16 § Tillgangen till personuppgifter ska begransas till vad varje

tjansteman behdver for att kunna fullgéra sina arbetsuppgifter.
Regeringen eller den myndighet som regeringen bestammer kan med

stod av 8 kap. 7 § regeringsformen meddela nérmare foreskrifter om

tillgangen till personuppgifter.

Sokning

17 § Kénsliga personuppgifter som anges i 13 8§ personuppgiftslagen
(1998:204) far inte anvdandas som sokbegrepp vid behandling av
personuppgifter for andamal som anges i 11 § 1-3 och 5 samt 13 8§.

Vid behandling av personuppgifter for dndamal som anges i 12 § 2 far
personuppgifter som direkt pekar ut den registrerade inte anvandas som
sokbegrepp.

Personuppgifter om lagévertradelser m.m. som anges i 21 § per-
sonuppgiftslagen far inte anvandas som sékbegrepp. Beslut om forvar
enligt utlanningslagen (1989:529) far dock anvandas som s6kbegrepp.

Direktatkomst

18 § Direktatkomst till personuppgifter som behandlas automatiserat hos
Migrationsverket &r tillaten endast i den utstrackning som anges i denna
lag.

Direktatkomst till personuppgifter som Migrationsverket behandlar far
medges



1. Polismyndigheten for andamal som anges i 11 § 1-3 och 14 §,

2. Sékerhetspolisen for andamal som anges i 11 § 1-3 samt

3. utlandsmyndigheterna, Fdérsakringskassan, Pensionsmyndigheten
och Skatteverket for andamal som anges i 11 § 1.

Regeringen eller den myndighet som regeringen bestammer kan med
stod av 8 kap. 7§ regeringsformen meddela ndrmare foreskrifter om
omfattningen av direktatkomsten samt om behdrighet och sékerhet.

Overféring av personuppgifter till tredjeland

19 § Det ar trots forbudet i 33 § personuppgiftslagen (1998:204) tillatet
att dven utan den registrerades samtycke féra dver personuppgifter till
tredjeland om overforingen &r absolut nédvandig for &ndamal som anges
il181loch2samt12 §1.

Regeringen eller den myndighet som regeringen bestdimmer kan med
stod av 8 kap. 7 8§ regeringsformen meddela ndrmare foreskrifter om i
vilken utstrackning personuppgifter far dverforas till tredjeland.

Avskiljande

20 § Personuppgifter som behandlas automatiserat for andamal som anges
i 118 1-3 och 138 ska avskiljas fran automatiserad behandling i
myndighetens l0pande verksamhet ndr uppgifterna inte langre &r
nddvandiga for denna verksamhet.

Behdrighet for atkomst till avskilda personuppgifter far endast ges till de
personer som dr i absolut behov av uppgifterna for att kunna utféra sina
arbetsuppgifter.

Regeringen eller den myndighet som regeringen bestdimmer kan med
stod av 8 kap. 7 8 regeringsformen meddela nérmare foreskrifter om
avskiljande av personuppgifter som behandlas av utlandsmyndigheterna
under Migrationsverkets personuppgiftsansvar.

Gallring

21 § Regeringen kan med stéd av 8 kap. 7 § regeringsformen meddela
narmare foreskrifter om gallring av kénsliga personuppgifter och av
personuppgifter som har behandlats darfor att offentliga bitraden, tolkar,
dversattare och sprakanalytiker kan vara olampliga for framtida uppdrag.

Sakerhetsatgarder

22 8 Regeringen eller den myndighet som regeringen bestammer kan med
stdd av 8 kap. 7 8 regeringsformen meddela narmare foreskrifter om
sakerhetsatgarder till skydd for personuppgifter som behandlas av
utlandsmyndigheterna under Migrationsverkets personuppgiftsansvar.

Denna lag tréder i kraft den 1 januari 2016.
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Forslag till lag om &ndring i lagen (2001:181) om
behandling av uppgifter i Skatteverkets
beskattningsverksamhet

Hérigenom foreskrivs att det i lagen (2001:181) om behandling av
uppgifter i Skatteverkets beskattningsverksamhet ska inféras en ny
paragraf, 2 kap. 8 b §, av foljande lydelse.

Nuvarande lydelse Foreslagen lydelse

2 kap.

8b§

Migrationsverket far medges
direktatkomst till uppgifter som
avses i 38 1-5 och 11 om upp-
gifterna behovs vid

1. handlaggning av ansokningar
om uppehallstillstdnd  for att
bedriva néringsverksamhet enligt
5 kap. utlanningslagen (2005:716),

2. handlaggning av ansokningar
om arbetstillstand enligt 6 kap. 2 §
forsta stycket utlanningslagen eller

3. kontroll av arbetstillstand
enligt 6 kap. 2 § forsta stycket ut-
lanningslagen.

Regeringen eller den myndighet
som regeringen bestammer kan
med stod av 8kap. 78 rege-
ringsformen meddela né&rmare
foreskrifter om omfattningen av
direktadtkomsten samt om beho-
righet och sékerhet.

Denna lag tréder i kraft den 1 januari 2016.



Forslag till lag om &ndring i lagen (2001:184) om
behandling av uppgifter i Kronofogdemyndighetens
verksamhet

Harigenom foreskrivs att det i lagen (2001:184) om behandling av
uppgifter i Kronofogdemyndighetens verksamhet ska inféras en ny
paragraf, 2 kap. 27 a §, av foljande lydelse.

Nuvarande lydelse Foreslagen lydelse

2 kap.

27a8§

Migrationsverket far medges
direktatkomst till uppgifter som
avses i 58 forsta stycket 3 om
uppgifterna behovs vid

1. handlaggning av ansokningar
om uppehallstillstdnd  for att
bedriva néringsverksamhet enligt
5 kap. utlanningslagen (2005:716),

2. handlaggning av ansékningar
om arbetstillstand enligt 6 kap. 2 §
forsta stycket utlanningslagen eller

3. kontroll av arbetstillstand
enligt 6 kap. 2 § forsta stycket ut-
lanningslagen.

Regeringen eller den myndighet
som regeringen bestdmmer kan
med stéd av 8 kap. 7 § regerings-
formen meddela nérmare fore-
skrifter om omfattningen av direkt-
atkomsten samt om behdrighet och
sékerhet.

Denna lag tréder i kraft den 1 januari 2016.
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Forslag till lag om &ndring av utlanningslagen
(2005:716)

Harigenom foreskrivs i friga om utlanningslagen (2005:716)

dels att 9 kap. 8 ¢ § ska ha foljande lydelse,
dels att det ska inforas en ny paragraf, 17 kap. 4 §, av foljande lydelse.
Nuvarande lydelse Foreslagen lydelse

9 kap.
8C8

Den som har en Schengenvisering ar vid in- eller utresekontroll enligt
artikel 7.3 i kodexen om Schengengranserna skyldig att lata en polisman,
en sarskilt forordnad passkontrollant eller en tjansteman vid Tullverket,
Kusthevakningen eller Migrationsverket ta hans eller hennes fingeravtryck
for kontroll av identiteten och av viseringens &kthet i enlighet med artikel
18 i Europaparlamentets och radets férordning (EG) nr 767/2008 av den
9 juli 2008 om informationssystemet for viseringar (VIS) och utbytet
mellan medlemsstaterna av uppgifter om viseringar for kortare vistelse
(VIS-forordningen), i den ursprungliga lydelsen.

Skyldighet att 1amna fingeravtryck enligt forsta stycket galler aven for
en utlanning som vid en s&dan in- eller utresekontroll inte kan styrka sin
identitet och som far kontrolleras i identifieringssyfte i enlighet med
artikel 20 i VIS-férordningen.

Nér en kontroll enligt forsta eller andra stycket har genomforts, ska de
fingeravtryck som tagits for kontrollen omedelbart forstéras. Det galler
ocksa de biometriska data som tagits fram i samband med kontrollen.

Om den myndighet som har
utfért kontrollen enligt férsta och
andra styckena inte forstor finger-
avtryck och de biometriska data
som foreskrivs i tredje stycket,
galler 48 8§ personuppgiftslagen
(1998:204) om skadestdnd pa
motsvarande satt.

17 kap.

48

Polismyndigheten,  S&kerhets-
polisen och utlandsmyndigheterna
har ratt att ta del av sddana upp-
gifter som myndigheterna far med-
ges direktatkomst till enligt utlan-
ningsdatalagen (0000:00).

Denna lag trader i kraft den 1 januari 2016.



Forslag till lag om &ndring i socialforsékringsbalken

(2010:110)

Harigenom foreskrivs i fraga om socialforsakringsbalken (2010:110)
dels att 114 kap. 1 och 17 8§ ska ha foljande lydelse,
dels att en ny paragraf, 114 kap. 23 a §, ska inforas av féljande lydelse.

Nuvarande lydelse

Foreslagen lydelse

114 kap.

18

| detta kapitel finns allmanna bestammelser i 2-5 §8.

Vidare finns bestammelser om

— personuppgiftslagen och personuppgiftsansvar i 6 §,

— andamal for behandling av personuppgifter i 7-10 §§,

— behandling av kénsliga personuppgifter m.m. i 11-13 8§,

— behandling av personuppgifter i socialforsakringsdatabasen i 14—

16 88,

— tilldelning av behérighet i 17 §,

— direktatkomst i 18—-23 §8,

— direktatkomst i 18-23 a §§,

— utlamnande pa medium for automatisk behandling i 24-26 a 88,

— sokbegrepp i 27 och 28 88,

— Overforing av personuppgifter till tredjeland i 29 §,

— information i 30 §,

—gallring i 31 §,

—avgifteri 32 §,

— réttelse och skadestand i 33 §,
— kontrollverksamhet i 34 §,

— tystnadsplikt i 35 §, och

— Overklagande i 36 §

Behorighet for atkomst till
socialforsékringsdatabasen ska
inom socialforsékringens admi-
nistration tilldelas genom en sér-
skild handling i enlighet med
foreskrifter som meddelas av
regeringen eller den myndighet
som regeringen bestammer.

Behorighet for atkomst till
socialférsékringsdatabasen ska
begransas till vad som behdvs for
att den enskilde ska kunna fullgora
sina arbetsuppagifter.

178§

Behorighet for atkomst till
socialforsakringsdatabasen ska
inom socialforsakringens admi-
nistration tilldelas genom en sér-
skild handling i enlighet med
foreskrifter som meddelas av
regeringen eller den myndighet
som regeringen bestammer.

Behorighet for  atkomst till
socialforsakringsdatabasen och till
personuppgifter hos Migrations-
verket ska begrénsas till vad som
behdvs for att den enskilde ska
kunna fullgéra sina arbetsupp-
gifter.
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23a8§

Migrationsverket far medges
direktatkomst till uppgifter i social-
forsakringsdatabasen om uppgif-
terna behdvs vid

1. handlaggning av ansékningar
om uppehallstillstand  for  att
bedriva néaringsverksamhet enligt
5 kap. utlanningslagen (2005:716),

2. handlaggning av ansokningar
om arbetstillstand enligt 6 kap. 2 §
forsta stycket utlanningslagen eller

3. kontroll av arbetstillstand
enligt 6 kap. 2 § forsta stycket ut-
lanningslagen.

Regeringen eller den myndighet
som regeringen bestammer kan
med stod av 8kap. 78 rege-
ringsformen meddela narmare
foreskrifter om omfattningen av
direktatkomsten samt om beho-
righet och sékerhet.

Denna lag trader i kraft den 1 januari 2016.



Forslag till lag om &ndring i polisdatalagen (2010:361)

Harigenom foreskrivs att 2 kap. 8 § och 18 § polisdatalagen (2010:361)

ska ha féljande lydelse.

Nuvarande lydelse

Foreslagen lydelse

2 kap.

Personuppgifter som behandlas enligt 7 § far aven behandlas nar det ar
nodvandigt for att tillhandahalla information som behdvs i

1. brottshekdmpande

verksamhet

hos  Sékerhetspolisen, Eko-

brottsmyndigheten, Aklagarmyndigheten, Tullverket, Kustbevakningen

och Skatteverket,

2. brottsbek&mpande verksamhet hos utlandsk myndighet eller

mellanfolklig organisation,

3.sddan verksamhet hos Polismyndigheten som avser handrack-

ningsuppdrag,

4. annan verksamhet som Polismyndigheten ansvarar for, om det finns
sarskilda skal att tillhandahalla informationen,

5. verksamhet hos Kriminal-
varden for att forebygga brott och
uppratthalla sakerheten, eller

6. en myndighets verksamhet

a)om det enligt lag eller for-
ordning aligger Polismyndigheten
att bistd myndigheten med viss
uppgift, eller

b) om informationen tillhanda-
halls inom ramen for myndighets-
Overskridande samverkan  mot
brott.

5. verksamhet hos Kriminal-
varden for att forebygga brott och
uppratthalla sékerheten,

6. verksamhet hos Migrations-
verket for att verket ska kunna
kontrollera  fingeravtryck  som
verket tagit enligt 9 kap. 8 § ut-
lanningslagen  (2005:716) mot
fingeravtrycksregister som Polis-
myndigheten for enligt 4 kap. 11—
17 88 eller

7. en myndighets verksamhet

a)om det enligt lag eller for-
ordning aligger Polismyndigheten
att bistd myndigheten med viss
uppgift eller

b) om informationen till-
handahélls inom ramen fér myn-
dighetsoverskridande samverkan
mot brott.

Personuppgifter som behandlas enligt 7 § far aven behandlas om det ar
nodvandigt for att tillhandahalla information till riksdagen och
regeringen samt, i den utstrackning skyldighet att 1dmna uppgifter foljer
av lag eller forordning, till andra.

Regeringen meddelar foreskrifter om att personuppgifter som behandlas
enligt 7 § och som avser efterlysta personer och avladgsnanden ur landet
far behandlas for att tillhandahalla information till vissa sarskilt angivna
myndigheter och att uppgifter som behandlas i en férundersokning far
tillhandahallas konkursforvaltare.

| ett enskilt fall far personuppgifter som behandlas enligt 7 § dven
behandlas for att tillnandahalla information for nagot annat d&ndamal an
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de som anges i forsta—tredje styckena, under forutsattning att &ndamalet
inte ar oférenligt med det andamal for vilket uppgifterna samlades in.

18§

Séakerhetspolisen, Ekobrotts-
myndigheten, Tullverket, Kust-
bevakningen och Skatteverket har,
trots sekretess enligt 21 kap. 3§
forsta stycket och 35kap. 18§
offentlighets- och sekretesslagen
(2009:400), ratt att ta del av
personuppgifter som behandlas i
fingeravtrycks-  och  signale-
mentsregister enligt 4 kap. 11—
17 88, om den mottagande myn-
digheten behdver uppgifterna i sin
brottshekdmpande verksamhet.

Séakerhetspolisen, Ekobrotts-
myndigheten, Tullverket, Kust-
bevakningen och Skatteverket har,
trots sekretess enligt 21 kap. 3§
forsta stycket och 35kap. 18§
offentlighets- och sekretesslagen
(2009:400), ratt att ta del av
personuppgifter som behandlas i
fingeravtrycks-  och  signale-
mentsregister enligt 4 kap. 11—
17 88, om den mottagande myn-
digheten behdver uppgifterna i sin
brottsbek&mpande verksambhet.
Motsvarande galler for
Migrationsverket avseende person-
uppgifter som behandlas i finger-
avtrycksregister enligt forsta stycket,
om verket behdver uppgifterna for
att kontrollera fingeravtryck som
verket tagit.

Denna lag tréder i kraft den 1 januari 2016.



Forteckning Over remissinstanser

Foljande remissinstanser har inkommit med svar: Riksdagens
ombudsman, Kammarratten i Stockholm, Férvaltningsratten i Malmag,
Justitiekanslern, Domstolsverket, Polismyndigheten, Sakerhetspolisen,

Séakerhets- och integritetsskyddsnamnden, Kustbevakningen,
Migrationsverket,  Datainspektionen, ~ Ambassaden = New  Delhi,
Ambassaden Peking, Forsakringskassan, Inspektionen for

socialférsékringen, Pensionsmyndigheten, Tullverket, Skatteverket,
Kronofogdemyndigheten, Uppsala universitet (Juridiska fakulteten),
Riksarkivet, Sveriges advokatsamfund, Svenskt Naringsliv och
Radgivningsbyran for asylsékande och flyktingar.

Arbetsgivarverket, Sveriges kommuner och landsting, Svenska
akademikers Centralorganisation (SACO) och Landsorganisationen i
Sverige (LO) har avstatt fran att yttra sig over forslagen i betankandet.

Tjanstemannens Centralorganisation (TCO), Amnesty International —
Svenska sektionen, Flyktinggruppernas och asylkommittéernas riksrad
(FARR) och Svenska Roda Korset har inte kommit in med nagot svar.
Utover remissinstanserna har Dataskydd.net Sverige inkommit med ett
yttrande.
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Lagradsremissens lagforslag

1 Lagtext

Regeringen har foljande forslag till lagtext.

1.1 Forslag till utlanningsdatalag

Hérigenom foreskrivs foljande.

Lagens syfte

1 8 Syftet med denna lag &r att ge Migrationsverket, Polismyndigheten
och utlandsmyndigheterna méjlighet att behandla personuppgifter pé ett
andamalsenligt satt i sin verksamhet enligt utlannings- och
medborgarskapslagstiftningen och att skydda manniskor mot att deras
personliga integritet kranks vid sadan behandling.

Lagens tillampningsomrade

28 Denna lag galler vid behandling av personuppgifter i
Migrationsverkets och utlandsmyndigheternas verksamhet som ror

1. utlanningars inresa i Sverige, i en stat som ingar i Europeiska
unionen, i en stat som ar ansluten till Europeiska ekonomiska samarbets-
omradet eller i Schweiz,

2. utldnningars vistelse eller arbete i Sverige och utresa eller
avlagsnande fran Sverige,

3. statusforklaring,
. mottagande av asylsdkande och andra utldnningar,
. bisténd och std till utlanningar,
. svenskt medborgarskap,
. statlig ersattning for kostnader for utl&nningar,
. boséttning av utlanningar, eller
. utfardande av resehandlingar.

© 00 ~NO 01~

38 Denna lag galler ocksa vid behandling av personuppgifter i
Polismyndighetens verksamhet som rér utlanningars inresa och vistelse i
Sverige och utresa eller avlagsnande fran Sverige om verksamheten inte
utgor brottshekdmpande verksamhet.

4 § Lagen galler endast om behandlingen av personuppgifter enligt 2
eller 3 § &r helt eller delvis automatiserad eller om personuppgifterna
ingdr i eller & avsedda att ingd i en strukturerad samling av
personuppgifter som &r tillgdngliga for sokning eller sammanstéllning
enligt sérskilda kriterier.



5 § Denna lag géller inte nar personuppgifter behandlas med stod av

1. lagen (2000:344) om Schengens informationssystem,

2. Europaparlamentets och radets forordning (EG) nr 810/2009 av den
13 juli 2009 om inférande av en gemenskapskodex om viseringar
(viseringskodex), eller

3. Europaparlamentets och radets forordning (EU) nr 603/2013 av den
26 juni 2013 om inrattande av Eurodac fér jamforelse av fingeravtryck
for en effektiv tillampning av forordning (EU) nr 604/2013 om kriterier
och mekanismer for att avgora vilken medlemsstat som &r ansvarig for att
prova en ansokan om internationellt skydd som en
tredjelandsmedborgare eller en statslés person har lamnat in i nagon
medlemsstat och for ndr medlemsstaternas  brottsbek&mpande
myndigheter ~ begdr  jdmforelser med  Eurodacuppgifter  for
brottsbekdampande andamal, samt om &andring av forordning (EU) nr
1077/2011 om inrattande av en Europeisk byrd for den operativa
forvaltningen av stora it-system inom omréadet frihet, sdkerhet och
rattvisa (omarbetning).

6 8 Nar personuppgifter behandlas med stdd av Europaparlamentets och
radets forordning (EG) nr 767/2008 av den 9 juli 2008 om
informationssystemet for viseringar (VIS) och utbytet mellan
medlemsstaterna av uppgifter om viseringar for kortare vistelse (VIS-
férordningen), galler bestammelserna i 28 och 48 §§ personuppgiftslagen
(1998:204) om réttelse och skadestand om inte nagot annat féljer av VIS-
forordningen. | dvrigt &r denna lag inte tillamplig nar personuppgifter
behandlas med stod av VIS-foérordningen.

Forhallandet till personuppgiftslagen

78 Om inte ndgot annat anges i 8 §, galler denna lag i stéllet for
personuppgiftslagen (1998:204).

8 § Nar personuppgifter behandlas enligt denna lag, eller enligt
foreskrifter som har meddelats i anslutning till lagen, géller féljande
bestammelser i personuppgiftslagen (1998:204):

1. 3 § om definitioner,

2. 8 § om forhallandet till offentlighetsprincipen,

3.9 § om grundlaggande krav pa behandling av personuppgifter,

4. 22 § om behandling av personnummer,
. 23 och 25-27 88 om information till den registrerade,
. 28 8 om rattelse,
. 30 och 31 88 samt 32 § forsta stycket om sdkerheten vid behandling,
. 33-35 88§ om Overforing av personuppgifter till tredjeland,
. 38-41 88 om personuppgiftsombud m.m.,

10. 42 § om upplysningar till allménheten om vissa behandlingar,

11. 43 och 44 88, 45 § forsta stycket och 47 § om tillsynsmyndighetens
befogenheter,

12. 48 § om skadestand, och

13. 51 § forsta stycket, 52 § forsta stycket och 53 § om 6verklagande.

o N O Ol
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Om personuppgifter ska gallras enligt denna lag, eller enligt
foreskrifter som har meddelats i anslutning till lagen, géller inte 8 8 andra
stycket personuppgiftslagen.

Forbud enligt 44 eller 45 § personuppgiftslagen far inte forenas med
vite.

Personuppgiftsansvar

9 8 Migrationsverket, Polismyndigheten och en utlandsmyndighet &r var
och en personuppgiftsansvarig for den behandling av personuppgifter
som myndigheten utfér. Migrationsverket ar dock personuppgifts-
ansvarigt for utlandsmyndigheternas automatiserade behandling av
personuppgifter.

10 § Migrationsverket och Polismyndigheten ska var och en utse ett eller
flera personuppgiftsombud.

Den personuppgiftsansvarige ska anmadla till tillsynsmyndigheten
enligt personuppgiftslagen (1998:204) nér ett personuppgiftsombud utses
eller entledigas.

Andamal

11 § Migrationsverket, Polismyndigheten och utlandsmyndigheterna far
behandla personuppgifter om det behévs for

1. handlaggning av &renden eller en myndighets bitrade i sadana
arenden i verksamhet som avses i 2 och 3 §§,

2. kontroll av utl&nning i samband med inresa och utresa samt kontroll
under vistelsen i Sverige,

3. utférande av arbetsuppgifter som galler mottagande och bosattning
av asylsokande och andra utlanningar,

4. framstallning av statistik,

5. utférande av testverksamhet, eller

6. fullgérande av en rattslig skyldighet att registrera eller pa annat sétt
dokumentera en personuppgift.

12 § Migrationsverket far ocksé behandla personuppgifter om det behovs
for atersokning av

1. avgdranden, rattsutredningar och annan rattslig information, eller

2. information som ror forhallanden i andra lander.

13 § Personuppgifter som behandlas enligt 11 och 12 88 far &ven
behandlas nar det &r nodvandigt for att tillhandahalla information till

1. riksdagen eller regeringen,

2. en annan myndighet eller en enskild, om uppgifterna Idmnas med
stdd av lag eller forordning, eller

3.en utlandsk myndighet, ett EU-organ eller en mellanfolklig
organisation, om utldmnandet av uppgifterna foljer av Sveriges
medlemskap i Europeiska unionen eller av uppgiftsskyldighet enligt en
internationell konvention som Sverige har tilltratt eller enligt ett av
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organisation.

| ett enskilt fall far personuppgifter som behandlas enligt 11 och 12 §§
aven behandlas for att tillhandahalla information for ndgot annat &ndamal
an de som anges i forsta stycket under forutsattning att andamalet inte &r
ofdrenligt med det a&ndamal som uppgifterna samlades in for.

Migrationsverkets register over fingeravtryck
och fotografier

14 § Migrationsverket far fora separata register 6ver fingeravtryck och
fotografier som tas med stod av 9 kap. 8 § utlanningslagen (2005:716).

Med begransning av de &ndamal som annars galler enligt 11 och 13 §§
far uppgifter om fingeravtryck eller fotografier i registren anvandas
endast

1. vid provning av ansokningar om uppehallstillstind dar skal som
anges i 4 kap. 1-2 a 88 utlanningslagen aberopas,

2. i arenden om avvisning och utvisning,

3. i testverksamhet,

4. om det behovs for att kontrollera identiteten av en person pa ett
fotografi som kommit in till Migrationsverket, eller

5. om det behdvs for att Migrationsverket ska kunna kontrollera ett
fingeravtryck mot det fingeravtrycks- och signalementsregister som
Polismyndigheten for enligt 4 kap. 11 § polisdatalagen (2010:361).

Regeringen kan med stdd av 8 kap. 7 § regeringsformen meddela

1. ytterligare foreskrifter om vilka uppgifter som far behandlas i
registren 6ver fingeravtryck och fotografier, och

2. foreskrifter om gallring.

Behandling av kénsliga personuppgifter

158 Sadana kansliga personuppgifter som anges i 13 8§
personuppgiftslagen (1998:204) far endast behandlas

1.for de andamal som anges i 11 § 1-4 och 6 samt 13 § om
uppgifterna &r absolut nédvandiga for syftet med behandlingen, eller

2. i lopande text for det &ndamal som anges i 12 § 2, om uppgifterna &r
absolut nddvandiga for att fullgéra arbetsuppgifter i sédan verksamhet
somangesi2 8.

Regeringen kan med st6d av 8 kap. 7 § regeringsformen meddela

1. ytterligare foreskrifter om inskrdnkningar av médjligheten att
behandla kénsliga personuppgifter, och

2. foreskrifter om gallring.

Tillgangen till personuppgifter

16 § Tillgdngen till personuppgifter ska begrénsas till det som varje
tjansteman behover for att kunna fullgéra sina arbetsuppgifter.
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Regeringen eller den myndighet som regeringen bestdmmer kan med
stdd av 8 kap. 7 § regeringsformen meddela narmare foreskrifter om
tillgangen till personuppgifter.

Sokbegransningar

17 8 Vid sokning i personuppgifter &r det forbjudet att som sokbegrepp
anvéanda uppgifter som avsldjar
1. ras eller etniskt ursprung,
. politiska asikter,
. religios eller filosofisk dvertygelse,
. medlemskap i fackfdrening,
. hélsa, eller
. sexualliv.

OOk WN

18 § Vid behandling av personuppgifter for &ndamal som anges i 12 § 2
far personuppgifter som direkt pekar ut den registrerade inte anvandas
som sokbegrepp.

Vid sokning i personuppgifter far sadana uppgifter om lagovertradelser
m.m. som anges i 21 § personuppgiftslagen (1998:204) inte anvandas
som sokbegrepp. Uppgifter om beslut om forvar enligt utlanningslagen
(2005:716) far dock anvandas som sokbegrepp.

Direktatkomst

19 § Direktatkomst till personuppgifter hos Migrationsverket far endast
medges

1. Polismyndigheten,
. Sékerhetspolisen,
. utlandsmyndigheterna,
. Forsékringskassan,
. Pensionsmyndigheten,
. Skatteverket, eller

7. en part eller en parts ombud eller bitrade.

Direktatkomst enligt forsta stycket 7 far endast avse personuppgifter i
partens arende.

Regeringen eller den myndighet som regeringen bestammer kan med
stod av 8 kap. 7 8 regeringsformen meddela

1. ytterligare foreskrifter om begransningar av direktatkomst enligt
forsta stycket, och

2. foreskrifter om behorighet och sakerhet vid sddan atkomst.

OO, WN

Uppgiftsskyldighet

20 § Polismyndigheten har ratt att ta del av personuppgifter som
Migrationsverket behandlar enligt 11 eller 14 § vid direktatkomst enligt
19 §. Sékerhetspolisen och utlandsmyndigheterna har motsvarande rétt
att vid direktatkomst ta del av uppgifter som Migrationsverket behandlar
enligt 11 8.



Migrationsverket ~ska pa begdran av  Polismyndigheten,
Sékerhetspolisen eller en utlandsmyndighet l&mna ut personuppgifter
som verket behandlar enligt 11 § 1 eller 2. Migrationsverket ska ocksa pa
begdran av Polismyndigheten ldmna ut personuppgifter som verket
behandlar enligt 14 § andra stycket 1, 2 eller 5.

Om det finns skal for det ska Migrationsverket pa eget initiativ Iamna
uppgifter som avses i andra stycket andra meningen till
Polismyndigheten.

Overforing av personuppgifter till tredjeland

21 8§ Trots hanvisningen till 33 § personuppgiftslagen (1998:204) i 8 §
forsta stycket 8 ar det tillatet att &ven utan den registrerades samtycke
fora over personuppgifter till tredjeland om Overféringen ar absolut
nodvandig for de dndamél som anges i 11 § 1 och 2 samt 12 § 1, savida
det inte méter hinder av sekretess enligt offentlighets- och sekretesslagen
(2009:400).

Regeringen eller den myndighet som regeringen bestdammer kan med
stdd av 8 kap. 7 8 regeringsformen meddela ytterligare foreskrifter om
begrénsningar av mdjligheten att fora 6ver personuppgifter till tredjeland.

Avskiljande

22 8 Personuppgifter som har behandlats for andamal som anges i 11 §
1—4 och 13 § ska avskiljas sa att tillgangen till dem begransas om de inte
langre behdvs i myndighetens l6pande verksamhet.

Regeringen eller den myndighet som regeringen bestdmmer kan med
stdd av 8 kap. 7 § regeringsformen meddela ytterligare foreskrifter om
avskiljande av personuppgifter.

Sakerhetsatgarder

23 § Regeringen eller den myndighet som regeringen bestdmmer kan
med stdd av 8 kap. 7 § regeringsformen meddela foreskrifter om
sakerhetsatgarder till skydd for personuppgifter.

Denna lag trader i kraft den 1 april 2016.
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1.2 Forslag till lag om &ndring i
socialforsakringsbalken

Hérigenom foreskrivs att 114 kap. 17 § socialforsékringsbalken ska ha
féljande lydelse.

Nuvarande lydelse Foreslagen lydelse

114 kap.
17 §

Behorighet for atkomst till socialforsakringsdatabasen ska inom
socialforsdkringens administration tilldelas genom en sdrskild handling i
enlighet med foreskrifter som meddelas av regeringen eller den
myndighet som regeringen bestdmmer.

Behorighet for  atkomst till Behorighet for  atkomst till
socialforsakringsdatabasen ska  socialforsékringsdatabasen och till
begransas till vad som behdvs for  personuppgifter hos Migrations-
att den enskilde ska kunna fullgéra  verket ska begréansas till vad som
sina arbetsuppgifter. behovs for att den enskilde

tjanstemannen ska kunna fullgora
sina arbetsuppgifter.

Denna lag trader i kraft den 1 april 2016.



1.3 Forslag till lag om andring i polisdatalagen

(2010:361)

Harigenom foreskrivs att 2 kap. 8 och 18 8§ polisdatalagen (2010:361)

ska ha féljande lydelse.

Nuvarande lydelse

Foreslagen lydelse

2 kap.

88§

Personuppgifter som behandlas enligt 7 § far dven behandlas nar det ar
nodvandigt for att tillhandahélla information som behovs i

1. brottsbekdmpande
Ekobrottsmyndigheten,
Kustbevakningen och Skatteverket,

verksamhet hos
Aklagarmyndigheten,

Sékerhetspolisen,
Tullverket,

2. brottsbek&mpande verksamhet hos utlandsk myndighet eller

mellanfolklig organisation,
3.sddan  verksamhet  hos
handrackningsuppdrag,

Polismyndigheten ~ som

avser

4. annan verksamhet som Polismyndigheten ansvarar for, om det finns
sarskilda skal att tillhandahélla informationen,

5. verksamhet hos Kriminal-
varden for att forebygga brott och
uppratthalla sakerheten, eller

6. en myndighets verksamhet

ayom det enligt lag eller
férordning aligger Polis-
myndigheten att bistd myndig-
heten med viss uppgift, eller

b) om informationen tillhanda-
hélls inom ramen for myndighets-
Overskridande samverkan  mot
brott.

5. verksamhet hos Kriminal-
varden for att forebygga brott och
uppratthalla sikerheten,

6. verksamhet hos Migrations-
verket for att verket ska kunna
kontrollera  fingeravtryck  som
verket tagit enligt 9 kap. 8 §
utlanningslagen (2005:716) mot
det fingeravtrycks- och
signalementsregister som
Polismyndigheten for enligt 4 kap.
11 §, eller

7. en myndighets verksamhet

a)om det enligt lag eller
forordning Aaligger Polismyndig-
heten att bistd myndigheten med
viss uppgift, eller

b) om informationen tillhanda-
halls inom ramen for myndighets-
Overskridande samverkan — mot
brott.

Personuppgifter som behandlas enligt 7 § far aven behandlas om det ar

nodvandigt for att tillnandahdlla information till

% Senaste lydelse 2014:597.
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regeringen samt, i den utstrdckning skyldighet att 1amna uppgifter foljer

av lag eller forordning, till andra.
Regeringen meddelar

foreskrifter

om att personuppgifter som

behandlas enligt 7 § och som avser efterlysta personer och avldgshanden
ur landet far behandlas for att tillhandahélla information till vissa sarskilt

angivna myndigheter och att

uppgifter

som behandlas i en

forundersokning far tillhandahallas konkursforvaltare.

I ett enskilt fall far personuppgifter som behandlas enligt 7 § &ven
behandlas for att tillhandahalla information for nagot annat d&ndamal an
de som anges i forsta—tredje styckena, under forutsattning att andamalet
inte ar oforenligt med det &ndamal for vilket uppgifterna samlades in.

18 §*

Sékerhetspolisen, Ekobrotts-
myndigheten, Tullverket, Kust-
bevakningen och Skatteverket har,
trots sekretess enligt 21 kap. 3 §
forsta stycket och 35kap. 1 §
offentlighets- och sekretesslagen
(2009:400), ratt att ta del av
personuppgifter som behandlas i
fingeravtrycks- och
signalementsregister enligt 4 kap.
11-17 88, om den mottagande
myndigheten behdver uppgifterna i
sin brottsbekampande verksamhet.

Séakerhetspolisen, Ekobrotts-
myndigheten, Tullverket, Kust-
bevakningen och Skatteverket har,
trots sekretess enligt 21 kap. 3 §
forsta stycket och 35kap. 1 §
offentlighets- och sekretesslagen
(2009:400), ratt att ta del av
personuppgifter som behandlas i
fingeravtrycks- och
signalementsregister enligt 4 kap.
11-17 88, om den mottagande
myndigheten behdver uppgifterna i
sin brottsbekdmpande verksamhet.
Migrationsverket har motsvarande
ratt att ta del av personuppgifter
som behandlas i fingeravtrycks-
och signalementsregistret, om
verket behdver uppgifterna for
kontroll av fingeravtryck som
verket tagit.

Denna lag trader i kraft den 1 april 2016.
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3 Prop. 2015/16:65
Lagradets yttrande Bilagas
Utdrag ur protokoll vid sammantrade 2015-11-23

Narvarande: F.d. justitieraden Bo Svensson och Olle Stenman samt
justitieradet Anita Saldén Enérus.

Utlanningsdatalag

Enligt en lagradsremiss den 19 november 2015 (Justitiedepartementet)
har regeringen beslutat inhdmta Lagradets yttrande dver forslag till

1. utlanningsdatalag,

2. lag om &ndring i socialforsakringsbalken,

3. lag om éndring i polisdatalagen (2010:361).

Forslagen har infor Lagradet foredragits av amnesradet Mattias
Larsson, bitrddd av réattssakkunniga Christiana Lyrestam.

Lagradet lamnar forslagen utan erinran.
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Justitiedepartementet

Utdrag ur protokoll vid regeringssammantrade den 3 december 2015
Narvarande: Statsministern S Lofven, ordférande, och statsraden A
Romson, Y Johansson, | Baylan, K Persson, P Hultqvist, H Hellmark
Knutsson, | Lévin, A Regnér, M Andersson, A Johansson, P Bolund,
M Damberg, A Bah Kuhnke, G Fridolin, G Wikstrom, A Hadzialic

Foredragande: statsradet P Hultqvist

Regeringen beslutar proposition 2015/16:65 Utlanningsdatalag
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